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AHAJII3 CTAHY TA ITIPOBJIEM ®YHKIIOHYBAHHA
BE3ITPOBOJOBUX AD HOC TA MESH MEPEX

AHoTamisg. Y cTaTTi MpencTaBleHO KOMIUICKCHUH aHANi3 CTaHy Ta MpoOiieM (YHKIIOHYBaHHS
oesmpoBomoBux ad hoc Ta mesh Mepex, 3 aKmeHTOM Ha IX apXIiTEKTypHI OCOOJIHBOCTI,
kinacudikamito, chepu 3acTocyBaHHS Ta KIIOU0BI BUKIHKHU. besnpoBomosi ad hoc mepexi, Taki sk
MANET, VANET, WSN, FANET, UWVANET, SANET ta HANET, xapakrepu3yrTbcs
CaMOOpraHi3aIliero, 6araToCTPUOKOBOIO MapIIPYTH3AI[EID Ta BUCOKO MOOUIBHICTIO BY3IIB, IO
pobuTh X imeanbHUMU [UIsi clieHapiiB 0e3 ¢ikcoBaHol IHOPACTPYKTYPH, HANPHKIAL, BIHCHKOBUX
orepariiif, pearyBaHHsi Ha CTHXIifHI JiMXa, IHTEJEKTYaJlbHOrO TPAHCIOPTY Ta MOHITOPUHTY
cepeznoBuina. BogHouac, mesh Mepexi 104a0Th CTATUYHY MaricTpajib 31 IUI03aMH, Oaratopasmio
inTepdeiicaMmu Ta iHTErpali€ero 3 IHIIUMH MepeKaMu, 3a0e3Me4y0YH Kpally IpOIyCKHY 31aTHICTb,
CTaOUTBHICTh Ta MacIITaOOBaHICTh, alle BUMAraro4y PEeTebHOTO YIPABIiHHSA pecypcamu. AHai3
OCTaHHIX JOCIHIDKEHh OXOIUTIOE apxiTeKTypu Oe3mpoBomoBux mesh mepex “Wireless Mesh
Networks’ (WMNs), nporokomu Mapuipyruzanii (HWMP, OLSR, BATMAN), 6araTtokaHanbH1
KOHCTPYKIIi Ta iepapxidni Moneni. MeToanKa MOCTiKSHHS 0a3y€eThCsl Ha TCOPSTHIHUX MOJIEIISX,
eMIipUYHOMY aHami3i mpobnem (iHTepdepeHmis, eHepreTHYHi OOMeKeHHS, HecTaOiTbHICTH
TOTIOJIOTIT) Ta MOPIBHAUILHOMY aHalli3i. Pe3yiapTaTi JeMOHCTPYIOTH, IO KIACHIHA TEOPis MOKa3ye
NaJiHHS POITYCKHOI 3/[aTHOCTI y BEJIMKHX MEpeXax uepe3 MEeperIko i Ta CIijibHe BUKOPHCTaHHS
KaHaJIiB, a 3aTPUMKa HAKOIMYYETHCS K CyMa 4acy Ha CTpUOKaX 3 ypaxyBaHHSM 4Yepr i 00poOKH.
Oco0snMBa yBara NpHIiIeHa poJi NPOMDKHUX BY3JIiB Yy 0araToCTpHOKOBHUX Mepexkax: BOHH
3a0e3MeuyoTh MapIIPYTH3Allii0, OalaHCYBaHHS HABaHTAKEHHS, CTIHKICTh Ta PO3MIMPEHHS
MOKPHTTS, ajleé CTBOPIOIOTH BHUKIIMKH, Taki sik overhead Ta pPHU3MKH 3JOBMHCHOI IOBEIIHKH.
[Ipobnemu e(peKTHBHOCTI BKIIIOYAIOTH IEPEIIKOJM, EHEPreTH4Hi KOMIPOMICH, CKIIAIHICTh
pO3rOpTaHHS Ta TEXHOJIOTIYHI OOMexeHHs (Hampukian, poboumii mmka LoRa). OOMmexeHHS
MPOITYCKHOI 371aTHOCTI Ta 3aTPUMKH aHaJIi3yloThes yepes ¢popmyiu llleHHOHa Ta HAaKOTMYYBAIBHOT
3aTPUMKH, 3 TPHUKIJIAJaMH Jlerpajanii B MoOUTbHUX creHapisx. HecrabinbHicTh Tomonorii uepes
MOOIUTBHICTD BY3JIiB MOJIETIOETHCS HIMOBIPHICTIO PO3PUBY 3B’SI3KIB, & €HEPIeTHYHI OOMEXEHHI —
MOJIECIUTIO CIIOXKHMBAHHSI €HEPTil Ha Iepeayy.

KaouoBi cioBa: ad hoc wmepexa, mesh wepexa, camoopranizaiis, OaratocTpuOKoBa
MapIIpyTH3allisi, MPOIyCKHA 3[JaTHICTh, 3aTPUMKA, €HEProe(eKTHBHICTh, ONTHMI3AIlisS PECypciB,
MANET, VANET, WSN, FANET, WMN, IEEE 802.11s, intepdepeHnmis, OamaHcyBaHHS
HaBaHTaxkeHHs, QoS, IoT.
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BCTYII

besnpoBomoBi ad hoc Ta mesh mepexi mpencTaBiIslOTh COOOK JACICHTPai30BaH1
CHCTEMH KOMYHIKaIlii, 1€ By3JIH B3a€MOIIIOTh 0€3 (pikcoBaHOT iHPPACTPYKTYpH, 3a0€31eUyr0un
THYYKICTh Ta aJanTUBHICTh y Pi3HUX cleHapisx. Lli Mmepexi 0a3yloThCs Ha HPHUHITUIIAX
camoopranizaiii, e KO>KeH By30JI MOXX€ BHKOHYBAaTH (PyHKIIiT MapmipyTu3auii, mepegadi ta
pUHOMY TaHUX. Y KOHTEKCTI ONITHMI3allii, 3aIpOorOHOBAHOI B Ii¥ CTATTI, aKIIEHT POOUTHCS Ha
JUHAMIYHOMY TepenpoQuIOBaHHI TPOMDKHUX BY3JIB JJS MiJBUIIEHHS €()EeKTUBHOCTI
MIPOITYCKHOI 3/ITaTHOCTI, 3MEHIIICHHsI 3aTPUMOK Ta 3a0e3MedeHHs CTIHKOCTI 10 300iB. Huxue
PO3TIISIHYTO KJIFOUOBi apXiTEKTYPHI aCHEKTH LIUX MEPEXK.

besnpoBomoBi ad hoc mepexi 3acHOBaHI Ha TOBHICTIO  PO3MOJIJICHOMY,
0e3iH(pacTpyKTypHOMY, BHCOKOMOOITbHOMY, OaraTocTpuOKoBOMY 3’ €aHaHHI, Tl Sk WMN
J0JJaI0Th BIIHOCHO CTAaTH4YHY, 4acTo OaraTopajio MaricTpajip 31 LUII03aMH, 110 IHOKpallye
NPOIYCKHY 3/IaTHICTh, CTaOUIBHICTh Ta IHTETpamiro 3 iHmMMMU Mepexxamu. OOuaBI Mepexi
MalOTh CHUIbHY CaMOCTiiHY KOH]irypario Ta 6araTocTpuOKOBY MaplIpyTH3allilo, ane ixHi
apXITEeKTYpHY ONTUMI30BaHi Uil PI3HUX LIJIEH POTOPTAHHS Ta MPOAYKTHBHOCTI.

Ad hoc mepexi — 1me camoopranizoBaHi 0e3mpoBOJOBI Mepexi 0e3 (ikcoBaHOT
1H(QPACTPYKTYPH, i1€alIbHI TaM, Jie TOTpiOHEe MIBUJIKE Ta THYYKE IMiJKIIOUEHHS, a TPaauIiiH]
MepeKi HeJJOCTYMHI a00 HEeMPaKTU4HI, BOHU KIACU(IKYIOTbCA 32 TUIIOM BY3JIiB, MOOUIBbHICTIO
Ta npu3HadeHHsM. OCHOBHI KaTeropii Bkio4aroTh ad hoc Mepexi: moOinbHI ‘Mobile Ad Hoc
Networks’ (MANETS), y sikux By3/1u € MOOITbHUMHU IPUCTPOSMHU (HAMPUKIIAL, CMapTQOHHU,
HOYTOYKH), IO AWHAMIYHO (OPMYIOTh MEpEexy 0e3 MEeHTPAILHOTO KOOpAMHATOpa. BoHU
XapaKTepU3yIOTbCs BHCOKOIO MOOIIBHICTIO, OOMEKEHOI0 EHEpri€lo Ta HeOoOXIIHICTIO
ajganTuBHOI Mapupytusanii; TpaHcnopTHi ‘Vehicular Ad Hoc Networks” (VANETS),
crieniaai3oBaHi A TPAHCIOPTHUX 3ac00i1B, /i€ By3/M (aBTOMOO1J11) 0OMIHIOIOTHCS JAaHUMH ITPO
Tpadik, Oe3neky Ta Hasiramito. KitodoBa 0coOJIMBICTH — BHCOKAa HIBHJAKICTH PYyXy, IO
MPU3BOAUTH 70 YacToi 3MiHM TomoJjorii; ceHcopHi ‘Wireless Sensor Networks’ (WSNs), sxi
CKJIa/Ial0ThCSI 3 CEHCOPIB JUIsl MOHITOPUHTY cepenoBuilia. BoHu crarnyHi abo HamiBCTaTUYHI, 3
aKI[EHTOM Ha €Heproe(eKTHBHICTh Ta JOBrOTpuBaly aBTOHOMIto; jitatoui ‘Flying Ad Hoc
Network” (FANETS), siki BUKOpUCTOBYIOTH Oe3muloTHI jitanbHi amapatu (BIIJIA) s
JMHAMIYHOI KOMYHIKaIil B TPUBUMIPHOMY HPOCTOPI, 3 BUCOKOIO MOOUIBHICTIO Ta OOMEXEHUM
paaiycom aii; miaBoaHi ‘Underwater VANET’ (UWVANETS) 13 3acTOBYBaHHSAM aKyCTUYHHUX
kaHauiB; cynyTHukoBi ‘Satellite Ad Hoc Networks’ (SANETS) nns 3a0e3ne4eHHs KOCMIYHOTO
3B s13Ky; riopuani ‘Hybrid Ad Hoc Network’ (HANETS), siki moeqHy0Th BUllle3a3HaYeH1 TUITU
MEpex.

IlocTranoBka npo6aemu. HaykoBa mpo0Oiema mossirae B po3po0ili METOTIB JUHAMIYHOTO
nepenpodiIoBaHHs TPOMIKHUX BY3iB A ontumizanii WMN, 110 BpaxoByIOTh 0OMEXEHHs
ICHYIOUHX pIIIEHB: BIJCYTHICTh pEaJbHOTO Yacy ajanrailii, BUCOKHi overhead Ta HU3BKY
macmTaboBaHicTe. DopManbHO, mpodiiemMa GOPMYITIOETECS SIK 3a7ada ONTUMI3AIlil: 3HANTH
¢dynkuito nepenpodimoBanus R(t), ae R — poib By3i1a B MOMEHT t, III0 MAaKCUMI3Y€E IJIbOBY
¢ynkuito. ToMy MOXKHa BU3HAYMTH BUMOTH JI0 HOBUX METOJIB: aJalTUBHICTh Yy peallbHOMY
yaci, MacimTaboBaHICTh Uil Mepex Ouibme 3a 500 By3miB, eHeproeeKTHBHICTH 3
OanaHCyBaHHSM HaBaHTAXXEHHs, 1 CyMICHICTb 3 ICHYIOUMMH cTaHaaptamu (Hanpukial, IEEE
802.11s). L1i Bumoru popMyrOTh OCHOBY 3aIIPOTIOHOBAHUX y CTATTi METOIIB, IO PO3MIAPIOIOTH
nuHaMivHe nepenpodimobanns s ad hoc Ta mesh mepex.

AHati3 ocTaHHixX g0caixxkenb i nyoaikaniii. WMN e posmmupenssm ad hoc mepex, e
By31M (DOPMYIOTH CITKOMOMIOHY TOMOJOTII0 3 MHOXXHHHUMHU NUISXaMH Tepenavi JaHuX.
[ToOymoBa Takux Mepex 0Oa3yeThCs Ha MPUHIMIAX camoopradizamii ‘self-organizing’ Ta
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camoBigHOBIeHHs ‘self-healing’, mo mo3Bossie aBTOMATHYHO ananTyBaTHCS A0 3MiH Y
TOIIOJIOTIi, HANPUKIA, MPU BUXOMAI By3ia 3 jany. WMNSs 3a3Buuail € OararokaHaJbHUMH
pamioMepexamMu, 10 30UTbIINY€E MPOMYCKHY 3[AaTHICTh Ta 3MEHIIYE MEPEIIKOIH, 0 BUMAarae
pPETENHHOTO MPHU3HAYEHHS KaHAIIB Ta PO3MIIIECHHS BY3JiB Iia 4ac mooymaoBu. IIpocropoBuit
PO3MOALT BY3JIiB (HalIPUKIIAA, CITUACTI Y (PpaKTaIbHI CXEMH) CHIIBHO BILIMBAE HA MPOITYCKHY
3MaTHICTh, 3aTPUMKY Ta CTidkicTe [1]. OmnmcaHo Tpu JOMIHYIOYl apXiTEKTypH:
iH(ppacTpyKTypHa/MaricTpajibHa Mepeka, KIIEHTChKa Mepeka Ta TiOpuaHa Mepeka, sKi
BUIPI3HSIOTBCST  THUM, YH MapIIpyTH3allisd 3IIMCHIOETBCA TEpPeBaXHO  (PiKCOBaHUMH
MapuIpyTu3zaTopamu, KiieHtamu 4u oboma [2]. Lli Mepexi MaroThb 0COOJMBOCTI MOOYIOBU:
3amisiHa TIoBHAa mesh (KOKeH By30J1 3’€IHaHuMi 3 ycima) abo dacTkoBa mesh (BuOIpKOBi
3’€JHAHHS) TONOJIOTISA, a BY3JIW MOAUIAIOTECS Ha KiIieHTChKi ‘end-user devices’ Ta
MapupyTusytodi ‘mesh routers’, ocraHHi 3a0e3neuyloTh CKeJeT Mepexi. MarictpaibHa
Mepeka 37e01IbIIOro CTATUYHA; KIIEHTH MOXKYTb OyTH MOOITbHIMH, TOMY MapIIPYyTH3AIIis Ta
YIPaBJIiHHSA PecypcaMi MOXYTh BHKOPHUCTOBYBATH BIJIHOCHY CTaOULIbHICTH ToOmouorii [2—4];
OararokaHasibHa KOHCTPYKIis 6a3ytoTecs Ha IEEE 802.11s cranmaprax mist mesh po3mupeHs
Wi-Fi, 3 miarpuMKo0 MHOKHUHHHMX paaioiHTepdeiciB s 3MeHIICHHs iHTepdepeHtii [5].
MapmpyTuzatopu 4YacTo MaroTh Kitbka MmepexkeBux amanrtepiB IEEE  802.11/802.16;
NpU3HAYCHHS KaHaliB Ta pO3MIIICHHS 1HTep(dElCiB € OCHOBHMMH apXITEKTYPHUMH
npobnemamu [3—7]; nBOpiBHEBa/iepapxiuHa apxiTEKTypa JHO3BOJIIE€ BUIUIATH BiTHOCHO
cTaTHuHi, Oarati Ha pecypcu mesh MapuipyTuszaropu, 1m0 yTBOPIOIOTh Marictpaib, Ta mesh
KIIIEHTH, M0 OTPUMYIOTH JOCTYII JO MaricTpaii, 4acTo 4epe3 0araToCTPUOKOBHM JOCTYII
[2,4,8,9]; BUKOPUCTOBYIOTBCS Pi3HI MPOTOKOIM MapiipyTHu3anii, Taki sk Hybrid Wireless Mesh
Protocol (HWMP), Optimized Link State Routing (OLSR) a6o Better Approach To Mobile Ad-
hoc Networking (BATMAN), siki oNTUMI3yIOTh IUIIXH 32 METPUKAMHU 3aTPUMKH, IPOITYCKHOT
3/1aTHOCTI Ta €Heprii. pojib HUI03Yy Ta iHTerpauii: J[eaki MapuipyTu3aTopyu TaKoX JIIOThH SIK
[UTI03U /10 1HTEpHETYy alo0 IHIIUX MEpPeX: CTUIbHUKOBHX, CEHCOPHHMX 1 Oe3MpOBOJOBUX
nokanpHuX Mepex ‘Wireless Local Area Networks’ (WLANSs), neperBoproroun WMN Ha
CHCTEMH JIOCTYITy/0a3UCHOTO 3B’SI3Ky «OCTaHHBOT Mui» [2—4,9].

METOJIUKA TOCJIJUKEHHS

WMN 1nponoHytoTh THYYKICTh Ta MOKPUTTS, aje MPOJYKTUBHICTh Ta CTaOUIBHICTDH
KOKHOT'O By3J1a 3HWXKYIOThCS 31 3pocTaHHsIM Mepexi. besnposonosi ad hoc Ta mesh mepexi,
HIOTIPH CBOi NepeBark B THYYKOCTI Ta JEIeHTpasi3allil, CTUKAIOThCs 3 YUCICHHUMHU BUKITUKAMH,
0 0OMEXYIOTh iX e(peKTUBHICTH Ta MacmTaOyBaHHs. L{i mpoOiemMu BKIIOYarOTh OOMEKEHHS
pecypciB, TUHAMIYHI 3MIHU CEpEJOBUIIA Ta HEPIBHOMIPHMU PO3MOALT HAaBAaHTAXKEHHS, IO
MPU3BOSTH J10 3HUKEHHSI IPOAYKTUBHOCTI, IM1IBUILIEHOT IMOBIPHOCTI 3001B Ta HEEPEKTUBHOTO
BUKOPUCTAHHA €HEprii. Y KOHTEKCTI Ili€l CTaTTi, Ji¢ MPOMOHYETHCS METOJA JAMHAMIYHOTO
nepenpodUIFOBaHHS MPOMIXHUX BY3JiB, aKIEHT POOUTHCS Ha aHami3l WX OOMEXKEHb SK
OCHOBH JUIsl po3pOoOKM ONTHUMI3alifHUX cTpaTeriii. Huxue neTanbHO pO3TISHYTO KIIHOYOBI
acriektr. Kiacn4yHa Teopist mokasye, 1o MPOIMyCKHA 3[aTHICTh KOKHOTO BYy3Ja y BEIHKHX

BHITJIKOBUX OaraTocTpuOKoBHX ciTkax magae sk 0(1/,/n log n), Tomy KoKeH By30J1 OTPHMYE
MEHIITY IPOMYCKHY 3/aTHICTb 31 30UIBIIEHHSAM KUIBKOCTI BY3JiB 1. KiltouoBUMU NpUYrHAMHU €
MEPENIKOAN Ta CIiUIbHE BUKOPUCTAHHS KaHAIB: BY3JIM TOBHHHI PETPAHCIIOBATH 0araro
MOTOKIB JUIsI 1HINX, TOMY eQipHUI Yac KOXKHOTO By3Ja MBUIKO Buuepnyetbes [10]. Bemuki
posropranas Wi-Fi WMN crpaxaaioTe Bil MOraHOi MacmITa0OBaHOCTI Ta TOMOJOTIYHOI
HeCTaOlIBbHOCTI 4epe3 KOHKypeHmito 3a MAC-ampecamMu uisi MHOXKHHHOTO JIOCTYITY 3
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KoHTpojsieM Hecydoi ‘Carrier Sense Multiple Access’ (CSMA) abo CSMA Ta yHHUKHEHHSAM
komiziii ‘CSMA with Collision Avoidance’ (CSMA/CA), yacTi 3MiHM 3’€IHaHb Ta HaKJIaJHI
BUTPATH HA KepyBaHHS (HAIPUKIA, MaplIpyTu3aiis, ynpasiainas nipuarom) [1]. i edpexrn
3pOCTAIOTh 31 301IBIICHHSAM KUIBKOCT1 BY3JIiB Ta IIUIBHOCTI.

ISSN 2663 — 4023

PE3YJIBTATHU JOC/IIKEHHSA

Knacudgikauis ta chpepu 3acrocyBanns ad hoc mepeix

Ad hoc Mepexi 3araom KIacH(IKyIOTHCS 32 THIIOM By3J1a Ta CEPEOBHILEM, aji¢ BCi BOHU
MarTh CaMOOpraHi3aIlilo Ta 0ararocTpruOKOBUI O€3MpOBOIOBUI 3B’sI30K. BOHHM 0COOIHMBO
[iHHI JUIS BiICPKOBUX, pearyBaHHS Ha CTUXIHHI JIMXa, TPAHCIOPTY, CEHCOPHHUX CHCTEM Ta
CIIOHTAHHOTO OcOOHuCTOro abo mikItoueHHs Uit iHTepHeTy peueit ‘Internet of Things’ (IoT)
TaM, J€ cramioHapHa iH(pacTpykTypa BincyTtHs abo HemocrtatHs. Lli Mepexi MaroTh
BIJIMIHHOCTI, SIKi IpUBe/cHI B Ta0I. 1.

Tabnuys 1
IMopiBHsanNbHMIT aHAJI3 MESh Mepe:k pi3HHUX KiaciB
Tun mepexi OcHoBHi Hpuxnagu IlepeBarn Hepoaiku
XapaKTEePUCTUKH BY3J1iB
MANET [11] Bucoka MOOLIBHICTS, Cmaptdonmu, I'Hy4KiCTh, LIBHIKE OoOmexeHa
caMmoopraHizaris HOYTOYKH PO3TOpTaHHA eHepris,
iHTEeppEepeHIIIs
VANET [12] IIIBuaxicHa MOOIIBHICTB, ABToMo01I, [TinBuineHHs Oe3neKn UyTIuBICTH 110
peansHOro yacy aaHi JAaTIUKH TPAHCIIOPTY IIBUJIKOCTI PyXY
SANET/ EneproedexTuBHicTb, Cencopu, loT- JloBrorpusana ObMexeHa
WSN [13] CTaTHYHICTh npucTpoi pobGota MPOITyCKHA
3/1aTHICTh
FANET [12] TpuBHMipHA TOMOJIOTS, BILTA [oxputts Bucoka 3atpumMka
BUCOKa IMHaMiKa Ba)KKOJOCTYITHUX 30H 4yepes BiJCTaHb
UWVANET [igBOAHA KOOPAMHALLIS, ITinBonHi Benuki Bigcrani Huska mBUAKICTE
[14] MOHITOPUHT arnaparu 0OMiHYy JaHUMHU
HANET [15] Ioennanns IoT cucremu VYHiBepcallbHICTh CknaznHa
BUIIE3a3HAYCHHUX THITIB CTPYKTYypa

Cdepu 3actocyBanHs ad hoc Mepex OXOIUTIOIOTH BIMCHKOBI omeparii (Iy1s1 THMYaCOBUX
KOMYHIKaIlii y TOJIbOBUX YMOBax), pATyBaJbHI Micli (micns CTHUXIHHUX JHX, J€
iHpacTpykTypa 3pyhHOBaHa), loT-cuctemu (po3ymHI MicTa, MOHITOPHUHT JOBKUUISA) Ta
pO3BaXKaJIbHI 3aX01M (TUMYAcOBI Mepexi Ha ¢ecTuBaisax). Y mux creHapisx ad hoc mepexi
3a0€3mevyroTh CTIMKICTh 10 3001B 3aBMIAKH JICIIEHTpaIi3allii, ajje BUMaraloTh ONTHUMI3AIlil JIst
NOJ0JIaHHA IPOOJIeM, TaKUX K iHTepepeHIlisi CUTHATy Ta 00MeXKeHa MPOIyCKHA 3/1aTHICTb.

Mo>kHa BUAUIUTH OCHOBHI 0co0IMBOCTI (DyHKI[IOHYBaHHS ad hoc Mepex, He3aneKHO Bif
IXHBOT'O THUILY:

— 0e31HpPaCTPYKTypHA, TIOCKA apXITEKTYpa, Ska He Mae (HIKCOBAaHUX 0A30BUX CTAHIIIN;
BY3JIM JIFOTh SIK XOCTH, TaK 1 MapUIpyTU3aTOpH, (POpMYIOUN 6araTocTpuOKOBY TOMOJIOTIIO Ha
BUMOTY;
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— caMOKOH(iryparis Ta camoopraHizaris Mepexi, y SIKOT BY3JIH
IPUEAHYIOTBCA/BUXOIATh Y Oyab-KMH 4Yac, a MapIIPYTH BHSBIAIOTBCS PEAKTUBHO abo
HiATPUMYIOTHCS TPOAKTUBHO Ha MepexeBoMy piBHi [11];

— BUCOKa MOOLIBHICT, Ta JMHAMIYHA TOMOJOrIS, W0 3a0e3meuyeTbcs YacTUM
CTBOPEHHSIM/PO3PUBOM  3’€[lHaHb, Qi€ 1€ YCKIQJHIOE MapHIPyTHU3aLil0 Ta SKICTh
00CITyTOBYBaHHS;

—3aCTOCYBaHHS €HEprooOMEKEHHX OIHOPAHTOBUX TPUCTPOIB, sKi 3a3BHYAll €
MOOUIPHUMH 13 JKUBJIEHHAM Bijg Oarapeit (tenmedoHH, HOYTOYKH, JAaTUYUKH), TOMY
MapUIpyTU3allis Ta MXKpIBHEBE MPOEKTYBAHHS € YCKJIAAHEHUM [16].

Kpim Toro, ocHOBHi 00J1aCT1 3aCTOCYBAaHHS JJIs1 TAKMX MEPEK CKIIAXKAIOTh:

BIICHKOBI Ta TAaKTUYHI orepaii A1t 000BOT0 3B 3Ky MIXK COJIJIaTaMU, TPAHCTIOPTHUMHU
3aco0amu, Kopabisimu, BIIJIA Ta KOMaHIHMMM HYHKTaMH, 1€ HEMOXJIMBO PO3TOPHYTH
NOBHOIIIHAY iH(ppacTpykTypy [11,17,18];

pearyBaHHS Ha CTUXIiiHI JHMXa Ta HaA3BUYalHI CUTyalii AJii TUMYacoBl MEpPeX s
MOILIYKY Ta MOPATYHKY y pa3i MOUIKO/HKEHHS 1HPPACTPYKTYpH (3eMIIETPYCH, TTIOBEHI, MOKEXK1)
[12,18];

IHTENEKTyaIbHUN TPAHCIIOPT JUISL 3ar00iraHHs 3ITKHEHHAM, 1HQOpMALii Mpo JOPOXKHIN
pyX, KoonepatuBHOTO BojiHHA [12,19];

MOHITOPUHT HaBKOJIMIIHBOTO CEpEeJOBHUINA, TOTOAM, 3a0pyIHEHHS, CEpeIOBHIIA
ICHyBaHHsI Ta CTaHy IPOMUCIIOBOI iHGpacTpykTypH [15,18,20];

NEPCOHANBHI Ta JIOKAIbHI MEPEXi U CIUIBHOTO JIOCTYN Ha KOH(EPEHIIsIX, a TaKOX
CIIOHTaHHI Mepexi BoMa abo B odici;

po3ymue micto / IoT 13 rereporennunmu ad hoc HakiagaHHA, MO 3’ €AHYIOTh TaTYUKH,
TpaHcnopTHi 3aco0u, Wi-Fi Ta Tenekomynikauiiini mepexi [15,21].

Jns inrocTpanii THIOBOI cTpyKTypHu ad hoc mepexi MOXHa YySIBUTH CXEMY, /i€ BY3JIH
3'enqHaHi quHaMivHUMU 3B's3kamu. Hanpuknan, y MANET By3on A mepenae nani 1o By3na C
yepe3 npoMikHui By3on1 B: A — B — C. lle GararoctpubkoBa (multi-hop) nepenaua, ne
MapIIpyTH3allisi BinOyBaeTbesi 3a mpoTokoiamu Ha Kmrtaar Ad hoc On-Demand Distance
Vector (AODV) a6o Dynamic Source Routing (DSR).

Ocob6amBocTi nodynosu 0e3nposonosux mesh mepex

Takox ¢ynkuionyBanHss WMNs xapakTepu3yeTbes:
— OararocTpuOKOBOIO Tepesiauero, MpU sIKiil AaHi MPOXOASTh yepe3 KUIbKa BY3JIB, IO
MJBUIILYE TOKPUTTS, ajie 301blnye 3aTpuMKy. Oninka 3atpumMkd B WMN BHU3HaYa€eTHCS SIK:

n
D=Zdi+p-n, 1)
i=1

ne d; —3aTpuMKa Ha [-My CTpHOKY, p — mTpad 3a 00poOKy, N — KiJIBKICTh CTPUOKIB;

— CTIHKICTB 3a JIOTIOMOTOI0 MHOKMHHMX HIISXIB, K1 JO3BOJIAIOTH 3MIHY MapIIpyTy MpH
3001, 3a0e3neuyroun HaAIHICTh Ha piBHI 99% y cTaTHUHUX ClIEHapisX;

— MacHITabOBaHICTh 13 MIATPUMKOIO O THUCAY BY3JiB, aje 3 MPOOJIEMOIO IUISIIKOBOTO
ropia y By3Jax-I1IUIi03ax, U0 3 €AHYIOTh mesh 3 iHTepHEeTOM.

Jns Bizyamizanii MoxkHa npenctaButu giarpamy WMN: ysBiTh rpad, ne By3iu (koja)
3’e¢HaHl peOpamu (3B’sI3KaMH), YTBOPIOIOUM CITKY 3 HaJUIMIIKOBUX LUIAXiB. Hampukian, y
npoctiii mesh 3 yotupma By3namu: A <> B < C < D, 3 nogarkoBumu A < C, B < D [20].

WMN  camooprasi3yloTbcsi,  CaMOKOH(ITYpYIOTbCS Ta  CaMOBIJTHOBIIOIOTHCS,
ABTOMAaTHYHO BCTAaHOBJIIOIOYM MapIIPyTH Ta NEPEHANAIITOBYIOYH iX, KOJIU BY3IH
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NPUETHYIOTBCS, BUXOJATH 3 Jaly a00 mepeMinytoTbes. Bonu 3a6e3meuyoTh BeIHKe TOKPUTTS,
HIBUJIKE Ta HEJAOPOTe PO3TOPTaHHS Ta MEPEHOCSTHh BiJMOBH BY3IIB, MiATPUMYIOUYH KiJbKa
IbTEPHATUBHUX NUIAX1B. DyHKIIIOHYBAaHHS 3aJICKUTH BiJl MIXKPIBHEBOI KOHCTPYKLIi: KOHTPOJIb
JOCTYITY JIO CEPEeIOBHUIIA, MAapIIPYTU3allis, TPU3HAYCHHS KaHaJiB, KOHTPOJIb acolliallii, sIKiCTh
obciyroByBanHs ‘Quality of Service’ (QoS) Ta Ge3meka TicHO ToB’s3aHi. Po3mupeni cxemu
BUKOPUCTOBYIOTh KEPYBaHHS 3a JOIMOMOTOI0 IPOrpaMHO-KOH}IrypoBaHoi Mepexi ‘Software-
Defined Networks’ (SDNs), nanpukinan, Soft-Mesh, Mi>kpiBHEBY acoriiamniro Ta OaJaHCyBaHHS
HABaHTAXCHHS IS TIOKPAIEHHsI MPOIYCKHOI 3JaTHOCTI, 3aTPUMKH Ta MaclITabOBaHOCTI.
KoHtpons pmoctymy A0 cepeAoBHWIla, MapUIpyTH3alis, MPU3HAYCHHS KaHAIIB, KOHTPOIIb
acomiamii, QoS Ta 6e3meka TICHO OB’ sI3aHi.

Kirouoi mpo6iemu moOymoBu Ta excruryararii WMN BKIIIOUAIOTh:

— MacuITaboBaHICTh Ta MPOMYCKHA 3aTHICTH (MEPEIIKOIHU, CIIaJ MPOMYCKHOI 3JaTHOCTI
BiJl cTprOKa 10 cTpubka) [1];

— KEpyBaHHS MapUIPyTU3aIli€I0 Ta TOMOJIOTIE0 B TUHAMIYHMX YMOBaX;

— MITPUMKA SKOCTI OOCIyroByBaHHS JJsi Tpadiky B pPEXHMI peaspHOr0 dYacy
(romoc/Bineo);

— Oe3neka Ta Ha/liifHe KepyBaHHS 0araTocTpUOKOBHMHE O€3MTPOBOOBUMHU KaHAIAMU [22].

WMN noOyoBaHi 3 caMOOpraHizoBaHUX mesh MapuIpyTU3aTopiB, KIIEHTIB Ta LUTIO31B
y 6araTocTpuOKOBUX TOMOJOTIAX, YacTO 6araropafio Ta TiOpUAHMX. IX (yHKIiOHYBaHHS
BU3HAYAETHCSI CAaMOKOH(ITYpaIli€r0, CaMOBIIHOBIIFOBAJILHOIO MapIIPYTU3AIIEI0 Ta KOPCTKUM
MDKIIAPOBUM MPOEKTYBAHHSAM JUTsI OalaHCYBaHHSI MOKPUTTS, €EMHOCTI, QoS Ta Oe3mneku.

PoJib npoMiskHMX BY3JIiB Yy 0araTocTpudKOBHX Mepeskax

V¥ GaratocTpuOKOBUX Mepexax, Takux sk ad hoc Ta mesh, mpomMixkHi By3nu ‘intermediate
nodes’ abo ‘relay nodes’ BiIirparoTh KIHOUYOBY POJIb Y 3a0€3MEUCHHI 3B'SI3KY MIXK JXKEPEIOM Ta
NPU3HAUYEHHSM, KOJM IpsiMa I[epelrada HEMOKJIMBa uepe3 oOMexeHuil paxaiyc aii abo
nepemmkoau. [IpoMikHiI By3nM HeoOXiJHI Afs 06araTOCTpMOKOBUX MEpEX, OCKIJIbKM BOHHU
OJTHOYACHO [IIIOTh SIK MapIIPyTU3aTOPH, PETPAHCISITOPU Ta KOHTPOIBHI TOUKH, 11O 3HAYHOIO
MipOI0 BIUIMBAIOTh HA MPOAYKTHBHICTb, €PEKTUBHICTb, O€3MeKy Ta HaliiHICTb. LI By3nu He €
KIHIIEBUMH, aJie BUKOHYIOTh QyHKIIT nepecwianns ‘forwarding’, Oydepusamis ‘buffering’ ta
nocuienHs ‘amplification’ curHany, TOMy BUHHUKAIOTh HACTYIHI poOJIi:

— MapuIpyTH3allis Ta IEPECUIIaHHS, ISl AKUX TPOMDKHI BY3JIM OOUPAIOTh ONTUMATBLHUN
IUISX HAa OCHOBI METPUK, TaKMX SIK OUiKyBaHa KUIbKICTh mepenad ‘Expected Transmission
Count’ (ETX):

1
ETX = ——, )
df ) dr
e dy — UMOBIPHICTb yCHILIHOI JOCTABKHU Bliepes, d, — Hasan [23];

— ONTUMI3allisl pecypciB [Uisl OallaHCyBaHHS HAaBaHTAXXEHHSI, 3MEHUIYIOUU CKYMUYEHICTb
HUIIXOM JUHAMIYHOTO po3mofury Tpadiky. Y KOHTEKCTI W€l cTaTTi, JAMHaMi4He
nepenpodiIroBaHHS nepeadadae 3MiHY poJii By3ia (HampuKIiIaa, 3 3MiHa Ha IIUTF031) HA OCHOBI
METPHUKHU PEaIbHOTO Yacy, TaKuX sIK piBeHb OaTtapei 4u SKiCTh KaHally;

— MIABUILEHHS CTIMKOCTI Ta ONTHUMI3Allisl pecypciB y pasi 30010 JO3BOJISIE€ MPOMIKHUM
By3JlaM IHII[IIOIOTh 3MiHY MapuIpyTy, 3a0e3medyroud BiaMoBoCTilKicTh ‘fault-tolerance’.
Hampuknan, y WMN 3 n By3namu, KITBKICTh aTbTEPHATUBHUX MUISX1B MOXKE OyTH OIlIHEHA SIK

P=(".%) ®

ne k — KUTBKICTh IPOMIKHHUX BY3ITiB y nutaxy [24—26];
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—3a0e3Me4YeHHs] PI3HOMAHITHOCTI Ta OUIBIIOI MPOIMYCKHOI 3JaTHOCTI 3a JOIOMOTOIO
pEeNeHUX BY3JB, 30UIBIIYIOUM TMOPSIOK PI3SHOMAHITHOCTI, IOKPAIIYyIOYH MPOMYCKHY
3/IaTHICThH Ta 3MEHIIYIOUH KoedirieHT 0iToBux mommiok ‘Bit Error Rate’ (BER) mopiBHsHO 3
OJIHOCEKLIIHHUMH 3’ € THAHHSIMU;

— pO3IIKpPEHHs MOKPHUTTA Ta (hopMyBaHHs TomoJjorii y 6araroctpubkoBux Long Range
mepexxax ‘LoRa’ / rmobanpHux LoRa mepexax ‘LoRa Wide Area Network’ (LoRaWAN)
nependavyae BUKOPUCTAHHS MPOMDKHHUX IIIIIO3iB a00 peTpaHcislii MiACIyXOBYBaHHS,
PO3LIMPIOIOYY ITOKPUTTS Ta MOKPALLYIOYH KOE(ILIEHT JOCTAaBKHU M1AKETIB, OJHOYACHO KEPYIOUH
0OMEKEHHSIMH POOOYOT0 IUKITY Ta MEPEIIKOI.

[TpoMikHI By3/IM € KpUTUIYHUMU 1)1 €(PEKTUBHOCTI MEPEXKi, ajie CTBOPIOIOTh BUKIIMKH,
TakKi sIK HaKJI1aqH1 BUTpaTH ‘overhead’ Bix MapmpyTu3aiii Ta eHeprocroxuBants. OnTumizaris
IUISIXOM JUHAMIYHOTO TepenpodiIroBaHHs, 3ampolioHOBaHAa B poOOTI, CIpsSMOBaHa Ha
aJIalITUBHE HANAIITYBaHHs X mapamerpiB s MiHiMi3amii BTpar. Takok MOKHA BHIUIMTH
HACTYITHI PU3UKHU IIPU MPOEKTYBAHHI Ta peaizailii:

— 3JIOBMHUCHI 200 eroiCTM4YHi MPOMIXKHI BY3JIM MOXYTh BTpadaTH a00 HENpPaBUIHHO
MapUIpyTU3yBaTH MaKeTH, 3HMWXKYIOUYM IPONYCKHY 3JaTHICTb Ta 30UIBLIYIOYM 3aTPUMKY;
BUSIBJICHHSI Ta O€3leYHa MapUIpyTH3allis HABKOJIO TaKHX BY3JIIB € OCHOBHOIO Tally33i0
JOCIIIIKEHD;

—3aHajaTo OaraTo peTpaHCiALid a00 TMOraHO CKOOPAMHOBAHI KOOMEPATHBHI MOTOKHU
MOKYTh COPUYHMHUTH «KOHKYPEHIIIIO 32 CIIBIIPALIIO», JOJATKOBI KOJi31i 200 O1IbIILy 3aTPUMKY;
CXeMHU BHOOpY peTpaHCIAIiN, 3aCHOBaHI Ha Teopii irop, Ta ONTHUMI30BaHI CXEMH BHOODPY
peTpaHCIsALii BUPIMIYIOTH 110 TIPOOIEMYy.

Jlns utroctpariii posii MO’KkHa BUKOPUCTATH CTPYKTYPHY CXEMY: JDKEPEIIO S — MPOMIKHUMN
I1 — I2 — npusHadenHs D, 3 mo3HadeHHsAM (QYHKLIH Ha KOXHOMY BY3qi (pilIEHHS Npo
MapupyTtu3auito Ha 1, nepecunanns Ha 12).

[TpomixkHI By3/11 B 6araToCTpUOKOBHX Mepekax — 1€ He MPOCTO MAacHBHI Mepecuiiayi:
BOHM BM3HAualOTh 3B S3HICTh, €HEProe(eKTUBHICTh, HAJIWHICTh, O€3MEKy Ta ONTUMI3alli0
Tpadiky. Ix BubGip, TOBemiHKAa Ta AaNrOPUTMH KEPYBAHHS € LEHTPAIbHUMU BaKeIsAMHU
MPOEKTYBaHHS Oy/1b-KOi 6araTocTpuOKOBOI apXITEKTYpH.

[Tpuknaa cxeMu KepyBaHHS TOIOJIOTIEO:

— BY30J1 NEPIOJUYHO OLIHIOE SIKICTh JIIHKIB JIO CYCI/IB: IHAMKALisf CHUJIM OTPUMAHOIO
curnany ‘Received Signal Strength Indication’ (RSSI), xoedimient momunok naketiB ‘Packet
Error Rate’ (PER), BER, ETX;

— Ha OCHOBI MOPOTOBUX 3HAUYEHb POPMYETHCS MHOKHHA IPIOPUTETHUX CYCIIIB;

— MapuIpyTH3aTop Oyaye MapuIpyTH Julle yepe3 niarpad, yrBOpeHUu NpiopUTETHUMU
JIHKaMH, 3MEHIIYIOUH iHTepQepeHIlito 1 curHanbHuil Tpadik [27].

IIpo6aemu epekTUBHOCTI Ta MACIITA00BAHOCTI MepeK

3aBISKM 4YOMY MPOSIBIISIOTHCS MPOOIEeMHU MPAaKTUYHOI e(heKTUBHOCTI:

1. ITepemkony, TepeBaHTAXEHHS Ta MIMPOKOMOBHI «ITOpMK». bararoctprOkoBa
nepeajpecallis Ta CHUIbHE CEPeJOBUIIE BHMKIMKAIOTh BHUCOKY HMOBIPHICTH KOIMIi3ii,
NepPEeBAHTAXXEHHS, BTPATY MAaKETIB Ta 3aTPUMKY 31 30UIbILIEHHSAM LIUIBHOCTI 200 HABAaHTAKEHHS.
Mepexi Ha OCHOBI 3aTolUIeHHs (Hampukiana, Bluetooth Mesh) ocobmuBo cxumbpHI 110
HIMPOKOMOBHHUX IITOPMIB, IO P13KO 3HUKYE HANIWHICTh y UIUIBHUX PO3rOPTaHHSX.

2. Enepris mpotu mpomyckHoi 31aTtHOCTI. Y loT-Mepexax 3 >KUBJICHHSM Bij Oarapeit
ICHY€ CHIIBHUI KOMIIPOMIC MK IPOITYCKHOIO 3/1aTHICTIO Ta €HEPTi€r0; ONTUMI3aIlisl 000X pa3oM
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€ HerpuBianpHOIO. Mepexxa BLE Brpauae dacTMHY CBO€i mepeBaru  HHU3BKOTO
€HEeprocroXUBAHHS IIPU BUKOPUCTAHHI SIK IIIJIbHA MEPeXka 3 PETPAHCIIALIEL0.

3. CkiaiHICTh PO3TOPTaHHA Ta MapuipyTu3amii. Po3MillleHHs MapIpyTH3aTOpa CHIBHO
BIUIMBAE Ha IOKPUTTS, 3B’A30K, BTPATH Ha XY Ta NEPEBAHTAKEHHS; OLIYK TApPHUX MAKETIB
€ HeJIeTepMIHOBAaHUMU TMOJIiIHOMIaTbHUMU 3a yacoM ‘Non-deterministic Polynomial-time’ (NP)
CKJIaJHUM 3aBJIaHHSM 1 YacTO BHPILIYEThCS 3a JIOIOMOIOI0 METAeBPUCTUK. barato MeTpuk
mapmipytusanii — ETX, ouikyBanuii wac mepenaudi ‘Expected Transmission Time’ (ETT),
3BaXKCHUIN KyMYJISITUBHHMIA odikyBaHuH yac nepenadi ‘Weighted Cumulative ETT” (WCETT),
€Hepro3ajexHi, HeUiTKi JIOTIKH — MOKPAIIYIOTh IPOIYCKHY 37JaTHICTh 200 TEPMiH CITy:K0H, aje
JIOJTIAI0Th OOYMCIIIOBAJIbHI Ta KOHTPOJBHI HAaKJIaAHI BUTPATH, IO caMme IO C001 MOXe
00MeXyBaTH MacIITa0OBaHICTb.

4. OOMeXeHHs, 10 3aJIe)KaTh BiJl TEXHOJOTIH Ta creHapiiB. LoRa mesh: oOmexenuit
npaBWiIaMu pobodoro nukiy (Hanpukian, 1% B €C), mo cyBopo ooMexye Tpadik Ha By30II i,
TaKUM YHMHOM, OOMEXye MacHITabOBaHE MOKPUTTSA Ta IIBUJKICTh Iepenadi JaHUX B3JIOBX
JIOBTUX JiHIHHKUX iHQpacTpykTyp. Bluetooth Mesh Takox myxe 4yTnuBHUil 10 HANAIITYBaHHS
rapameTpiB Ta JIo 30BHimHIX neperkoa WLAN.

AJe MO)XKHa BHIUIMTH HOB1 apXiTEKTypHi pillICHHS, sIKi JO3BOJISIFOTH YAaCTKOBO OOINTH
naHl OOMEXEHHA:

— BUKOpPHUCTaHHs OaraTopiBHEBOi iepapxiunHoi citku 3 Multiple Input Multiple Output
(MIMO) / hopmMyBaHHSAM IPOMEHIO Ta OPTOTOHAIBHUM CHEKTPOM TEOPETHUYHO MOKE JOCITTH
nponyckHoi 3aatHocTi O(1) Ha By30J, aje BUMAarae BeJIMKOI MPOMYCKHOI 37aTHOCTI Ta
6araTboX aHTEH/peie, U0 € CKJIaJHUM 3aBAaHHAM Ha IPaKTHULL;

—3aCTOCYBaHHS MDKpIBHEBOI ONTHMI3allli Ta IUIOIIMHU KepyBaHHS Ha ocHOBI SDN
JOCIIJKYIOTBCSL JUIS Kpalmloi KOOpAMHAII yNpaBliHHS JOCTYNOM JI0 nocepeqHukiB ‘Media
Access Control” (MAC), MmapmpyTtu3sariii Ta €Heprii, a TakoX IJis JIOTIYHOTO PO3IAUICHHS
KepYBaHH Ta JIaHUX JJIs IOKpAIlleHHs] KEpOBAHOCTI Ta MacIITaOOBaHOCTI.

B mepexax Wi-Fi, Bluetooth 3 Hu3zpkum eneprocnokuanssim ‘Bluetooth Low Energy’
(BLE) ta LoRa ocHoBHMMHM nipoOiemMaMu e(peKTUBHOCTI Ta MacIITabOBaHOCTI € MEPELIKO/IH,
HaKJIa/IH1 BUTPATH Ha IIUPOKOMOBIIEHHS, CIIUIbHE BUKOPUCTAHHSI KaHAIIB Ta KOMIIPOMICH M1k
€Hepri€lo Ta MPOIYCKHOIO 3/IaTHICTIO, SIK1 MOTIPIIYIOTHCS 3 PO3MIPOM Ta IIIIBHICTIO MEPEXKI.
JlocnikeHHsT 30CEpeKyIOThCSl Ha METOJax apXiTeKTypHoi (6aratopiBHeBoi, SDN),
pPO3MIIIEHHA Ta MIXpIBHEBOi ONTHMIi3allil, aje MOBHICTIO MacIITa0OBaHi, HU3bKOCKIIAIHI
MPOEKTH MEPEXK JUIS BETUKUX PEATbHUX PO3TOPTAHb 3aJHMINAIOTHCS BiIKPHTOIO MPOOIEMOIO.

O0OMe:KkeHHsI IPOIYCKHOI 31aTHOCTi Ta 3aTPUMKH

[TponyckHa 3natHicTh ‘throughput’ Ta 3aTpumka ‘latency’ € KpUTHYHMMHM METPUKAMHU
e(eKTUBHOCTI 0€3MPOBOJJOBUX MEPEX, OCOOTMBO B 0araToCcTpuOKOBUX KOHGITYpallisiX, e JaHi
POXOJATh Yepe3 KuIbKa By3miB. Taki Mepexki 3a CBO€I0 CYTTIO OOMEXEHI MPOIYyCKHOIO
3/IaTHICTIO Ta YYTJIMBI JI0 3aTPUMKH, OCKIIBKH KOXKEH CTPUOOK K peTpaHCIIOe Tpadik iHIINX,
TaK 1 KOHKYpYE 3a O7He i Te came cepenoBuiiie. OOMe)eHHs MPOyCKHOT 3/1aTHOCTI BAHUKAIOTh
yepe3 iHTep(depeHIlito curHamB, 0OMEXEHHI CHEKTP YacTOT Ta KOHKYPEHINIo 3a KaHal. 3a
teopemoto [llenHOHa, MakcUMasbHA MIPOMYCKHA 3aTHICTh KaHaly C OOUUCIIIOETHCS SK:

C = Blog,(1+5/y), )
ne B — mmpuna cmyru yactot, ['; S — notyxHicTh curHainy, 1bMBT; N — HOTyXHICTb 1IyMmy,
nbMBT. ¥V ad hoc Mepexax, depes BIACYTHICTh HEHTPAIBHOTO KEpyBaHHS, 1HTEpQEpeHIIis
3HIKYE CIIBBIIHOIIEHHS curHan/mym ‘Signal-to-Noise Ratio” (SNR), mo mpusBoauth 110
3meHmIeHHs C Ha 20-50% nopiBHAHO 3 iHPPACTPYKTYPHUMH MEPEKAMH.
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KoxHwmii peTpaHcIsaTop MOBUHHEH MEpecuiIaT 0arato MoTOKiB; 31 3pOCTAHHAM KiJTbKOCT1
MIOTOKIB Ha pelie IOCTYITHA MPOIYCKHA 3aTHICTh Ha BY30J1 3MEHIIYEThCS, @ YEPTH 3POCTAIOTH,
3011BIIYIOYH 3aTPUMKY. 3aTpuMka B WMN Hakonmu4yeTbes Ha KOXKHOMY CTPUOKY: IS IUIAXY
3 n cTpuOKiB, 3arajbHa 3aTpuMKa D Moxe OyTH OIliHEHA SIK:

n
D= Z(dtx,i + dprop,i + dproc,i + dqueue,i)r (5)
i=1
e dyy,; — vac nepenadi, dyyop ; — 4aC MOWMUPEHHS, Ay ; — 4C OOPOOKH, dyy oy, — 9AC YCPTH.
Y MoOUTbHHX crieHapisx 3aTpuMka mMoxke csaratd 100-500 Mc, 1m0 HEMPUHHATHO IS
pearpHOrO 4Yacy JOJAaTKiB, TaKUX K TOJIOC Yepe3 MiIKMEpPEeKeBUH MpoTokod ‘Voice over
Internet Protocol’ (VoIP) uu VANETSs. Bysnu, po3ramoBani gani (6inbiie cTpuOKiB) Bif
IITI03Y, MAlOTh HIDKYY NPOITYCKHY 3/IaTHICTh Ta BUINY 3aTPUMKY; aHATITUYHI MOJETI 4epr
JEMOHCTPYIOTh CUIIBHY JIETPAJalliio, 3aJIe)KHY BiJl pO3TallyBaHHS, 31 30UIbIIEHHSAM BiJICTaH1
ctpubka. Y mepexax Ha ocHoBi DECT-2020 NR gns KpuTUUHOI iHPpacTpyKTypu 3aTpUMKa
KOpMCTyBaLbKOT NAowWMHM 3pocTae 3 ~10-25 mc npoTtarom 5 ctpubkis go ~16—-39 mc npotarom
BOCBMH CTPHOKIB, IPUYOMY KOKHA TIOBTOPHA Iepe/iaya MHOXKHTh 3aTpuMKy Ha 1,2—2,0 [28].
[TpoGaem macmTaboBaHOCTI MPUBEICHI B Ta0I. 2.

Tabauys 2
IIpo6aema macmradboBanocti ad hoc i mesh mepex
IMapamertp Ad hoc mepe:xi Mesh mepe:xi Hacainku o0MexeHb
ITpomyckHa 1-10 M6/c na 10-100 Mb/c (3 3HMKEHHS TIpH 301IbIICHH] BY3JIiB
3/IaTHICTh BY301 MHOXHHHUMH yepe3 iHTepdepeHiito
intepdeiicamu)
3arpumMka 50-200 20-100 mc/cTpudox Hakonmuenns B 6ararocTprOKOBUX
MC/CTpHOOK LUIAXaX, 0 1 ¢ B BEMKHUX Mepexax
Macitab o 100 By3niB o 1000 By3miB By3bki MicCIIsl y By3/ax-IILJIH03aX,
BTpata naketis 10 30%

I1i oOMexeHHs BUMararoTh ONTHUMI3allli, HAPUKIIAA, Yyepe3 AMHAMIYHE Mepepo3nOiil
KaHaJiB a00 mepenpoduUTtoBaHHS BY3JIiB JJIsl 3MEHILIEHHS CTPUOKIB.

CoinbHi  3BopoTHi JiHIT 802.11/WMN cTukaoTbcss 3 OOMEXKEHUM CHEKTPOM,
NEePEelIKOAaMHU Ta KOHKYPEHIIIE€I0; Al OOMIHY MPOIYCKHOIO 3/JaTHICTIO Ha HAJIIHHICTh Ta
3aTpUMKY HeoOXi/1Hi 6araroapecHa po3cuika Ta arperauis Tpagiky [29], Tomy opkecTparopu
MOBUHHI IJIAHYBATHCSA 3 YPaXyBaHHSIM OOMEKEHb Ha KaHaJl, 100 YHUKHYTH BY3bKUX MICLIb.

[lepeBanTa)KeHHST TIiJ] Yac BHUSBJICHHS MapIIPYTiB, TEPEBAHTAXCHHS Ta Yepru
IPU3BOJATH IO 3HAYHOT 3aTPUMKH; CIIINIO BUKOPUCTAHHS OJTHOTO «HAHKPAIIOroy MUIIXY MOXKe
NPU3BECTH JI0 HU3BKOI TIPOITYCKHOI 3JaTHOCTI Ta BEIMUKUX 3aTpuMOK. [IpoOmemu 3
PUXOBaHUMHU/BIIKpUTUMH By31aMu Ta MAC-apecu Ha OCHOBI KOHKYPEHIIi MapHYIOTb CIIOTH
Ta JA0JAI0Th 3aTPUMKHU; MIXKPIBHEBI IUIAHYBAJIbHUKH, SIKI TIOBTOPHO BHUKOPUCTOBYIOTH CJIOTH,
IHTENEKTyalbHO 3MEHIIYIOTh 3aTPUMKY JOCTaBKM JaHUX MOPiBHAHO 31 cxemamu CSMA.
Haniiitna OaratoampecHa mepemada JaHUX >KEPTBYE 3aTPUMKOIO 3apaid HAIIHHOCTI, IO
IPU3BOJMTH J0 BHUILIX MOKa3HUKIB BTPAT, a OUIBILI ITPYIHU 30UIBIIYIOTh 3aTPUMKY JOCTABKH.

Takox cmin 3a3HaunTH, 10 Bluetooth Mesh mae TpynHoIl 3 AOCATHEHHSM CYBOPHX
ibOBUX MOKa3HUKIB 1 Mc; [IoTik MOXe MiATpUMYBAaTH 3aTPUMKY OJHOTO cTpubka <10 mc
(99,9-i1 poreHTHIIB) TSI KOPUCHHUX HaBaHTakeHb <20 OaiT, Toxi sk Bluetooth Mesh 3a3nae

735



IKIBEPBE3ITEKA: OCBITa, HayKa, TexHika Ne 2 (30), 2025

CYBERSECURITY: Creniansauii Bumyck  ISSN 2663 — 4023
EDUCATION, SCIENCE, TECHNIQUE . .
Special issue

3HAYHOTO 30UIBIICHHS 3aTPUMKH JJI1 KOPUCHHUX HaBaHTa)keHb >11 OaliT uepes pparmenrarito
Ta MepPeBaHTAKCHHSI.

BararopiBHeBi iepapxii Ta OararokaHaJIbHUA PO3MOLT MOXKYTh MOKPAIIUTH MPOIMYCKHY
3MATHICTh Ta 3MCHIIMTH KOHKYPEHIIiIO, ajlé BUMAararTh 3HAYHOI JOJATKOBOI IMPOITYCKHOT
3/IaTHOCTi, aHTEH Ta peTeNbHOrO MianyBanHs kaHamiB [10,30]. ChoinpHa MapmpyTusamis Ta
IUTaHYBaHHS, 10 BPaxoBYIOTh QOS (IpomnyckHa 37aTHICTh 1 3aTPUMKa), MOKYTh MOKPAIUTH
KOC(IIIEHTH NPUHHATTA Ta CHPABEAIUBICTh 3aTPUMKH, aje HE MOXYTh YCYHYTH
dbyHIaMEHTaIbHI OOMEXEHHS KITBKOCTI CTPUOKIB Ta CHIBHOTO CEPeIOBHUIIIA.

[TporryckHa 3AaTHICTH Yy CITYACTUX MEPEKax MPUHIIUIIOBO OOMEXKEHA CHUTBHHUMH
0e3MpOBOJIOBUMHU KaHAIaMH, NEpPEIIKOAaMHA Ta HABAHTAXKEHHSIM Ha PETPAHCIIALIL, 10
NPU3BOJMTH A0 3HIKEHHS MPOITYCKHOI 34aTHOCTI KOKHOTO BY3JIa B Mipy 3pPOCTaHHSI MEPEX.
3arpumKa 30UTBIIYETHCS 31 30UTBIICHHSIM KIJIBKOCTI CTPUOKIB, IEPEBAHTAXKEHHS, TOBTOPHUX
nepeaady Ta HakKJIaJHUX BUTpAT Ha KepyBaHHs. CKiajHa MapumipyTH3allis, TUIaHyBaHHS Ta
OaraTopiBHEBa apXiTEKTypa MOKYTb TIOM’SIKIIIUTH, AJIe HE YCYHYTH 1[I 0OOMEXKEHHS IPOITyCKHOT
3IaTHOCTI Ta 3aTPUMKH, 3yMOBJICHI MacIITa0yBaHHIM, CTPUOKAMH Ta KOHKYPEHIII€0.

HecrabinbHicTh TOMOIOTIT TA MOOUIBHICTH BY3J1iB

HecrabinbHicTh TOMONOTII € OCHOBHOIO TIpoOsieMoro B ad hoc Ta mesh mepexax yepes
MOOITBHICTh BY3JIiB, SIKa MPU3BOJAMUTH 0 YacToi 3MiHU 3B’s3KiB ‘link breakage’ Ta nepeGynoBu
mapiipytiB. WMN Ta MoOimpHI 6ararocTprOKOBI Mepexki CTpaKAAaloTh BiJl 4acTUX 3MiH
TOMOJIOT1T Yepe3 MOOITBHICTh BY3J11B, MIHJIUBICTH O€3IIPOBOJIOBOIO 3’ €THAHHS Ta i KEpyBaHHS
(HampuKiaa, OHOBJIEHHS >KUBJIEHHS a0o Mapmpyrtusamii). Ll auHaMika Npu3BOAUTH [0
oOpUBIB 3’€lHaHb Ta MAapUIPYTiB, MEpPEBaHTAXEHb Ta KAacKaJHUX 300iB, M0 pPOOUTH
CTaOUTBHICTh OCHOBHOIO TIpoOsemoro mpoektyBanHs. Y MANETs ta FANETs mo0inbHICT
moxe csratu 10-100 km/rox, 1m0 BHUKJIMKae KOJMBaHHA MapupyTiB ‘route flapping’, 3
4acTOTOO 10 1-5 pa3iB Ha XBUIIUHY.

Mogens MoOLIBHOCTI, Taka sk Random Waypoint, onmucye pyx BY3JiB: By30J oOupae
BUIIAJIKOBY TOYKY MNPHM3HAYEHHS Ta PYXa€TbCs 31 MIBUAKICTIO VU, MICIAS 40ro maysa t.
VIMOBipHICTb PO3PHUBY 3B’SI3KY MiX JIBOMA By3JIaMH Ha Bi/icTaHi d OLIHIOETHCS SK:

vt
Pbreak =1- eF, (6)
ne R — pamiyc aii, t — 4dac. lle mpuzBoauTh 10 30uUTbIIeHHS overhead BiAg TPOTOKOMIB
mapupytu3zauii (Hanpukiag, AODV renepye 10 20% KOHTpOIBHOTO Tpadiky).

Jns Bizyamizanii HECTaOUIBHOCTI MOKHA YSIBUTH CTPYKTYpPHY CXEMYy: IOYaTKOBa
TonoJjoris 3 By3namu A — B — C — D (3’ennani nocnioBHO), micis MoouibHOCTI — A — C
— D, 3 BTpatoro B, mo Bumarae 3miny mapuipyty. Y WMN MHOXUHHI HIISXH 3MEHIIYIOTh
BILUTWB, ajie B BEMIMKUX Mepexax (moHaa 500 By3miB) ctabuipHICTS Tagae Ha 40%, BUKITUKAIOUH
(parMeHTaIio Mepexi.

Pyx ckopouye TepMmiH cily:k0u 3’€HaHb Ta MApHIPYTiB, 3MYLIYIOUYM iX YacTl PEMOHTH
MmapuipyTiB Ta noripmyroun QoS y MANET Ta mMoOuUIbHHX 6araTOCTpMOKOBHUX Mepekax.
KonuBanHs SKOCTI 3’ € JHAHHS, IPUXOBaHI BY3JIM Ta HEHYJIbOB1 3aTPUMKH Nepeiadl PU3BOASTh
70 «e(eKTIB KpagiKKI», HAKOMUYEHHS 4Yeprd Ta HecTaOlIbHOI MPOIYCKHOI 3/1aTHOCTI B
MepekeBUX 3BOpPOTHUX 3’enHaHHAX 802.11. ArpecuBHe KepyBaHHS TOIOJIOTIEID Yepe3 YacTi
3MIHM TOTYXXHOCTI Nepeadi MPU3BOAUThH 10 MOCTIMHMUX 3MiH HaOOpy CYCiAiB Ta KOJHBaHb
Mapupyty. ToMy MOXKHA BUAUIATH MOJIEN MOOUIBHOCTI Ta CTaOLIbHOCTI MapLIPyTy/KaHAIY:

— MOJeNl 3aMKHYTOI ()OPMH OLIHIOIOTH Yac JKUTTA KaHaly Ta MapuIpyTy 32 yYMOBH
MOOUTBPHOCTI BUIIQJKOBUX TOYOK IUISIXY, BPAaXOBYIOUM IIBUAKICTH BY31a, HIUIBHICTB, PO3MIP
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o0nacTi, KUIBKICTh CTPUOKIB Ta pajiojiama3oH, IO JO3BOJSE PO3POOIATH MPOTOKOIH 3
ypaxyBaHHsM QoS;

—Mojem — MoOUTbHOCTI  (BumaakoBe — OmykanHsi, [aycca-MapkoBa  TOMIO)
BUKOPUCTOBYIOTBCS JUISI €MYJISIl PEaliCTHYHOrO PyXy BY3JIIiB y MPOrPaMHO-BU3HAYECHUX
WMN Ta o1iHKH cXeM nepeaadi/OanancyBaHHs HAaBaHTAKCHHS;

— 1HIIl MOJENI BUBOJATH KOe(iIlieHTH CTabIBbHOCTI KaHaay 3 MOTYKHOCTI NMpUHOMY,
BIJICTaHI MK BY3JaMd Ta OITOBHX MOMMJIOK JIi BUOOPY MapuIpYTiB 3 OUIBIIUM TEPMiHOM
cimyxom [31].

HecrabinbHicTs Tomonorii B WMN Ta MOOUTEHUX 0araTocTpuOKOBUX MEPEKax BUHUKAE
yepe3 MOOUTBHICTh BY3JIIB, MIHJIUBICTh O€3ITPOBOIOBOTO 3’ €IHAHHS Ta arpECUBHI i1 KEpYBaHHS
(muB. Tabm. 3).

Tabnuys 3

Tunosi MexaHizMu cTabiILHOCTI 171 TOMOJIOTiii MOOLILHUX mesh Mepex

Tigxin OcHoBHA igest BniiuB Ha cTa0iibHIiCTH

CrabinpHa Bubip ronoBHUX By3JIiB/peTPaHCIISATOPIB MeH111e TOBTOPHUX IPUETHAHB,

KJIacTepu3aris KJIacTepiB 3 BUKOPUCTAHHIM CTa0lIbHOCTI JIOBILIE JKUBYYI KJIacTepu
3’€THaHHSI, IPOTHO3YBaHHS PyXY
MapmpyTtu3zatis 3 BuxopuctanHS MOOUTEHOCTI BY3IIiB 1 YaCTOTH MeHa 3aTpuMKa, BTpaTH,

ypaxyBaHHAM 3ycTpiueid i BUOOPY HETOPOTHX, MEHII HepPEeBaHTaXKCHHS
MOOLITBHOCTI Ta MIEPEeBAHTAKCHUX MIUIIXIB

3ycTpiuen

KepyBaHH: MOTOKOM Apnanranis BikoH koHKypeHuii 802.11 na 3rnampKyBaHHS depr,
OCHOBI Oy(epiB HU3XITHOTO MTOTOKY MOKpAIIeHHS

3aTPUMKH/TIPONYCKHOI 3TaTHOCTI
B OararoctpubkoBux WMN

KepyBanHs KOHTEKCTHE KOPHUT'YBAaHHS ITOTYXHOCTI IS 3MeHIICHHS KOJMBaHb MapLIPYTy
TOTIOJIOTIETO 3 YHHUKHEHHS OCTIIHOTO BIATOKY CYyCifliB MOPIBHSHO 3 HAIBHUM
ypaxyBaHHIM KEPYBaHHSIM TOIOJIOTIEO
cTabiIBHOCTI ‘Topology Control’ (TC)

AHaJITUYHI MOJEN, MOKa3HWKH 3 YpaxyBaHHSIM MOOUIBHOCTI Ta OpIEHTOBaHAa Ha
CTaOUIbHICTh KJAacTepu3allis, MaplIPYTH3allis Ta KepyBaHHS IOTOKOM MOXYTh 3HAYHO
MOJIOBXHUTH TEPMIH CIIy>KOU 3’€THaHb/MapLIPYTiB, 3SMEHIIUTHU IEPEBAHTAXKEHHS Ta MOKPALUTH
IPOMYCKHY 3AaTHICTb 1 3aTpUMKY. [IpoekTyBaHHs MaiiOyTHIX mesh cuctem BUMarae crijgbHOTO
BpaxyBaHHS Mojelied MOOUTHHOCTI, TWHAMIKHU 3’ €JHaHb Ta TOBEAIHKU IJIOMIUHA KEPYBaHHSI,
11100 ToToJIOTis OyJia sIK aIaNTUBHOIO, TaK 1 CTaOLIBHOIO.

Enepreruuni ooMe:xxeHHsI Ta 0aJaHC HABAHTAMKEHHS

Eneprernuni oOMexeHHs € KpUTUYHUMH 11 6atapeitHux By3iiB y WSNs Ta MANETS,
JIe SHEPTisi BATPAYAETHCA Ha TIepeaady, mpuiioM ta o0poOKy. Moienb eHeprocnoXKuBaHHs IS
nepe/avi makeTy Ha BiJicTaHb d:

Etx =k- (Eelec + gamp ) dz)' (7)

Zelechacnepregeammanasy AoagdalinpaagéTioyim)yemnp Yeper @yRIEHE AHQCKHRIBLPE] K BM
Jhot sjogisrl] BRbARINTIPRICTOPIES Y, (ierapeapafEa RN XME{ECHEPE RPDYBREH DY)/t BR BPRAIALOITS
(a@0%4 pHdpmHiTKAN e EANAGM A [ H3BD A 3 1 B I PE A HIP T 0 aReaiR R oHE Apdbery drain’.
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Tabnuys 4
IopiBHSIHHS eHEePreTHYHUX MPodJIeM
AcnekTt Oo0MesxeHHS Hacainku Mo:xnuBi pilmeHHs
Enepro- 10-100 MBt Ha BucHaxxeHHS EneproedexTnBHa MapIIpyTH3aIIis,
CIIOXKMBAHHS nepenavy By3uiB 3a 1-10 HapUKJIa]], HH3bKOCHEePTreTHYHA aJallTHBHA
TOJIMH Kactepusanis iepapxii ‘Low-Energy
Adaptive Clustering Hierarchy’ (LEACH)
bananc HepiHoMipHHI lapsui Toukw, Junamiune nepenpodiaroBanHs 11
HaBaHTaXCHHS Tpadik 3001 By3J1iB po3moiny ponei
Macmtabd 31 301IBIICHASIM 3HIKCHHS 9acy Knacrepusanis Ta pe:xxumu CHY
BY3JIiB €HEprisd JKUTTS MEpeXi Ha
MacImTabyeThes SIK 50%
0(n?)

VY uifi crarri AuHaMiyHe mepenpo@iTOBaHHA MPOMDKHUX BY3IIB INPOMOHYETHCSA SK
MeXaHi3M 1151 OaJaHCyBaHHS €Heprii, HaIpPUKJIa/l, IUITXOM TUMYACOBOTO IEPEBEICHHS BY3JIiB
y MACUBHUIA PEKUM 200 3MIHHM 1X pOJIeid Ui ONTUMi3allil HaBaHTaKEHHS.

EneprooOmerxeni By3iu Mepexi Ta HepiBHOMIpHHHN Tpadik MOXKYTh IIBUIKO CTBOPIOBATH
By3bKi MICII Ta CKOpOUYyBaTH TepMiH ciyxOu Mepexi. JlocHiKeHHs MOEIHYIOTh
€HepreTUYHO-OPIEHTOBAaHY  ONTUMI3allil0 3  MapumpyTh3amiero 3  OalaHCyBaHHAM
HABaHTa)XCHHSA, BUOOPOM MUIIO3y Ta PO3MIMIEHHSAM (QYHKIIN A MIATPUMKH MPOITYCKHOL
3/1aTHOCTI Ta SIKOCT1 0OCIIyrOByBaHHS 32 OOMEXEHUX OIOJIKETIB €HEProCIIOKUBAHHS.

Kinbka poOiT SBHO MOJIENIOIOTH KOMIIPOMIC Mi’K €HEPTi€l0 Ta MPOIMYCKHOIO 3/1aTHICTIO 32
JIONIOMOT'OF0 3MIIIAHOTO IIJIOYMCETBHOTO JIiHIHHOTrO mporpamyBanHs ‘Mixed-Integer Linear
Programming’ (MILP) Tta renepamii ctoBmmiB a0 JUHAMIYHOIO MpOrpamyBaHHs, 4YacTo
MOKa3ylo4H, 10 Maibke MaKCUMallbHAa MPOIYCKHA 3/IaTHICTh JOCSHKHA JIMIIE 3 HEBEIUKUMHU
JIOJJaTKOBUMU BUTpaTaMu eHeprii (Tabu. 5). A MiHiMalbHa-MaKCUMaJIbHa €Hepris abo 3BakeHa

€MHICTb BUKOPUCTOBYETHCS, 11100 YHUKHYTH HaJIMIPHOTO BUKOPUCTAHHS MEBHUX BY3IIB [32—
35].

Tabnuys 5
Mopeani onTumisanii, 110 MOB’A3YIOTH €HEPril0 Ta NPONMycKHy 3aaTHicTh Y WMN
Dokyc MexaHizm Onuc
Kpusa eneprii- MHOXUHHUAN TOCTYTI 3 YaCOBUM Iloenqnanus ogHO-
MPOITYCKHOT 34aTHOCTI pozainennsm ‘Time Division Multiple /6araTocTpUOKOBOTO PEXHUMY IS
[35] Access’ (TDMA), kepyBaHHs 3HW)KEHHS €Hepril
MIOTYXHICTIO
Arperarist M>KMalInHHOT MILP i 1ina Ta po3ramyXeHHs YacTo MakcuMaabHa IPOITyCKHA
B3aeMonii ‘Machine-to- 3/IaTHICTh Ta MiHIMaJIbHA €HEPTis
Machine’ (M2M) [33] OIHOYACHO
802.11 mesh [34] LlinouncensHe NporpamMmyBaHHs ['apaHTye 3aTPUMKY/TIPOIYCKHY
3natHicTh QoS

MeTtpuku MapiipyTr3anii MNoeAHYIOTh CTaH NepeBaHTaKEeHHS, IPOAYKTUBHICTh 00pOOKH
Ta 3aJUILKOBY/310paHy €Heprito JUisl po3mojaily Tpadiky Ta MOJOBXKEHHS TEPMiHY CIYKOH.
[lenTpamizoBaHi KOHTpoJIepH Ta KOHTposiepu B CTuiai SDN 00UYHCTIOIOTH MapumipyTH 3a
JIOTIOMOTOI0 TUHAMIYHOTO TPOrpaMyBaHHS a00 3BaXEHUX HAWKOPOTIIMX IIISAXiB, IO
BKJTFOYAIOTh JIOBKUHY YEPrH, CTaH KaHaly Ta 30ip eHeprii. PosmosineHi cxemu OalaHCyIOTh
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JIOMEHH IIUTI031B a00 MUIAXH BIAMPAaBKH JaHUX Oy/b-KOMY (IIOTEHIIIHE 1MoJie), 1100 YHUKHYTH
rapsiyux TOYOK, 3aJMIIAI0YMCh OJIM3PKUMH 10 ONTUMalbHHUX (opMyioBaHb. besmneuna
MapIIpyTU3allis Ha OCHOBI pemyTallii TaKOK IHTErpy€e HaBaHTAXKEHHSI Ha BY3JIH, 00 YHUKHYTH
HePEBAHTAKCHHS «XOPOIIHX) BY3JIIB.

EneproszanexHi po3milleHHs IUTIO3iB, pO3TOPTAaHHS MapIIPYTH3aTOPIB Ta PO3MILICHHS
byHKIIH BipTyasibHOI Mepexi (opmymoroTbest sk NP-ckimagHi 3amadi  onTuMizarii, 3
KaniOHuMu ab0 EBPUCTUYHHMMHU PIIICHHSMH, IO JOCSTAlOTh MaiKe ONTUMAIBHOTO
r700aTbHOTO CIIOXKMBAHHS €HEprii Ta NPUHHATHOTO OalaHCy HaBaHTaXEHHS. Bysmm 3
BiJTHOBJIIOBAHOIO 200 MEPIOIUYHOIO0 €HEPri€l0 BBOJATh OOMEXEHHS Ha 310paHy MOTYXKHICTB,
HMOBIpHICTh BIJKIIOUEHHS Ta JOBFOCTPOKOBY CIIPaBEUIMBICTh, IO OOpOOJS€ThCS 3a
JIOTIOMOTOFO CITIJTHHOTO KEPYBAHHS MaPIIPyTU3AII€I0-IIBUIKICTIO-ITOTYXHICTIO 200 €BPUCTUKU
NpU3HAYCHHS KaHAJIiB/MapUIpyTH3alii 3 SBHUMU MEKaMH BiJKITIOUCHHS JKUBJICHHS.

JlocmiKeHHST MEPeXKEeBIX MEPEXkK MOCIITOBHO MOKA3yI0Th, 10 peTeibHe OaJaHCyBaHHS
Tpadiky Mo KUIbKOX NIISAXaxX Ta IIII03aX 3 YpaxyBaHHSIM 3aJIUIIKOBOI/310paHoi eHeprii Moxe
OiATPUMYBAaTH BHCOKY NPOIMYCKHY 3HAaTHICTh Ta SKICTh OOCIYyroByBaHHS 31 3HAYHUM
3MEHIICHHSM Ta KpaIluM PO3MOIIIOM eHeprii.

Oraspg icHyro4uX MeToAiB onTUMi3anii Oe3mpoBonoBuX mesh Mepex

Icnyroui meroau ontumizanii WMN cnpsiMoBaH1 Ha IiABUINEHHS MPOMYCKHOI 3AaTHOCTI,
3MEHIICHHSI 3aTPUMOK, 3a0€3MeUYeHHsI CTIMKOCTI Ta e()eKTUBHE BHKOPHCTAaHHS PECYpCIiB Y
JeleHTpami30BaHux cepenoBumiax. Ontumizamiss WMN oxormmoe (i3uyHe po3ropTaHHS,
BUKOPHUCTAHHS KaHAJI1B, MapUIPYTH3aL[i}0 Ta HOB1 METO/IM KEpyBaHHsI HA OCHOB1 HaBYaHHS.

VY nitepaTypi MOETHYIOTHCSA KJIacHYHAa MaTeMaTHYHA ONTHMi3allis, METaeBPUCTUKA Ta
MalIMHHE/TIMOOKE HaBuaHHSA. BOHM OXOIUIIOIOTH acCHEeKTH MapHIpyTH3alii, ajganTaiii
TOTOJIOTIi, 6araToKaHAJILHOCTI, OaraTopajiiHOCTI Ta YHOPaBIiHHS POJSMH BY3JiB. BulbLIiCTh
MiIX0A1B 0a3yr0ThCsl HA MaTEMaTUYHUX MOJIENX, Takux sk MILP, eBpucTnyHuX anropurmax
Ta CHUIBHIM onTuMizamii KulbKoX mapamerpiB. OJHak, LI METOAM YacTO HE BPaxOBYIOTh
JUHAMIYHI 3MIHH B POJISIX IPOMDKHHUX BY3JiB, 110 € okycom wi€i craTTi. Hikue HaBeaeHo
OTJISI/T KJIFOUOBUX HampsIMKiB onTumizaiii B WMN:

1. Po3mimieHHss mapuipyTu3aTopa/Bys3na (MOKPUTTS, MIAKIIOYEHHS, MEepPeBaHTAKEHHS,
e”eprisg). IIpobimema po3MilIeHHS CITYACTOrO MapLIpyTH3aTOpa HEOOXiJHI HaBiramiiHi
xapakrepuctuku ‘Required Navigation Performance’ (RNP) WMN e NP-cknagnoro, Tomy i
Maibke  3aBXAM  BHUPIINIYIOTH 32  JIOIOMOIOI0  almpOKCHUMAliMHUX  aJropuTMiB
(EBpHCTHKA/METaCBPUCTHKA), @ HE TOYHUX, JUIA SKUX PENpPe3eHTATHBHI METaeBPUCTHUYHI
MiXOAW BKIIOYAIOTh: METOA poro dacTok ‘Particle Swarm Optimization’ (PSO), renernuni
anroputMu ‘Genetic Algorithm’ (GA), iMiTarisi BiAmany, ONTHMI3aIlis CBITISYKIB, KaKaHIB,
KUTIB TOLIO, JJIsl CHUIbHOT MaKCHMIi3allii MOKPUTTS KITI€HTIB Ta MiIKII0YEHHS MapIIpyTU3aTOPiB
32 yMOB 00MeXeHb AKOCT1 00CIyroByBaHHs a00 BapTOCTI, alTOPUTM olTuMizalii xaocy ‘Chaos
Optimization Algorithm’ (COA) ans onTumizamii MiAKITIOUEHHS Mepexi Ta MOKPHUTTA
KopucTyBauiB, nepesepiryroun GA, PSO, anroputm onrtumizamii kutiB ‘Whale Optimization
Algorithm’ (WOA) Ta iHmI 3a TMOKa3HMKaMu poO3MillleHHs Mapiipytu3zatopiB. WMN Tta
ontumizamisi Xappica Xoxkca ‘Harris Hawks Optimization® (HHO) Ta ribpumun st
npomucioBux WMN wmetonis [36,37].

2. Ilpu3HaveHHs KaHATiB y OaraTokaHanbHUX WMN, y SIKHX ONTHMI3aIlist 30cepekeHa
Ha MepenIkoax, pi3HOMaHITHOCTI KaHATIB Ta HAKJIAJHUX BUTpaTax Ha KoMyTalito. Tpaauimiitai
METOIM 3 OJHUM paJiO4acTOTHUM 3B'S3KOM YacTO JalTh 30iif, 110 BUMarae HOBUX
dbopmymmoBadb. CrieriaabHe OMUTYBaHHS KJIaCU(BIKye CXeMH MPU3HAYCHHS KaHAJIB, METPHKHU
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Ta KOMIIPOMICH, & TaKOX IMOPIBHIOE aJITOPUTMH 32 PIBHEM MEPEIIKOJ, EMHOCTI Ta peaizMy
PO3TOpTaHHs, BOJHOYAC BUSBISIOUN BIAKPUTI MUTAHHS AJISl peaJbHUX PO3TOPTaHb.

3. Onrumizanis MapmpyTu3aiii Ta Tonosorii. DeepMesh nociimkye mapuipyTusaiito Ha
OCHOBI INMOOKOT0 HaBYaHHS, TOKA3yIO4H, K TTTHOOKE HaBYaHHS MOKE MOJI0JIaTH OOMEXEHHS
TpaAULIHHOT MapIIpyTHU3AIil (HAIPUKIAl, CTATHYHI METPUKHU, HU3bKY aJallTUBHICTH), @ TAKOK
PO3IIISIIa€ apXITEKTYPH, MPOAYKTUBHICTB Ta BIIKPUTI ITpoOemMu it mapuipytusaiii WMN Ha
OCHOBI TTMOOKOr0 HaBYaHHS. B 1HIIOMY MPUKIATHOMY JOCIHIIPKEHHI BUCOKOMPOAYKTUBHUX
moTokoBUX WMN 00roBOpIOIOTECS apXiTEKTYPHI, MAPIIPYTU3aLIiHI Ta ONTHUMI3aIiitHI METOIN
JUTST MaKCHMi3allii OJIHOYAaCHUX BIJICONIOTOKIB MOPIBHSIHO 13 31PKOBOIO TOIOJIOTIE0 32 YMOB
00MEXXEHb MEePEeIKo/I, IEPeBaHTAXECHB Ta 3aTpUMKH [38].

Takox OKpeMo MOKHA BUAUTUTH PI3HOMAaHITHI BUIH TIOPUIHUX COMOCOOIB ONTHMI3aIlii:

— HHO nokpariye mokpuTTs Ta migkioyeHHs nopiBHsHO 3 PSO [39];

— riopuaaniit HHO-cunyc-KocuHyC MOKpaIIye MOKPHUTTS, TIOBHE 3’ €THAHHS, 3MEHIIICHHS
MEPEBAHTAXXEHHS Ta KUIBKICTh MapHIpyTU3aTOpiB (BapTicTh) [40];

—mnepexigauii  TpuroHomerpuunuit  HHO  cropsimoBanmii Ha  eHeproedeKkTHBHE
pO3TropTaHHs, OalaHCyBaHHS MOKPUTTS, 3 €IHAHHS, MEPEBAHTAXKEHHS Ta KOHBEPIreHIIl, a
TaKOXK BUKOPUCTAHHS PO3MOILTY 3aJIUIIKOBOT eHeprii [41];

—ri0punna apudpmernuna HHO 3menmrye kinbkicTh MapuipyTtuzatopiB Ha 31,7%,
OJTHOYACHO TIOKPAIyIOUW 3'€IHaHHS KJIEHTIB Ta TIEPEBAHTAXCHHS B IMPOMHUCIOBHX
0e3MpOBOOBHX MOOLTBPHUX Mepexax [42];

— OararouiibOBUK ONTUMI3aTOp 3 0araromiiiboBOI0 (YHKI€I0 (CHIBBIAHOIICHHS
HiAKIIOYEHUX KITIE€HTIB 1 CIIBBIIHOWICHHS MIAKIIOUYEHUX MAapHIpyTU3aTOpiB) MOKpaILlye
3’€JIHaHHS KJIIEHTIB Ta 3MEHIITye BTPATH Ha NUIIXy nopiBHSIHO 3 GA, PSO, WOA [36];

— IBOETAHUM miAxig A0 (a3yBaHHS 3MEHIIYE PO3MIPHICTh MPOOJIEMH, CIIOYATKy
MIHIMI3YIOUH TMEPEKPUTTS MOKPUTTS I siipa, a MOTIM MAKCUMI3YIOUM HiAKIIOYEHHS IS
pelmTy MapupyTu3aTopiB, nepeBepirytoun WOA Ta OararouisiboBMH ONTHMI3aTop 3a
MOKPUTTSM KIIIEHTIB Ta MiAKIIOYeHHIM [43].

Metoau MmapmpyTH3anii Ta aganraunii TONOJIOril

Metonu mapupyrusauii B WMN noninstoTeess Ha npoakTuBHI (Hampukian, OLSR),
peaktuBHi (AODV) Ta riopuani (HWMP), ski 3a06e3neuytoTs Bubip IUIAXIB 3 ypaxyBaHHAM
MeTpuk, Takux sk ETX a6o WCETT. Lli npoTokonu aganTyroTh TOMOJIOTIO Yepe3 MepioguvHe
OHOBJIEHHS TaOJIUIb MapUIPYTiB, ajle B AMHAMIYHUX CEpPeIOBHILAX MPU3BOATH J10 HAKJIaHUX
BuTpar 10 15-20% Bix 3aranpHOro Tpadiky.

Ananrariss Torosiorii peanizyerbcsi uepe3 MmexaHismMu TC, sKi ONTHUMI3ylOTh HaOip
AaKTUBHHUX JIOTIYHUX 3B’S3KIB NIl 3MEHILIEHHS 1HTepdepeHIi Ta 3a0e3rnedyeHHs 3B’ I3HOCTI.
Hanpuknan, anropuTMH Ha OCHOBI KepYBaHHS IOTY>KHICTIO PEryJIIOI0Th MOTYKHICTh Nepeayl
st GopMmyBaHHS — €(pEKTUBHOI  TOMOJIOTIi, MIHIMI3YIOUM  €HEprocloXHBaHHI. Y
OararokananpHOMY MynbTHpamio ‘Multi-Channel Multi-Radio> (MCMR) WMN TC TicHO
MOB’sI3aHU 3 MPU3HAUYEHHSIM KaHaly Ta routing, yrBoproroun NP-ckiiaHi 3a1a4i, po3B'si3yBaHi
eBpuctukamu, Takumu sk Connected Low Interference Channel Assignment, mo 3MeHIIye
iHTepdepenuito Ha 30-50% mnpu oOMexeHi KUIbKOCTI pajioiHnTepdeiciB. Metoau
mapmipytusanii B WMN  noainstote Ha mnpoaktuBHi (OLSR moni6Hi, Bapiantu 3
E€HepreTUYHUMU ¥ 1HTeppepeHIiiHuMU MeTpukaMu), peakTuBHI (AODV mnoni6ni 3i
smeHmeHHsaM flood-Tpadiky) Ta riOpuaHi cXeMH, MO0 KOMOIHYIOTh JIOKAJIBHO MPOAKTUBHY W
r7100aIbHO PEAaKTUBHY MApIIPYTH3AIiIo0 (JUB. Tabm. 6).

740



IKIBEPD E3 [TEKA: OCBIiTa, Hayka, TexHiKa Ne 2 (30), 2025

CYBERSECURITY: Creniansauii Bumyck  ISSN 2663 — 4023
EDUCATION, SCIENCE, TECHNIQUE . .
Special issue

Tabauys 6
ITopiBHSAAHHS OCHOBHMX CIIOCO0IiB MapmIpyTU3auii
Merton Tun IlepeBaru Henousikn Ilpuxknagu
[poakTuBHUI [Nomepenne IIBraxuit nocTym K0 Bucoki HakmanHi IEEE 802.11s
(OLSR, DSR) 0OUHCIICHHS HIISAXiB BUTPATH B
MapIIpyTiB JTUHAMITHUX
Mepexax
PeaktuBHMi Ha Bumory Hwusbki HakmaaHi 3aTpuMKa npu MobinbHi ad
(AOCDV) BUTPATH Y CHOKOT iHimiarmii hoc
TiopumHMit Kom6inoBanuit AanTUBHICTH CKJ1agHiCTh Mesh 3 Oararo-
(HWMP) peasizarii CTPHOKOBICTIO
TC 3 kepyBaHHSIM Ananrariis 3MeHIIeHHS 3anexHICTh BiJ MCMR WMN
MOTYXHICTIO MOTYXHOCTI inTepdepenwii NpU3HAYEHHS
KaHaILy

BaxnuBy ponb Bimirparoth MeTpuku JTiHKIB, 30kpema RSSI, PER, BER, ETX, ETT/
WCETT, inTepdepeniiiiini METpUKH Ta CTaOUIBHICTH BY3IIB, SKi JO3BOJSIOTH BiIOMpaTH
MapUIpyTH 3 YypaxyBaHHSM BTpaT, 3aBaHTKEHHS W Bapialiil sikocTi pamiokaHamy. s
MiJBUIICHHS MPOAYKTUBHOCTI BHUKOPHUCTOBYIOTh MEXaHI3MU KEpyBaHHS TOIMOJIOTIEI0, SKi
3MIHIOIOTh TIOTYXKHICTh Iepenadi Ta Hallp aKTUBHHX JIIHKIB, (DOPMYIOYH PO3PIDKEHI, ae
BHCOKOMPOAYKTUBHI MiArpadu Mepexi.

dopmaiizoBaHa 3a1a4a ontTumizauii 1js mesh mepeski

Tunose QopmymoBanHs onTuMizauii pecypciB 'y WMN 3amucyetbcst K 3agaya
MaKCHUMi3aIlii TPOIMYCKHOI 3/IaTHOCTI MTPU OOMEKEHHSX Ha 1HTepdepeHIlito, pagiopecypcu Ta

pOJIi BY3JiB:
max ), ) 1l ®
{fij} (i,))EE keF
3a yMOB
Z f{.‘j— Z f;‘i =d¥,vieV,vk eF,
j:(i)eE j:G.)eE 9)
kEF

ne f 5 — MOTIK Kiacy k mo pedpy (i, ), d{-‘ — nonut Tpadiky B By3i I, C;; — epeKTUBHA EMHICTH

JIiHKa, 1O 3aJIEKUTH Bijl CTaHy KaHaiy C;; Ta TOMOJIONYHOro pilenns x;; [44].

Bukopucranns 6araTtokaHaJdbHOCTI Ta 0araTopaaiiiHocTi

MCMR WMN 1103BOISIFOTH NIABUILIMTH NPOMYCKHY 3[aTHICTh 3a paXyHOK MapaielbHuX
nepeaay Ha pi3HUX HECYy4YHMX, OJHAK BUMAararoTh BUPILICHHS 337a4l MPU3HAUCHHs KaHaTiB Ta
IUTaHYBaHHS BUKOPHUCTAaHHS pajioiHTepdeiiciB. Bimomi miaxoau BKIIOYaKOTh: (iKCOBaHUI
pO3MOAIT KaHaNiB MK 1HTepdelicamMu, TUHAMIYHE IEPEeMUKAaHHS KaHAIIB 1 CHUIbHY
ONTUMI3AII0 MapmIpyTH3alii Ta TpHU3HAYCHHS KaHaJiB Ha OCHOBI MaTeMaTHYHOTO
porpaMmyBaHHs 200 eBpUCTHK. Taki Mepexi JJO3BOJSIOTh 3MEHIIUTH 1HTEPPEPEHIIII0 IUIIXOM
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po3noniny Tpadiky mo oproroHaNbHUX KaHamax (Hampukian, 3—12 B IEEE 802.11).
ANTOPUTMH TIPU3HAYEHHS KaHAJy BKJIIOYAIOTh CTaTU4HI ((pikcoBaHI KaHAIM), NMHAMIYHI
(amanTuBHE TepeMUKaHHS) Ta TiOpumHi miaxomu. Hampukiaa, npu3HaueHHS KaHATIIB 3
YaCTKOBUM MEPEKPHUTTSM JUIS KITBKOX KaHAJIIB BAKOPHCTOBYE YaCTKOBO MIEPEKPUBAKOYI KAaHAIIH
JUIs  ONTHUMI3alii MpomyckHOi 3marHocTi, miaBuimytoun ii Ha 20-40% mnopiBHSHO 3
OJTHOKaHAJIbHUM.

VY OararopaaiiHIHHUX Mepekax BY3JIM OCHAIIEHI KilbKoMa iHTepdeiicamu (2—4), mo
JI03BOJIsIE  TapayienbHl mepeaadi. Onrumizamiiai momeni, Ttaki sk MILP nmns  coimsHOT
MapuIpyTu3allii, MiHiMi3yIOTh BapTICTh YCTAHOBKH Ta iHTEpEpEHIIiIo:

minz ci~x; +1, (10)

e C; — BapTiCTh BY3Ia, X; — OiHapHA 3MiHHA pO3MilleHHs, | — iHTepdepeHIis.
[Tpo6ieMu BKIIIOUAIOTH 3aTPUMKY nepeMukants (10 100 Mc) Ta cKI1aHICTh ONTUMI3aIli]
3 TDMA ansgs WMN. V 3aranpHOMY BUTIQJIKY 33/1a4a PO3MOILTY KaHATIB (POPMYITIOETHCS SIK:

mricn ®(inTepdepeHLis, HepiBHOMIPHICTb HABaHTAXKEHHS) (12)
3a yMOB
ny'c =1,VieV,Vr €R,
l 12)
ceC (
yr¢ e {01},

ne y:'c = 1, saxmo r-uii inTep¢eiic By3ia I mpaliioe Ha KaHaii ¢, a ® — QyHKIIis, 10 BpaxoBye
3arajipHy iHTepdepeHIito Ta 6ananc Tpadiky [44].

JlocnikeHHsl MOKa3yloTh, 10 CHUIbHE MPOEKTYBaHHS MapLIpyTH3allii, MpU3HAYEHHS
KaHaJIiB 1 MJIaHYBaHHS [IBUJIKOCTEN/9aCOBHUX CIIOTIB 103BOJIS€ CYTTEBO MiABUIIUTH IPOITYCKHY
3/1aTHICTh 1 €HEProeeKTUBHICTh MEPEXl MOPIBHAHO 3 IMOETANHOI0 onTuMizauiern. Okpemi
POOOTH PO3IIIIAI0TH ONTUMAIbHE PO3MIIIEHHS Ta KaHAJIbHE HATAITYBaHHS MOHITOPUHTOBUX
By31iB y OararokaHanbHUX MCMR mepexax miis 3a0e3neueHHs] HOKPUTTA W Oe3neku, 1o €
NPUBAaTHUM BUIIAJKOM 337124l poJie3aJIeXKHOT ONTHMI3allii.

ITinxoau no ynpapJ/iiHHS poJISAMM BY3J1iB

VYnpaBiiHHS posisMU BY31iB nepeadavae nmpu3HaueHHs! QYHKIINA, TAKUX SK MOCEPEIHUK
‘relay’, mumo3 ‘gateway’ abo kiieHt ‘client’, nis GanaHCyBaHHSI HaBaHTaKEHHs. lepapXxiuHi
MoOJIelTi MOAUISAIOTh By3lM Ha mesh mapuipytuzaropu, mesh Touku goctymy Ta mesh kiienru,
Jie TOYKH JOCTYIy 3a0€3MeuyroTh JIOCTYI IO CKelleTy Mepexi. Kinactepusailis, Hapukiazi, y
LEACH, nunamiuHo oOupae KiIacTepHi BEPUIMHU ISl eHeProe(eKTUBHOCTI.

Y MCMR WMN pomi interpytotses 3 TC anroputmu, takumu sik Non-Overlapping
Channel Assignment Graph, onTHUMI3yIOTh POJIi JUIS 3MEHIIEHHS BY3bKHUX MICILb y IUTIO3aX.
JlunamiuHe ympaBiliHHS BKJIIOYA€ NMEPEMHUKaHHS poJjie Ha OCHOBI METPUK (pIBEHb 3apsay
Oarapei, HaBaHTaXeHHs Ha Tpadik), aje YacTo cTaTMYHEe, 0 OOMEXYye aJalTHUBHICTb.
®opmyna 171 OLIHKH OanaHcy:

oL
B=1-— (13)
My,
Jie 0, — CTaHaPTHE BiIXUICHHS HABAHTAKEHHS, [, — CEPETIHE.

i MmeTou HOpPMYIOTH OCHOBY TSI 3aIIPOITOHOBAHOTO TMHAMIYHOTO TIEPenpoTIOBAaHHS,

AK€ PO3LIMPIOE IX IIISIXOM PEeaTbHOT0 Yacy ajanTauii poiei IpoMiKHUX BY3JIiB.
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VYropaBiaiHHS pONSIMH BY3JiB BKJIIOYA€E BHOIp 1 mMepenpu3HaueHHs BY3JiB-ILTIO31B,
(dhopMyBaHHS CKEJIETY MIIMEPEXI, a TAKOXK MPU3HAYCHHSI CIIEI1ai30BaHUX POJIeH (MOHITOPHUHT,
arperariisi, KemyBaHHs). Bigmomi miaxomu mo BuOopy muto3iB y WMN IpyHTYIOTbCS Ha
ONTHUMI3aIlii po3MIIIEHHS i BUOOPY IHTEPHET-IIUTIO3Y IS MAaKCUMI3aIlii MPOIyCKHOT 3/1aTHOCTI,
MiHIMI3aIlil 3aTpUMKU Ta OallaHCyBaHHS HaBaHTaXeHHs (Tabn. 7). TumoBi kpurepii BuOOpY
poJieli BKJIIOYAIOTh: CTAOUIbHICTH By3/da (CHTPOMIMHI/CTATUCTHYHI MipH CTaOUIBHOCTI
3’€IHaHb), CTYIIHb 1 LHEHTPAJBHICTh y Tpadi Mepexi 1 3aIUIIKOBY €HEeprifo Ta MOXIUBOCTI

OararopaaiitHoi KOH}Irypartii.

TOMOJIOTIA

By3Jla Ta KOHTPOJILOBAHOTO
miarpada JHKIB 11 TOKPaICHHS
MapIIpyTiB i 3MEHIICHHS
¢mamiary

Tabnuys 7
Ipukiagu MmeToaiB onTuMizamii
Hanpsam Mpukaan migxoxy OcHoBHA igest O0OMexeHHS
Mapmpytusanis ta | NSR, topology control BukopucranHs ctabinbHOCTI CKJIaHiCTh

OHOBJICHHS] METPHK Ta
CUTHAJIbHUIT Tpadik

BararoxkanaiapHICTB/
OaraTopafiifHiCTh

CrinpHa
MapIIpyTu3anis i
NpU3HAYCHHS KaHAIIiB

Kpoc piBHeBa onTuMizamis
KaHaJIB 1 MapIIpyTiB AJs
MABUIICHHS POITYCKHOT
3natHocTi MCMR mepex

NP-cknagHicTs,
motpeba B
HaOJIMIKEHUX
aIropuUTMaXx

Yupasninas Po3minenns/Buodip OnrumanbHUi BUOIp IHTEpHET- 3anexHicTh Bij
pOISIMH BY3IIiB IIUTIO3Y [IUTIO3Y 1 CKEJIeT BY3IIiB IS Tpadiky i
OanmaHCcyBaHHS HaBaHTaXCHHS I MOOITBHOCTI,
MiHIMI3aIli] 3aTPUMOK CKJIAJIHICTH
ri06a1bHOT
onTuMizarii

VY Mexax AOCHIDKeHHS AMHaMi4He Mepenpo(iaroBaHHS NPOMDKHHUX BY3JIB MOXHA
pO3TIsIIAaTH SIK y3arajibHEHHS HaBEACHUX IMIIXOJIB, A€ POJi MapIIipyTH3aropa, IUII03Y,
MOHITOPHUHI'OBOTO Ta 3BUYAafHOTO By3Jla 3MIHIOIOTHCS B 4acl Ha OCHOBI OaraToKpuTepiaabHOI
onTHUMi3alii (cTabUIbHICTh, IHTEpEPEHLIis, 3aBaHTaKEHHS, eHepreTuyHuil ctaH). Lle no3Bomse
peaizyBaTu aJalTHBHY MepeXeBY 1H(PACTPYKTYypy, fKa CIUIBHO MepeOyloBy€e MapIIpyTH,
TOMOJIOT1I0, KaHAJIbHY KOH(Irypalio Ta GyHKIT BY3JIiB y BIANOBIAs Ha 3MiHY TpadiKy i yMOB
pajiocepe10BHUIIA.

CraTuyHe Ta IMHAMIYHe NPU3HAYEHHS poJieii By3JiB

CraTnuHe mpu3HaueHHs poiiell mependauvae QikcoBaHe PO3MONLT (QYHKIIN By3JiB Ha
eTari po3rOpTaHHsI MEpPEexl, Jie poil (MPOMIKHUHN, IUTI03, KIIEHT) BU3HAYAIOTHCS 3a3/1aJIeT1/1b
Ha OCHOBI TOIIOJIOTI] Ta OYiKyBaHOT0 HaBaHTakeHHs. Hanpuknan, y tpaguniiitanx WMN mesh
MapIIpyTU3aTOPH CTATUYHO MPHU3HAYAIOTHCS SIK BY3JIM JUIS CKEIIETy MEpexi, 3a0e3meuyroun
MapuIpyTu3allito 3a nporokogamu Ha kmrant OLSR. Le 3abe3nedye nmpocToTy peanisaiiii, ane
HE aJanTy€eThCs 10 3MiH, TPU3BOIAYHN 10 Hee(DEKTUBHOCTI B TMHAMIYHUX CEPEIOBHUIIAX.

JluHaMiyHe TpU3HAYEHHS pOJiel, HaBIaKW, J03BOJSE By3JlaM 3MiHIOBAaTH (YHKIi B
pealbHOMY 4Yaci Ha OCHOB1 METPUK, TAKHUX SIK PIBEHb €HEPrii, HABaHTaXEHHsI UM 1HTepEPEHIIisl.
[Tinxoau BKIIOYAOTH COILIaTbHO-OPIEHTOBAHE IWHAMIYHE PO3MIIICHHS POYTEPIB, 1€ POl
aZanTylOThCAd 3 YypaXxyBaHHSAM COIIIAIbHUX B3a€EMOJINH KOPHUCTYBadiB, MiABUILYIOYH
epexTuBHICTD Ha 15-25% y MOOIIbHUX crieHapisaX. [HIII METOaM BUKOPUCTOBYIOTh MAIIMHHE
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HaBYaHHS IS AMHAMIYHOTO Tepenpo]isIFoBaHHs, HAIPHUKIIA, MMiIX0A1 HA OCHOBI HABUAHHS 3
MIIKPIIJICHHSM, JI€ BY3JIM HABYAIOTHCS ONTHUMAJBHHM POJISM dYepe3 TIOpHIHI MOoJeni,
NOEAHYIOYM HaBUaHHS 3 MIAKPIIUICHHSAM 3 KIACMYHHUMH QJITOPUTMaMH MapUIpyTH3aLlii.
KornituBai WMN 3 JguHaMIYHUM JIOCTYIOM /IO CHEKTPY JIO3BOJIAIOTH  BY3JIaM
nepenpodinoBaTucs SK BTOPUHHI KOPHCTYBayi, aJanTylOud pojii sl YHUKHEHHS
iHTepdepeHtIlii 3 MepBUHHI KOPUCTYBaYl.

Jns imroctpamii MOXKHA TPEACTABUTH CTPYKTYPHY CXEMY: Yy CTaTHuHIN KOH]irypamii
By31u A (numo3), B — C — D (mocepennuku) dikcoBaHi; y AuHaMIuHIA — B MoXxe cTaTu
HITI030M TIpH 3001 A, 3 anropuTMOM BUOOPY POJIi HA OCHOBI (PYHKIIIT KOPUCHOCTI

U=w;E+w,-L+ws-I, (14)
ne E — enepris, L — HaBaHTaxeHHs, | — iHTepepeHuis, wy — Bary.

OBI'OBOPEHHS TA PEKOMEHIALIIT 10 BITIPOBAUKEHHS

AHaJii3 nigxoais 10 nepenpodinoBaHHsA BYy3J1iB y Mepekax

[TepenpodimoBanns By3niB y WMN nepenbayae 3miHy poseil By3iiB (Hampukiai, 3
IPOMIKHOTO Ha HUIIO30BHI) JJIs aJanTamii 10 JUHAMIYHUX YMOB, TaKUX SK 3MiHH Tpadiky,
MOO1TBHICTE UM 3001. Lleit anamniz 6a3yeTbcs Ha ICHYFOUHX MIIX0AaX, SIKi €BOMIOI[IOHYBAIH Bijl
CTaTHYHUX KOHQIrypamiii 10 JUHAMIYHHUX, IHTETPOBAaHWX 3 MAIIMHHUM HAaBYaHHSAM Ta
KOTHITUBHUMH TexHojorisiMu. OpHak, OUIBINICTh pillleHb HE 3a0e3MevyloTh MOBHOL
aJIaNTUBHOCTI B peajlbHOMY 4acl, [0 CTBOPIOE MPOCTIP /Il HOBUX METO/IB, 3alIPOITOHOBAHUX
y 1iit crarti. Huxkue po3riasiHyTo KIH04OBI acleKTH.

«IlepenpodinoBaHHa» Mepexi 3a3BUYail O3HA4yae 3MIHY poJiei, mapameTpiB abo
PO3MIIIEHHS BY3JIiB JUIsSl BITHOBJIEHHS a00 MOKpaleHHs NPOAYKTUBHOCTI i Yac 300iB, 3MiH
nonuty abo oomexenp QoS.

ABTOHOMHA cUCTeMa peKOoHQIryparii Ta MoB’s3aHl CXE€MH BHSBISAIOTH JIOKaNbHI 3001
KaHaJy Ta KOPUTYIOTh MPU3HAUYECHHS KaHaJliB, paJiOCTaHIIll Ta MapUIpyTIiB JUIsl 30epexKeHHs
rapaHTii IPOIyCKHOT 3JaTHOCTI Ta CMYTH NporyckaHHs B 6araropanio WMN. Pexondiryparist
Ha OCHOBI JIOIIUIBHOCTI IIyKa€ IUIAHU 3 MIHIMaJIbHUMM 3MIHaMU KOHQIryparii, yHUKar4u
nepemkoy; Ta 30epiratoun 3B’s30K. CaMopekoH]iryparist Ha OCHOBI BY3JiB/HaJiHHOCTI
HAJIAIITOBYE pPajalOCTaHIli HAa OCHOBI SIKOCTI curHany (Hampukiaa, SNR, craluibHICTB
3’eHaHHA) uId miaTpuMkn QoS Ta eHeproedekTuBHOCTI [45].

JerepMminicTuuHe «mepenpodutoBaHHs» NpoduriB Tpadiky (HampuKIal, CErMEHTIB
TOKEHIB) Ha BXOJIi MO’KE 3IJ1a/KyBaTH IMOTOKH, 3MEHIITYIOUH IPOIYCKHY 3/1aTHICTh, HEOOX1IHY
JUISL TOCATHEHHS JKOPCTKHX MeEX 3aTPUMKH B 0ararocTpuOKOBHX Mepexax. OnThMaibHi
pilleHHs  YyacTo  Jie)KaTh  MDK  BIJACYTHICTIO  MepenpoQuIOBaHHA Ta  [OBHHUM
nepenpoduIroBaHHAM, OalaHCYI0UH OJIaTKOBY 3aTPUMKY Ha BXO/1 3 THYUYKICTIO IJIAaHYBaHHS.

RNP € NP-cknagnum, 00 MepeeBi MapIIpyTH3aTOPH MOXKHA <«IIepenpogiIroBaTH»
NUISIXOM  TEPEeMIINIeHHs/I0/JaBaHHsT  BY3JiB  a00  3MIHM  BY3JiB, 10  CIyXKaTh
MapuipyTuzatopamu/nuno3amMu.  [ligxoaM — BKIIOYAIOTh  METAEBPUCTUKM  (HANPUKIAL,
ontumizamito Coyote, 6ararorinpoBuii ontumizatop, Enhanced Chaotic Lévy Opposition-
based Moth Flame Optimization) Ta HaB4aHHS 3 HiAKPIIUIEHHSAM, ONTHMI3yIOUYH 3B’ S3HICTb,
MOKPUTTSI Ta BTpaTH Ha 1UIsiXy. RNP Ha OCHOBI HaBYaHHS 3 MiAKPIIUICHHSM TTOKpAIlye
MepexeBe 3’ €HaHHSA 10 ~20% MOpIBHAHO 3 KIIACHYHUMH eBpUCTHKaMHU B IITbHUX WMN. [lis
MEpeKEeBUX Mepex M2M 3 KuBIEHHAM Bia OaTapeil mepioguyHa TepeKoHIryparris
MapuIpyTu3amii Ta poyiell OalaHCye HaBAaHTAXKEHHS I MaKCHMi3alii TepMiHY ciyxowu,
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JocATarodu 10 75% A0BIIOro TEPMiHY CITY>KOH 3 HEBEIMKOIO KUThKICTIO KOH(irypaiii [33,46].
KepyBanus Ha ocHoBi SDN 103BOJIsSIE TUHAMIYHO BUKOPHCTOBYBATH CTEKH IPOTOKOJIB IS
KO)KHOTO BYy3jJa Ta TOBeNiHKy Maprupyru3anii (Hampukiang, REWIRE, Soft-Mesh),
aZlanTyIYHCh J0 3MiH 3aTPUMKH, HAAIHHOCTI Ta MoJieei Tpadiky B pO3ropTaHHIX PO3YMHHX
mict abo riopuaaux SDN-WMN [47].

[TepenpodinmoBanas B WMN oxorumtoe JIOKalbHI 3MIHM KaHaJiB/pajio, ¢GopMyBaHHS
Tpadiky, rmodanbHy ONTUMI3AII0 TOMOJIOTII/poJIeii Ta afanTamio IPOTOKOJiB Ha 0cHOBI SDN.
EdexkTuBHI NpoekTH 3a3BHYail TMOEAHYIOTh IIBUAKY JIOKAJbHY TepeKoH(irypamioo 3
r7100a1bHOI0, TTOBUIBHILIO ONTUMI3AIIEI0 POJIC BY3JiB, pO3MilleHHs Ta IpodiniB Tpadiky
JUTSL CIIUTBHOTO TIOKpAIeHHs HaliiHOCTI, QOS Ta TepMiHY CITY)KOM MEPExKi.

O6me:xeHHsl icHyr4Yux Mesh pimeHb

Icuytoui pimenns ans nepenpodintoBanHsa By3lniB y WMN cTUKaOTbCS 3 KiTbKOMa
oomexxeHHsMH. [lo-miepiie, cTtaTuyHi METOIM HE BPaxXOBYIOTh MOOUIBHICTH Ta ITWHAMIKY,
npu3BOAsUM 0 (parMeHTamii mMepexxi Ta BTpar mnakeTiB a0 30% y VANET-momibnmx
cueHapisx. [luHaMiuHiI MIXOAM, Taki SK TUHAMIYHE MPOTPaMyBaHHS JUIsl MapHIpyTH3allii,
e(eKTUBHI Ui 0OYHMCICHHS NUIAXIB 3 BUCOKOIO IMPOIYCKHOO 3aTHICTIO, ajle MalOTh BUCOKY
cknagnicts 0(n?) i ne MacmraboBani 11 Mepesk 3 moHas 100 By3aaMu.

[To-npyre, iHTerpamiss 3 OaraTOKaHaJIBHICTIO YAacTO IrHOpPYe mepenpodiTroBaHHS,
(OoKyCyrOuNCh Ha MPHU3HAYEHHS KaHaly, IO NPU3BOJIUTH J0 BY3bKHX MICLb Y MPOMDKHHUX
By31ax. RNP Bupinrytots npobiemy B JiBa eTarnu, aje He BPaXOBYIOTh PEAIbHOTO Yacy 3MiHU
posei, oOmexyroun edexktuBHicTh y loT-opientoBanux WMN. Kpim Toro, migxoau
MAIIMHHOTO HAaBYaHHS BHMAararOTh 3HAYHHUX OOYMCIIOBAIBHUX PECYPCIB, MO KPUTUYHO IS
€HEeprooOMeKeHHUX BY3JIiB.

BUCHOBKMU TA NIEPCIHEKTUBU NOJAJIBIIUX JOCJIITKEHb

VY pe3yibTati IPOBEAEHOT0 aHaJli3y CTaHy Ta MpooJieM (QyHKIIOHYBaHHS 0€3MPOBOIOBUX
ad hoc Ta mesh Mepexx BCTaHOBIIEHO, IO I JEHEHTPAII30BaHI CUCTEMH € KIIFOUOBUMH IS
CyJacHUX KOMYHIKAI[IfHUX TEeXHOJOriH, 3a0e3neuyround THYYKICTb, CaMOOpraHi3alilo Ta
CTIMKICTB y clieHapisix 0e3 ¢ikcoBaHoi iH(ppacTpykTypu. Ad hoc Mepexi, kiacudikoBaHi 3a
tumtamu (MANET, VANET, WSN, FANET Tomio), ifeaabHO MiTXOAATh 11 MOOIUIBHUX Ta
JUHAMIYHHUX 3aCTOCYBaHb, TaKWX SK BIHCHKOBI omepallii, pearyBaHHs Ha CTHUXIHHI JHXa,
IHTENEKTyalbHUH TPAHCHOPT Ta MOHITOPHHI CEPEIOBHUINA, 3aBISIKH 0araToCTpUOKOBIH
MapupyTtu3auii Ta apToHoMmil By3iiB. WMN, 3 iX CTaTUYHOIO MaricTpajuiio, HUTI03aMH Ta
Oararopazio iHTep¢eiicamu, 3a0e3MeUyloTh BUILY MPOINYCKHY 3[aTHICTh, CTAOUIBHICTH Ta
IHTErpaliio 3 IHIKUMHU Mepexamu, poOisiun ix epekTuBHUMU uid loT-cuctem, po3yMHHX MICT
Ta «OCTAHHBOI MHJI1» JOCTYIY.

3anpornoHOBaHUM METOJ JAMHAMIYHOTO Mepenpo@uIOBaHHS NPOMDKHHX BY3JIiB
PO3ILIUPIOE ICHYIOU] MIJXOAM, JO3BOJISIOYM aJJallTUBHY 3MiHY poJiell (peTpaHCisaTop, LUTI03,
KJIIEHT) Ha OCHOBI METPHUK pealbHOro 4acy (eHeprisi, HaBaHTa)KE€HHS, 1HTEpPEpeHLis), M0
MakcuMmi3ye edexkTuBHicTh Mepexi. Lle 3abe3neuye MacmraboBaHicTh A Mepex moHaa 500
BY3JiB, €HEproe(eKTUBHICTb Ta CYMICHICTh 31 CTaHIapTaMH, MiJBUIIYIOUYM MPOMYCKHY
3naTHicTh Ha 20—40% Ta 3MEHIYIOUH 3aTPUMKH.

OOMexeHHS ICHYIOUHX PIIIeHb, TaKi K BIICYTHICTh 1HTETpAIlli 3 IITYYHUM 1HTEJIEKTOM
JUISL IPOTHO3YBaHHS 3MiH, BUCOKA OOYHUCITIOBATIbHA CKIIAHICTh Y eHEProOOMEKEHHX By3JIax Ta
HEJIOCTAaTHS aJalTHUBHICTh J0 MOOUIBHUX CIIEHApiiB, MIJKPECIIOIOTh HEOOX1IHICTh HOBHUX
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MeTo/iB. PexomeHpmamii 70 BIOPOBAaKCHHS BKIIOYAIOTh BHKOpucTaHHA SDN  mis
[IEHTPaATI30BaHOTO KepyBaHHS MepenpodiIFoBaHHIM.

[TepcrieKTHBY MOAATBIINX JOCTIKEHb OXOIUTFOIOTh IHTETPAIII0 3 IITYYHUM IHTEJICKTOM:
pO3poOKy Mozenel IIMOOKOro HaBUaHHS JUIsi MPOTHO3YBaHHS TOIOJIOTTYHUX 3MIH Ta
ABTOMATHU30BAHOTO MEpPenpoQiIIOBAHHS, IO JO3BOJIUTH JOCATTH 3aTpuMok <10 Mc y
peanbHOMY 4Yaci gonatkax (VolP, aBToHOMHE BOiHHS).
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ANALYSIS OF THE STATUS AND PROBLEMS OF THE OPERATION
OF WIRELESS AD HOC AND MESH NETWORKS

Abstract. The article presents a comprehensive analysis of the state and problems of wireless ad
hoc and mesh networks, with an emphasis on their architectural features, classification, application
areas, and key challenges. Wireless ad hoc networks, such as MANET, VANET, WSN, FANET,
UWVANET, SANET, and HANET, are characterized by self-organization, multi-hop routing, and
high mobility of nodes, which makes them ideal for scenarios without fixed infrastructure, such as
military operations, disaster response, intelligent transportation, and environmental monitoring. At
the same time, mesh networks provide a static backbone with gateways, multi-radio interfaces, and
integration with other networks, offering improved throughput, stability, and scalability, but
necessitating careful resource management. The analysis of recent research encompasses the
architectures of wireless mesh networks, routing protocols (such as HWMP, OLSR, and BATMAN),
multi-channel designs, and hierarchical models. The research methodology is based on theoretical
models, empirical analysis of problems (including interference, energy constraints, and topology
instability), and comparative analysis. The results demonstrate that classical theory shows a drop in
throughput in large networks due to interference and channel sharing. At the same time, the delay
accumulates as the sum of hop times, taking into account queuing and processing. Special attention
is paid to the role of intermediate nodes in multi-hop networks, as they provide routing, load
balancing, resilience, and coverage extension, but also create challenges such as overhead and risks
of malicious behavior. Efficiency issues include interference, energy trade-offs, deployment
complexity, and technological limitations (e.g., LoRa duty cycle). The bandwidth and delay
constraints are analyzed using Shannon's and cumulative delay formulas, with examples illustrating
degradation in mobile scenarios. Topology instability due to node mobility is modeled by the
probability of link breakage, and energy constraints are modeled by the energy consumption per
transmission.

Keywords: ad hoc network, mesh network, self-organization, multi-hop routing, bandwidth,
latency, energy efficiency, resource optimization, MANET, VANET, WSN, FANET, WMN, IEEE
802.11s, interference, load balancing, QoS, loT.

REFERENCES

1. Abdulrab, H., Hussin, F. A., Ismail, I., Assaad, M., Awang, A., Shutari, H., & Arun, D. (2024). Energy Efficient
Optimal Deployment of Industrial Wireless Mesh Networks using Transient Trigonometric Harris Hawks
Optimizer. Heliyon, 10(7), e28719. https://doi.org/10.1016/j.heliyon.2024.e28719

2. Abdulrab, H. Q. A., Hussin, F. A., Aziz, A. A., Awang, A., Ismail, ., Saat, M. S. M., & Shutari, H. (2022).
Optimal Coverage and Connectivity in Industrial Wireless Mesh Networks Based on Harris” Hawk Optimization
Algorithm. IEEE Access, 10, 51048-51061. https://doi.org/10.1109/ACCESS.2022.3173316

3. Abdulrab, H. Q. A., Hussin, F. A., Ismail, 1., Assaad, M., Awang, A., Shutari, H., & Devan, P. A. M. (2023).
Hybrid Harris Hawks with Sine Cosine for Optimal Node Placement and Congestion Reduction in an Industrial
Wireless Mesh Network. IEEE Access, 11, 2500-2523. https://doi.org/10.1109/ACCESS.2023.3234109

4, Ad Hoc Wireless Networks. (2014). In K. Erciyes, Complex Networks (pp. 269-289). CRC Press.
https://doi.org/10.1201/b17409-17

749



HlcunA

10.

11.

12.

13.

14.

15.

16.

17.

18.

19.

20.

21.

22.

23.

24,

25.

26.

27.

BKIBEPBE3INEKA: ocaita, hayka, Textika Ne 2 (30), 2025

CYBERSECURITY: Creniansauii Bumyck  ISSN 2663 — 4023
EDUCATION, SCIENCE, TECHNIQUE . .
Special issue

Akyildiz, I. F., Wang, X., & Wang, W. (2005). Wireless Mesh Networks: A Survey. Computer Networks, 47(4),
445-487. https://doi.org/10.1016/j.comnet.2004.12.001

Al Ajrawi, S., & Tran, B. (2024). Mobile Wireless Ad-Hoc Network Routing Protocols Comparison for Real-
Time Military Application. Spatial Information Research, 32(1), 119-129. https://doi.org/10.1007/s41324-023-
00535-z

Al-Absi, M. A., Al-Absi, A. A., Sain, M., & Lee, H. (2021). Moving Ad Hoc Networks—A Comparative Study.
Sustainability, 13(11), 6187. https://doi.org/10.3390/su13116187

Bano, M., Qayyum, A., Bin Rais, R. N., & Gilani, S. S. A. (2021). Soft-Mesh: A Robust Routing Architecture
for Hybrid SDN and Wireless Mesh  Networks. IEEE  Access, 9, 87715-87730.
https://doi.org/10.1109/ACCESS.2021.3089020

Benyamina, D., Hafid, A., & Gendreau, M. (2012). Wireless Mesh Networks Design—A Survey. IEEE
Communications Surveys & Tutorials, 14(2), 299-310. https://doi.org/10.1109/SURV.2011.042711.00007
Binh, L. H., T. Duong, T.-V., & M. Ngo, V. (2025). A Novel Approach for the Router Nodes Placement in
Wireless Mesh Networks using Phasing with Approximation Optimization Algorithms. PLOS ONE, 20(1),
€0318247. https://doi.org/10.1371/journal.pone.0318247

Binh, L. H., & Truong, T. K. (2022). An Efficient Method for Solving Router Placement Problem in Wireless
Mesh Networks using Multi-Verse Optimizer Algorithm. Sensors, 22(15), 5494,
https://doi.org/10.3390/s22155494

Biswas, R., Sée, J., Pirskanen, J., & Lempidinen, J. (2024). Reliable and Low-Latency Communications for
Critical Infrastructures Utilizing Wireless Mesh Networks. In 2024 Int. Conf. on Computing, Networking and
Communications (ICNC), 100-105. https://doi.org/10.1109/ICNC59896.2024.10556213

Bouckaert, S., Naudts, D., Moerman, I., & Demeester, P. (2008). Making Ad Hoc Networking a Reality:
Problems and Solutions. J. of Telecommunications and Information Technology, 1, 3-11.
https://doi.org/10.26636/jtit.2008.1.857

Bruno, R., Conti, M., & Gregori, E. (2005). Mesh Networks: Commodity Multihop Ad Hoc Networks. |IEEE
Communications Magazine, 43(3), 123-131. https://doi.org/10.1109/MCOM.2005.1404606

Chlamtac, 1., Conti, M., & Liu, J. J.-N. (2003). Mobile Ad Hoc Networking: Imperatives and Challenges. Ad Hoc
Networks, 1(1), 13-64. https://doi.org/10.1016/S1570-8705(03)00013-1

Conti, M., & Giordano, S. (2014). Mobile Ad Hoc Networking: Milestones, Challenges, and New Research
Directions. IEEE Communications Magazine, 52(1), 85-96. https://doi.org/10.1109/MCOM.2014.6710069

De La Oliva, A., Banchs, A., & Serrano, P. (2012). Throughput and Energy-Aware Routing for 802.11 based
Mesh Networks. Computer Communications, 35(12), 1433-1446.
https://doi.org/10.1016/j.comcom.2012.04.004

Devan, P. A. M., lbrahim, R., Omar, M., Bingi, K., & Abdulrab, H. (2023). A Novel Hybrid Harris Hawk-
Arithmetic Optimization Algorithm for Industrial Wireless Mesh Networks. Sensors, 23(13), 6224.
https://doi.org/10.3390/s23136224

Fadlullah, Z. Md., Kawamoto, Y., Nishiyama, H., Kato, N., Egashira, N., Yano, K., & Kumagai, T. (2019).
Multi-Hop Wireless Transmission in Multi-Band WLAN Systems: Proposal and Future Perspective. IEEE
Wireless Communications, 26(1), 108-113. https://doi.org/10.1109/MWC.2017.1700148

Fitzgerald, E., Piéro, M., & Tomaszewski, A. (2019). Network Lifetime Maximization in Wireless Mesh
Networks  for ~ Machine-to-Machine ~ Communication. = Ad  Hoc  Networks, 95,  101987.
https://doi.org/10.1016/j.adhoc.2019.101987

Fitzgerald, E., Pioro, M., & Tomaszewski, A. (2020). Energy Versus Throughput Optimisation for Machine-to-
Machine Communication. Sensors, 20(15), 4122. https://doi.org/10.3390/s20154122

Garroppo, R. G., Gendron, B., Nencioni, G., & Tavanti, L. (2017). Energy Efficiency and Traffic Offloading in
Wireless Mesh Networks with Delay Bounds. Int. J. of Communication Systems, 30(2), e2902.
https://doi.org/10.1002/dac.2902

Ghalib, S., Kasem, A., & Ali, A. (2020). Analytical Study of Wireless Ad-Hoc Networks: Types, Characteristics,
Differences, Applications, Protocols. In Futuristic Trends in Networks and Computing Technologies (Vol. 1206,
pp. 22-40). https://doi.org/10.1007/978-981-15-4451-4 3

Gokalgandhi, B., Tavares, M., Samardzija, D., Seskar, 1., & Gacanin, H. (2022). Reliable Low-Latency Wi-Fi
Mesh Networks. IEEE Internet of Things J., 9(6), 4533-4553. https://doi.org/10.1109/J10T.2021.3105981
Goldsmith, A. J., & Wicker, S. B. (2002). Design Challenges for Energy-Constrained Ad Hoc Wireless
Networks. IEEE Wireless Communications, 9(4), 8-27. https://doi.org/10.1109/MWC.2002.1028874

Khatib, M., & Alsadi, S. (Eds.). (2020). Wireless Mesh Networks—Security, Architectures and Protocols.
IntechOpen. https://doi.org/10.5772/intechopen.74910

Lei, L., & Wang, X. (2023). Reducing Delay of a Wireless Mesh Network with Scalable Per-Node Throughput.
In IEEE 34" Annual Int. Symposium on Personal, Indoor and Mobile Radio Communications, 1-6.
https://doi.org/10.1109/PIMRC56721.2023.10293945

750



HlcunA

28.

29.

30.

31

32.

33.

34.

35.

36.

37.

38.

39.

40.

41.

42.

43.

44,

45.

46.

47.

BKIBEPBE3INEKA: ocaita, hayka, Textika Ne 2 (30), 2025

CYBERSECURITY: Creniansauii Bumyck  ISSN 2663 — 4023
EDUCATION, SCIENCE, TECHNIQUE . .
Special issue

Lim Sim, M., Ming Chin, C., & Min Tan, C. (2007). Mobile Ad-Hoc Networks: In D. Taniar (Ed.), Encyclopedia
of Mobile Computing and Commerce (pp. 424-428). IGI Global. https://doi.org/10.4018/978-1-59904-002-
8.ch070

Luo, Y., Luo, Y., Wang, J., & Wang, J. (2021). Technical Introduction of Wireless Mesh Network. Int. J. of
Advanced Network, Monitoring and Controls, 6(2), 73-78. https://doi.org/10.21307/ijanmc-2021-019
Mekhmoukh Taleb, S., Meraihi, Y., Gabis, A. B., Mirjalili, S., Zaguia, A., & Ramdane-Cherif, A. (2022). Solving
the Mesh Router Nodes Placement in Wireless Mesh Networks Using Coyote Optimization Algorithm. IEEE
Access, 10, 52744-52759. https://doi.org/10.1109/ACCESS.2022.3166866

Nait-Abdesselam, F., Chen, K. C., Elmallah, E. S., & Frank, M. (2011). Architectures and Protocols for Wireless
Mesh, Ad Hoc, and Sensor Networks. Wireless Communications and Mobile Computing, 11(3), 303-305.
https://doi.org/10.1002/wcm.1126

Ouni, A, Rivano, H., Valois, F., & Rosenberg, C. (2015). Energy and Throughput Optimization of Wireless
Mesh Networks with Continuous Power Control. IEEE Transactions on Wireless Communications, 14(2), 1131—
1142. https://doi.org/10.1109/TWC.2014.2364815

Pandey, M. A. (2015). Link Stability in Mobile Ad Hoc Network. Int. J. of Emerging Trends in Science and
Technology, 2(04).

Pathak, P. H., & Dutta, R. (2011). A Survey of Network Design Problems and Joint Design Approaches in
Wireless Mesh  Networks. |IEEE  Communications Surveys &  Tutorials, 13(3), 396-428.
https://doi.org/10.1109/SURV.2011.060710.00062

Pourdehghan, S., & Derakhshanfard, N. (2025). Malicious Node Aware Wireless Multi Hop Networks: A
Systematic Review of the Literature and Recommendations for Future Research. arXiv.
https://doi.org/10.48550/arxiv.2506.05742

Qiu, T., Chen, N., Li, K., Qiao, D., & Fu, Z. (2017). Heterogeneous Ad Hoc Networks: Architectures, Advances
and Challenges. Ad Hoc Networks, 55, 143-152. https://doi.org/10.1016/j.adhoc.2016.11.001

Qu, Y., Ng, B., & Seah, W. (2016). A Survey of Routing and Channel Assignment in Multi-Channel Multi-Radio
WMN:Ss. J. of Network and Computer Applications, 65, 120-130. https://doi.org/10.1016/j.jnca.2016.02.017
Ragab, A. R. S. A. (2020). A New Classification for Ad-Hoc Network. Int. J. of Interactive Mobile Technologies,
14(14), 214. https://doi.org/10.3991/ijim.v14i14.14871

Raniwala, A. & Tzi-cker Chiueh. (2005). Architecture and Algorithms for an IEEE 802.11-based Multi-Channel
Wireless Mesh Network. In IEEE 24" Annual Joint Conf. of the IEEE Computer and Communications Societies.,
3, 2223-2234. https://doi.org/10.1109/INFCOM.2005.1498497

Raza, N., Umar Aftab, M., Qasim Akbar, M., Ashraf, O., & Irfan, M. (2016). Mobile Ad-Hoc Networks
Applications  and Its  Challenges. Communications  and  Network,  08(03), 131-136.
https://doi.org/10.4236/cn.2016.83013

Rejina Parvin, J. (2020). An Overview of Wireless Mesh Networks. In M. Khatib & S. Alsadi (Eds.), Wireless
Mesh Networks—Security, Architectures and Protocols. IntechOpen. https://doi.org/10.5772/intechopen.83414
Prabha, C., & Kumar, S., Khanna R. (2014). Wireless Multi-Hop Ad-Hoc Networks: A Review. IOSR J. of
Computer Engineering, 16(2), 54-62. https://doi.org/10.9790/0661-16265462

Santhuja, P., Srinivasan, S., Sabapathy Ranganathan, C., Latha, N., & Kumar C, S. (2023). Route Stability with
Node Reliability-based Auto Reconfiguration in Wireless Mesh Network. In 2023 2" Int. Conf. on Smart
Technologies for Smart Nation (SmartTechCon), 1271-1275.
https://doi.org/10.1109/SmartTechCon57526.2023.10391314

Singh, M. (2019). Wireless Mesh Networks Architecture. In M. Singh, Node-to-Node Approaching in Wireless
Mesh Connectivity (pp. 11-14). https://doi.org/10.1007/978-981-13-0674-7_2

Vazquez-Rodas, A., & De La Cruz Llopis, L. J. (2013). Topology Control for Wireless Mesh Networks based
on Centrality Metrics. In 10" ACM Symposium on Performance Evaluation of Wireless Ad Hoc, Sensor, &
Ubiquitous Networks, 25-32. https://doi.org/10.1145/2507248.2507257

Wang, Z., Liu, H., & Zhou, X. (2025). Research on Optimizing Wireless Mesh Networks for High Throughput,
Large Scale Data Streaming Applications. Applied and Comput. Engineering, 134(1), 138-142.
https://doi.org/10.54254/2755-2721/2025.22209

Zhao, Y., Wang, C., & Deng, H. (2025). Hop-by-Hop Multipath Overlay Routing for Optimizing Network
Resource Allocation in WANS. Electronics, 14(13), 2542. https://doi.org/10.3390/electronics14132542

This work is licensed under Creative Commons Attribution-noncommercial-sharealike 4.0 International License.

751


http://creativecommons.org/licenses/by-nc-sa/4.0/

