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OPTIMIZATION OF THE METHOD OF CHOOSING THE INVESTMENT
STRATEGY OF INFORMATION SECURITY EQUIPMENT BASED ON THE
COMBINATION OF GAME THEORY AND THE GENETIC ALGORITHM

Abstract. Today, there is a tendency to increase financial income from criminal organizations and
increase attacks on information systems. At the same time, new methods and models are being
developed to support decision-making regarding the choice of financing strategy. Investments in
innovative projects, for example, in the field of information technology and cyber security, in many
cases are determined by a high probability of calculation inaccuracy and risk. Data analysis systems
are often used to improve the efficiency and optimization of project evaluation procedures and to
support investment decision-making. It is decision support systems that make it possible to optimize
procedures related to the selection of strategies for financial investment of projects based on a
combination of game theory with the help of a genetic algorithm. The lack of standardization of the
information field and limited access to structured information regarding the degree of cyber security
of a specific informatization object is one of the main problems in the field of information protection
and cyber security of many states. The only option for solving the problem of finding a rational
strategy for investing in cyber security is only to involve the potential of the decision support system.
The article describes a method for a decision-making support system based on a genetic algorithm
and a combination of game theory, which contribute to ensuring the continuous and effective
functioning of the information resource protection system of the informatization object of any scale.
In the developed genetic algorithm, the so-called quality index or degree of achievement of the
desired goals for a specific information protection tool is adopted as an integral indicator of
information protection tools. The presented method can be applied to reduce the time in solving the
problem of finding rational (optimal) strategies of investors based on game models in combination
with a genetic algorithm, in particular, in the conditions of dynamic opposition to an attacker, when
the evaluation of a rational investment strategy is extremely important for the defense side.

Keywords: decision support system; information protection tools; investment strategies; game
theory; genetic algorithm.

INTRODUCTION

Ensuring information security (1S) is a complex and costly task. In addition to costly
investments, it is necessary to resolve certain disagreements. There are discrepancies between
the availability of information resources (IR) and the required degree of protection. This is
especially relevant for distributed computing systems (DSC).

An increase in the scale and number of successful cyberattacks [1], the development of
the pace of computer crime has become a global trend. The objective necessity of solving the
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multi-criteria optimization task of managing resources allocated to ensuring information
security (I1S) is such that decision-makers (DM) are forced to act in dynamically complex
situations.

It is obvious that in the process of solving such a task, it is necessary to involve the
potential of intelligent decision support systems (DSS). Similar modular [2, 3] or cluster [4]
DSS can be used as a complex of interdependent systems in the IS management tasks of
informatization objects (10B). As a rule, similar DSS are based on synergistic ensembles of
methods and models. One of such ensembles of methods and models is extremely important in
such a subtask of IS management of informatization objects, as the task of finding a rational
strategy for investing in information protection means for a distributed computing system of
IB.

The lack of forecasted assessments of the dynamics and development prospects of various
cyber security (CS) investment projects, rational or optimal options for the development of
various projects for the implementation of hardware and software complexes of information
protection means (IPN), organizational and other measures for information protection (IP), in
general, can lead to an incorrect choice of priority areas of development IOB information
security management system. Or create complications related to the wrong strategy of placing
funds of investment projects in the cyber security system of IB. From this follows the need to
strengthen the potential of the forecasting function, taking into account the application of the
provisions of game theory, for example, taking into account the connection of genetic
algorithms (GA).

Problem statement. The above caused the problem associated with the need to develop
new models based on the joint (hybrid) use of the apparatus of bilinear differential games of
quality and GA.

Analysis of recent researches and publications. The authors [5], [6] believe that the
development of such a direction of applied research as mathematical decision-making support
when choosing a rational investment strategy in IS should be accompanied by the synthesis of
new models and methods. The software implementation of the models given in the works is not
described. In [6], the authors note that for this class of tasks, the most adequate approach in the
process of finding a solution will be the application of game theory.

The authors of [7] note that the category of software products such as DSS and expert
systems (ES) helps to simplify the task of finding rational strategies for investors in the field of
IS. In [8], various approaches from the point of view of the mathematical apparatus used in
such models are considered in sufficient detail. However, the software implementation of the
proposed model is not given. The authors [9] describe the application of classical economic and
mathematical models. However, these models, in most situations related to the assessment of
investments, do not take into account many parameters of investing in complex projects in the
field of IS of the IOB. As the analysis of similar studies has shown, most of the models and
algorithms given in the works analyzed above do not contain real recommendations and
projected evaluations for investors in the IS field. The main drawback of similar software
products described in works [10, 11] is the low informativeness of the obtained results. In
particular, it is rather difficult to assess the prospects of investment projects and options for
investors' actions in the field of the IS of the 10B.

In[11] it is shown that a universal method of multi-criteria optimization of the distribution
of financial resources allocated to the construction of IS contours of distributed computing
systems for the 10B is still missing. This means that the solution of the indicated task, the
computing core of the DSS, should include an ensemble of models. Works [12, 13] show that
a fairly effective approach in solving a similar class of optimization problems is the use of game
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theory. First of all, we are talking about such a section of game theory as multi-step games of
quality with several terminal surfaces [12, 13] 14]. When considering complex investment
projects, the game model in its pure form makes it quite difficult or impossible to apply classical
game models, as well as well-known optimization methods. This actualizes the necessity of
forming new approaches to solving this class of tasks. For example, taking into account the use
of genetic algorithms.

The works [14, 15] consider the possibilities of using genetic algorithms to solve
problems related to the choice of an investor's strategy. In these publications, GA supports a
population (a group of chromosomes) that is a contender for the optimal solution.

The lack of forecasted assessments of the dynamics and prospects of the development of
various investment projects of the CS, in general, can lead to an incorrect choice of priority
directions for the development of the 10B information security management system or create
complications related to the wrong strategy of placing funds of investment projects in the cyber
security system of the 10B. From this follows the need to strengthen the potential of the
forecasting function, taking into account the application of the provisions of game theory, for
example, taking into account the connection of genetic algorithms.

The aim of the article. The purpose of the article is to develop a genetic algorithm for a
decision support system using a method of choosing an information security investment
strategy based on a combination of game theory and a genetic algorithm.

To achieve the goal of the research, the following tasks must be solved:

e Develop clarifications for GA taking into account the total value of the risk and the cost of
the CS system;

e To develop and implement DSS on the basis of GA for the method of choosing a strategy
for investing information protection means;

e Conduct computational experiments to check the operability of the specified GA and the
proposed DSS.

THEORETICAL BASICS OF RESEARCH

The considered task of finding a rational strategy for investing in cyber security projects
for informatization objects is proposed to be solved in two stages. At the first stage, the potential
of bilinear differential games [16-23] and the description of the interaction of objects in
multidimensional spaces [24] were involved. At the second stage, a modified GA genetic
algorithm was put into operation.

Let's formulate the model of the first stage of the method.

The complete solution for this stage, the proposed method is described in [24]. Two
groups of investors (players) control a dynamic system in multidimensional spaces. Groups of
players follow different strategies in their approaches to investing in IS of the 10B. For
example, one group acts based on the priority of the paradigm of innovativeness of IS systems
for 10B. The second group adheres to more pragmatic approaches. This approach of investors
implies investing financial resources in IT systems that do not make excessive demands on
system resources. In addition, some similar hardware and software solutions are already
installed on the 10B.

A dynamic system (DS) is defined by a set of bilinear differential equations with
dependent movements. A number of strategies have been defined for DS (U) and (V) groups of
players. Terminal surfaces So, Fo are also defined for DS. The goal of the first group of players
(further on in the text Inv1) bring the DS to the terminal surface So with the help of its control
strategies. Moreover, this must be done regardless of the actions of the second group of players
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(further Inv2). The aim of Inv2 bring the DS to the terminal surface Fowith the help of its control
strategies, regardless of actions of Invl. Formulated statement of the problem generates two
tasks. This, respectively, is the task of the first allied player and the second allied player [16-
23].

Within the framework of the article [24], the solution of the problem was described from
the point of view of the first allied player. The tasks are symmetrical, so there is no need to
consider the solution of the task in detail from the point of view of the second allied player.

The solution is to find the set of initial states of the players. It is also necessary to
determine their strategies. Strategies will allow players to bring the DS to one or another
terminal surface.

Players have certain financial resources (FR) to invest in IS of the IOB projects. For
example, the construction of multi-circuit protection of a distributed computing system.

Assume, that Inv1 has a set g(0)=(91(0), ...,gn(0)) ®P (gi(0) — FR for development of the
IS systems for IOB. Consider, that gi(0) — vector of n-dimensional space with positive elements.
On the contrary, for Inv2 — p(0)=(p1(0), ...,pn(0)), (pi(0) — FR for development of the IS systems
for 10B, pi(0) — vector of n-dimensional space with positive elements. These sets define the
predicted, at the moment t=0, values of FR (further— FinR) players for each new IOB
information security system.

The dynamics of changing FinR for players is described by the following system of
equations [24]:

dg, (t)/dt = —g, (t) + A, x g, (1) + [(¥} +Z;) - E]x
xU, (t) x Al1 x g, (1) _[(lyzl +Z§) —E]xV, () ><Alz x py(t)

dgy (t)/dt=—g,, (t) + AY xg,, (1) +[(¥" +2") - E]x
xUy () xAY x gy, (1) =[(F," +2,") = E]xV,, (t) x AT x py, (t);
dp, (t)/dt = —p, (t) + A, x p, () + [(¥; +Z3) —E]x

le(t)xAlz X pl(t)_[(qjll +le)_ E]Xul(t)XAll -9, ();

dpy, (t)/dt =—py, (t) + AY x py, () +[(¥," +Z,") - E]x
xViy (t)XA’\ZA X Pwm (t)-_[(qle +21M)_E]XUM (t)XA,ZI x gy (1);

)

where

AL0........0 AL0........0 U,0....0 V, 0.......0

0 A%...0 . |0 A0 0U,...0 0Vv,...0
1= 2 = = =

0 v AY 0 e AY 0.l U 0.V,

¥}0........0 ¥;0........0 z}0.......0 210.....0

0 ‘1’12 ...... 0 0 W2...0 02z2...0 0Z2.0
1= 2 = 1= Z, = :

[ w [ I P 0 oo z 0 v z)
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Then the system of differential equations in the model will look like this [24]:

dg(t)/dt = —g(t) + A} x g(t) +[(¥, +Z,) - E"]x
xU(t) x AL x g(t) = [(P, +AS) - E"]xV (t) x A, x p(t);
dp(t)/dt = —p(t) + A, x p(t) - [(¥; + Z;) —E"1x
XV (£)x A x p(t) —[(W; +Z;) - E"IxU (t)x A; - g(b),

where g(t), p(t) — vectors Mn dimensional space, U(t), V(t) — unit matrices of order Mn
with positive elements ui(t),vi(t) from the segment [0,1] on the diagonals of the matrices
U(t),V(t) in accordance [16-24];

A1,A; = FR transformation matrices of the Inv1 and of the Inv2. On the condition that
the FR are successfully implemented in the relevant development projects of the IS of the 10B.

. ‘A" . . - *ij o oij
Matrices 21142 — are square matrices of order Mn with positive elements 0,0, ;

Y.z, - diagonal matrices with positive elements. The matrix data characterizing the
interest payment Inv2 for financial investments and investment return shares Inv2 regarding
investments Inv1 in the projects of the IS of the I0B;

¥Y,.Z, - diagonal matrices with positive elements. The matrix data characterizing the
interest payment Inv1l for financial investments and investment return shares Inv2 regarding
investments Inv2 in the projects of the IS of the IOB;

E” — unit order matrix Mn.
The interaction of players (investors in IS of the IOB projects) ends when the following
conditions are met [16-24]:

(9(t), p(t))eSo, )
(9(t). p(t) e R A3)
Consider, that

S, = (g p): (g, p) < R™" g =0, p, =0},

F, = (0. ») (0. p) < R™", p> 0,6, =0}

If condition (2) is fulfilled, then we consider that the financing procedure of the analyzed
IS of the IOB project is over. In this case y Inv2 there were not enough FR to continue the
continuous investment procedure. This, at least, is true for one of the IS projects.
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If condition (3) is fulfilled, then we believe that the continuous procedure of investing in
IS projects is also over. In this case, Inv1 there were not enough FR to continue the continuous
investment procedure. This, at least, is true for one of the projects of IS I0B.

If both conditions (2) and (3) are not fulfilled, then we believe that the continuous
investment procedure for IS projects of the informatization object continues.

METHODS

When implementing the program code of the models described in the second section of
the work, the C# programming language was used, maintenance and debugging of the
executable code was performed using MS Visual Studio 2022 tools. The construction of the
graphical user interface was carried out using ADO.NET (ActiveX Data Object for NET)
technology. The interaction of experts in the SPPR is implemented through the WEB interface,
which gives the opportunity for several experts to work on finding a solution to the problem at
once. SPPR, accordingly, is deployed on a special server. The site for the work of CSDP experts
is developed on ASP.NET Core MVC. ASP.NET Core is a cross-platform, high-performance,
open source environment for building modern web-connected cloud applications. One of the
distinguishing features of the ASP.NET Core platform is its use of the MVC pattern. The
ASP.NET Core MVC framework runs on top of the ASP.NET Core framework and is designed
to simplify application development. The development was done in the Visual Studio 2022 IDE
with the components installed.

The need to involve the GA in the method of choosing a rational investment strategy in
projects to provide the CS of the IOB is due to the fact that the terminal surface is formed by
many points corresponding to the investor's preference. And in order to find a rational strategy,
it is necessary to additionally research information related to a fairly large number of possible
directions of investment in the CS of the 0B funds. Each of these directions can also be divided
into sub-directions, for example, when choosing specific hardware and software means of
information protection. All this dictates the need to connect a faster algorithm for sorting
through points on the terminal surface in order to find a rational trajectory that corresponds to
the strategy of investing in the CS of the 10B. Iterative process of applying GA for different
number of generations of GA chromosomes, making up sets of information protection tools.

RESULTS

In order to check the adequacy of the proposed algorithm and DSS, which contribute to
ensuring the continuous and effective functioning of the information resource protection system
of the informatization object of any scale, appropriate computational experiments were
conducted, see Fig. 1-3.

Computational experiments were conducted for randomly generated sets of information.

As a result of solving the system of equations (1), such a set of points in the
multidimensional solution space is obtained, as shown in Fig. 1-3.

Calculations were made taking into account the multiplicity of factors that characterize
the multidimensionality of the process of investing in CS of the I0B. This will mean that the
toolkit for graphical representation in spaces of dimensions even more than three will be put
into operation in the DSS under development. For example, for 4, 5 and 6-dimensional graphs,
using the Plotly library for the Python language, you can emulate the depth of visualization by
varying the colors, size, or shape of the markers.

Inthe fig. 2 and 3 show a collection of points in three-dimensional space. Axes correspond
to the following model parameters: axis H1(0) — the first player's FR value (Inv1); H2(0) — the
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second player's FR value (Inv2). Parameter DeltaO(P0) characterizes the amount of the first
investor's FR spent on bringing the dynamic system to its terminal surface.

The points make it possible to determine the advantage of the sets of the first investor in
the CS of the IOB. It happens in this way. As you know, each point is a set of components
characterizing investors' FR. A set of components that is the first investor's FR corresponds to
a set of components that is the second investor's FR. There can be several such sets of
components. Part of these sets, together with the sets of components of the FR of the first
investor, belongs to the majority, which guarantees the continuation of the investment
procedure in IS projects. The part belongs to the majority in which the second investor is unable
to continue investing. Then, choosing from these values the minimum ones (for each
component), we will get for each FR the set of the first investor, which will belong to the
preference of the set of the first investor.

Fig. 1. Dependence of the preference of sets W1 for the first investor in the CS of the
OBI for 3 variables

Fig. 2. Dependence of the preference of sets Wi for the first investor in the CS of the
OBI for 4 variables
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Fig. 3. Dependence of the preference of sets W1 for the first investor in the CS of the
OBl

It should be noted that the graphic interpretation with the image of a set of points for the
online charts of the DSS will correspond to the investment model, in which it is assumed that
the first investor can use the FR determined by the given sets of these resources. These sets of
FR can be determined by the choice of specific investment programs. For example, these can
be programs for the development of new technologies in the tasks of controlling the risk
indicators of the realization of information threats and ensuring the necessary level of the IS of
the OB, etc.

As mentioned above, for 4-, 5-, and 6-dimensional graphs, using the Plotly Python library,
you can emulate the depth of visualization by varying the colors, size, or shape of the markers.
In fig. 2, the lighter shade of the markers will correspond to the lower value of the interest
charge Inv2 for financial investments and investment return shares Inv2 regarding investments
Inv1 in the projects of the IS of the OBI.

Fig. 3 serves as an additional confirmation of the possibility of graphic interpretation in
spaces of greater dimensions than three and even four. The essence of the interpretation is the
same as for fig. 2.

The size of the marker for fig. 3 allows you to use the visualization of the fifth
measurement. The markersize parameter of the Scatter3D function for the Plotly library was
used here. The forms of markers are perfect for visualizing project categories as part of the
search for a rational 1S of the 10B strategy. For example, round markers correspond to the
category of projects on the development of application software security. Then markers in the
form of diamonds are an investment in the security of data processing technologies. Markers in
the form of a plus (+) symbol - investing in the control of risk indicators of the realization of
information threats and ensuring the necessary level of the IS of the OBI, etc. The Plotly library
provides a choice of 10 different shapes for 3D graphs. Thus, it is possible to show up to 10
different values as a form of markers for the online DSS platform.

The identified shortcoming of the models based on this approach is the fact that the
obtained data of the forecasted assessment when choosing investment strategies in CS of the
IOB is not always easy to interpret without being an expert in the field of game theory or without
having information about the functionality of the Plotly library.

The need to involve a genetic algorithm at the second stage of the method of choosing a
rational investment strategy in projects to ensure cyber security of the informatization object is
due to the following considerations. The terminal surface, as shown in fig. 1-3 or in work [25]
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forms a set of points corresponding to the advantage of the set of investors. This set is formed
by points on the terminal surface. And in order to find a rational strategy, it is necessary to
additionally research information related to a fairly large number of possible investment
directions. Each of these directions can also be divided into sub-directions, for example, when
choosing specific hardware and software means of information protection. All this dictates the
need to involve a faster algorithm for sorting through points on the terminal surface to find a
rational trajectory that corresponds to the strategy of investing in the CS of the 10B.

The main stages of solving the problem of choosing a rational investment strategy in the
CS projects for the 10B are considered below. As shown above, the search for a solution is
performed in two stages. At the first stage, the potential of the apparatus of bilinear differential
games is involved. This makes it possible to obtain a terminal surface where there are points
characterizing sets of certain investment directions. And at the second stage, a genetic algorithm
is used, which, due to a fairly high speed, provides an operational review of various options for
measures to ensure the CS of the IOB. This is especially important in the conditions of a
dynamic confrontation with the attacking side, when it is difficult for the defense side to predict
all scenarios of attacks on its information systems.

The method includes the following steps for the GA application part.

1. Initialization.

An initial population consisting of N chromosomes is generated. Xpomocomu
MpeACTaBiIeH] y OiHapHOMY Ko11. BuXimHuMu nanuMu 11l KOJAYBaHHS € JaHi, K1 OTpUMaHi B
MpoIieci BUPIMICHHS 6araToKpOKOBO1 I'PH SKOCTI 3 KUIbKOMa TEPMIHAIBHUMU TTOBEPXHIMHU [9].

2. The suitability of chromosomes in the population is assessed.

The suitability function (objective function in the general case) is calculated. As the
target function, the predicted value of the return on investment in certain directions of the
development of the CS system for the OBI is accepted. The target function is determined for
each of the chromosomes.

3. Reproduction.

Below are steps 3.1 to 3.4. This is implemented until a new population consisting of

N chromosomes is created.
3.1. Selection and selection. We select two parental chromosomes from the population

with probability P

3.2. Crossing. Let's determine whether there is a need to perform a crossing operation
or not. If there is such a need, we will exchange bits in random positions. For any option
(crossing is carried out or it is absent), the chromosomes will be transferred to the category of
offspring.

3.3. Mutation. For offspring chromosomes, we randomly replace the selected bit.

3.4. Generation of a new population. A new population is generated. At the same time,
we will apply the principle of "elite" selection.

4. Reiteration.

We repeat the process according to point 2 until the condition for the termination of
the algorithm is reached.

5. Selection of the "best" chromosome.

The selection of the best chromosome characterizes the priority areas of investment of
projects in the CS of the 10B, from the point of view of the investor. And for which the return
on investment in CS will be maximum.
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CONCLUSIONS

Thus, the article presents the following results:

1. A modified GA is proposed to solve the task related to obtaining a forecasted
assessment of returns from various directions of investment in the projects of CS of IOB. This
allows potential investors at the stage of assessing the attractiveness of individual projects
related to the development of the CS of the 10B to receive projected assessments of the
prospects of the selected investment strategies by determining significant factors for the growth
of returns from investing in the CS of 10B, as well as tracking growth points and structural
changes.

2. The method presented in this section can be applied to reduce the time in solving the
problem of finding rational (optimal) strategies of investors based on game models in
combination with GA, in particular, in conditions of dynamic opposition to an attacker, when
the evaluation of a rational investment strategy is extremely important for the defense side.
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ONTUMIBALIA METOAY BUBOPY CTPATEITI THBECTYBAHHA 3ACOBIB
3AXUCTY IHOOPMAIII HA OCHOBI KOMBIHALII TEOPII I'OP TA
IFEHETUYHOI'O AJI'OPUTMY

Anoranis. CporosHi icHye TeHJAeHIis 30UIbIIeHHS (IHAHCOBHX HAAXO/KEHb BiJl 3JOUYMHHHX
opraHi3aiiii 301IbIICHHs aTak Ha iH(opMaIliiiHi cucteMu. BojHOYac po3poOIstOTHCS HOBI METOIU
Ta MOJIEN TS MiATPUMKH NPUHHSTTS pillieHb 1110710 BUOOPY cTparerii pinaHcyBaHHs. [HBecTuii B
IHHOBALlIHI TMPOEKTH, HANpPHKIaJA, y Tamy3i iHpopMmalidHMX TexHoJoriii Ta KibepOesmeku, y
0araThOX BHIAJKaX BU3HAYAIOTHCS BEJIIMKOI HMOBIPHICTIO HETOUYHOCTI 00YMCIIeHb Ta pU3uKy. s
HiABUILEHHS e(pEeKTUBHOCTI Ta ONTUMI3allii Npoleayp OLIHKH MPOEKTIB Ta MATPUMKH IPUAHSTTS
pilieHb, MOB'S3aHUX 3 1HBECTYBAaHHAM, YacTO BHUKOPHCTOBYIOTh CHUCTEMH aHanizy aanux. Came
CHCTEMHU ITIATPUMKH NPUIHATTSA PillieHb JaI0Th MOXKIIMBICTh ONTHMI3YBAaTH MPOLEIYPH, TIOB'sI3aHI 3
BUOOpOM cTparteriit Juis (hiHAHCOBOTO 1HBECTYBAaHHSI IPOEKTIB HA OCHOBI KOMOiHallii Teopii irop 3a
JIOTIOMOT'0I0 TE€HETHYHOr0 ajaropuTMmy. BincyTHicTe cranmaprtusauii iHdopmauiiiHoro moms Tta
OOMEXKEeHHI OCTYN J0 CTPYKTypoBaHOi iH(opmMalii moxo cryneHs kKibepOe3rnekd KOHKPETHOTro
00’exty iH(popMaTH3alii, € OmHI€l0 3 TONOBHMX TpobieM cdepu 3axucty indopmanii Ta
kibepOe3nekn OaraThbox JepkaB. C€IUHUM BapiaHTOM JUis pO3B’SI3aHHS  3aadl  MOIIYKY
pallioHaNBHOI CcTpaTerii iHBeCTYBaHHS y KiOepOe3neKy € JMie 3alydeHHsl NOTEHI[aly CUCTEMH
MIATPUMKH TIPUAHATTS pillieHb. Y CTATTI OMHUCAHO METOJ U CHUCTEMHU MiITPUMKH MPUIHATTS
PpillIeHb HAa OCHOBI TEHETUYHOTO aJITOPUTMY Ta KOMOIHaIIii Teopii irop, sIKi CIIPUSIOTH 320€31eYEHHIO
OesnepepBHOro Ta e(eKTUBHOrO (DYHKIIIOHYBaHHS CHUCTEMH 3aXHCTy iH(OpMaLiiHUX pecypciB
00’exty iHpopMaTH3amii Oyab-sIKOro Macmrady. Y po3poOJIeHOMY T'€HETHYHOMY alrOpHTMi B
SIKOCTI IHTETPAJILHOTO IMOKA3HUKY 3aC00IB 3aXMCTy iH(opMarii NMpuAHATHI Tak 3BaHUN 1HIEKC
SIKOCTI 200 CTYMiHB JAOCSYKHOCTI OaXkaHMX IlijIed JJisi KOHKPETHOro 3aco0y 3axucTy iH(popmariii.
[IpeacraBnenuit MeTo MoXxe OYTH 3aCTOCOBAHHH [UTsi CKOPOUESHHS Yacy B XOA1 PO3B’s3aHH 3a1adi
MIOITYKY paliOHAJTbHAX (ONTHMAJBbHUX) CTpATerii 1HBECTOpPIB HAa OCHOBI irpOBHX MOIENeH y
NOEJHAHHI 3 TEHeTHYHHM aJrOpUTMOM, 30KpeMa B YMOBax IMHAMIYHOTO MPOTHCTOSHHS
HaANaIHUKY, KOJIM OIiHKA PaIliOHANBHOI CTpaTerii iHBeCTyBaHHS BUKIIIOYHO Ba)KIIUBA JJISI CTOPOHU
3aXHCTY.

KarwuoBi ciioBa: cucreMa miATPUMKU TPUAHSTTS PillieHb; 3aCO00U 3aXHCTy iH(opMalii; ctpaTerii
IHBECTYBaHHS; TEOPis irop; TCHETHYHUHA aITOPHTM.
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