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CYYACHI BUKJIUMKHU KIBEP3JIOYMHHOCTI TA POJIb HAIIIOHAJIBHOI
MOJIIIT YKPAIHHU Y IX TOJOJIAHHI

AHoTanist. Po3miisiHyTO CydacHi BUKJIMKH KiOEp3JIOYMHHOCTI B yMOBaxX U(POBi3allii Ta BOEHHOTO
crany B YkpaiHi. OkpecieHO OCHOBHI 3arpo3u: (ilIMHT, CollialibHa iHKEHEePis, aTaKh Ha KPUTUYHY
indpactpykTypy, deepfake-rexnomnorii. IIpoananizoBano posibr Hamionanshoi momimii Ykpainu y
npoTHIii Kibep3arpo3aM, 30KpeMma [isUTbHICTh KiOepIigpo3aiiiB, BIPOBAIKECHHS TEXHOJIOTIH
OSINT, uudposux miardhop™m, iHGOpMAIHHAX KaMIlaHiii. BHU3HAYEHO OCHOBHI MPOOJICMH:
KaJpoBUil Je(ilMT, TEeXHIYHA 3acTapilicTh, BIACYTHICTh YHi(ikOoBaHMX MeToAMK. Y iHai
3aMpOIIOHOBAHO [IUIAXH YIOCKOHAIICHHS CUCTEMH KibepOe3neku. Po3risHyTo 10/1aTKOBI BUKIIHKH,
3 SKHMH JOBOAWTHCS 3YyCTpidaTHCS MPaBOOXOPOHIIM, Ta SIKi Cyd4acHI METOJW BHUKOPHCTOBYIOTH
KiOep3nounHIIi.

Karouosi cioBa: xibep3nounnnicTs; Hanionansna nominis Yxkpainn; ¢imuar; OSINT; nudposa
Oesrieka; kpuTn4HA iHGpacTpyKkTypa; deepfake.

BCTYII

Po3BuTOK 1IM(PpOBUX TEXHOJIOTIH BIIKPUIU OE3MEXKHI MOXKJIMBOCTI I KOMYHIKaIIii,
BeZieHHA Oi3Hecy Ta ympaBiiHHS. BogHouac BOHM mopoawyid HOBI (GOpPMHM KpUMIHAJIbHOI
JSTTBHOCTI, SIKI MAIOTh 37aTHICTh 3aB/IaBaTH IIKOY HAa BEJIMKOMY MacIITadi 13 3acTOCyBaHHSAM
HalcydacHImMX TexHosorii. KibepsimouuHili cboroHi 0epyTh y4acTh y HAWIIUPIIIOMY CITEKTPi
HE3aKOHHHX JIii y KiOepmpocTopi — Big OaHAJIbHUX IIaXPalCTB, KPaIiKOK MEPCOHAIBHHUX
JAaHUX J10 O1Ib1II CKJIAJTHUX KibepaTak Ha KpUTHUHY 1HQPACTPYKTYpPY Aep’KaBU. 3a OCTAaHHI POKU
KUIBbKICTh TaKMX 3JIOUMHIB 3pocia 0aratopa3oBo, a IXHsS OpraHi30BaHICTb Ta TEXHIYHA
CKJIQ/IHICTh JOCSIJM PIiBHA, 1[0 BUMAarae BiJ] IPaBOOXOPOHHUX OpraHiB HOBHUX HIAXOAIB 1
pecypciB.

3 2014 poky Ykpaina nmepedyBae B IIeHTpi HaiOuIbIoro KibepkoHdmikty B ictopii. I1in
yac aHekcii Kpumy Ta BiitHu Ha JlonOaci Pocist 3acTocoByBana macuBHi kiOepataku. Y 2015
polli enekTpoMepeka YKpaiHu 3a3Hania aTakd, BHachigok yoro 230 000 mroneit 3anummiucs
6e3 enektpuku. Y 2017 pori Bipyc NotPetya 3aBnaB 30uTkiB Ha Mimbsipau nonapis. [1ix gac
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BTOprueHHs 2022 poky KiJIbKIiCTh KibepaTtak pi3ko 3pocia. ¥ 2023 poui B Ykpaini 3adikcyBaiu
61 400 kiGep3mounHiB, IO BYETBEPO Olnbine, HXK y 2022 porti. Mera noJsisirana B ToMy, 100
CTBOPHUTH Xaoc, JlecTabini3yBaTu KpaiHy Ta MiZipBaTH JOBIpY 10 Biagu. YKpaiHa B yMOBax
BilfHH, 0COOIMBO TOCTpO Bimuyna 1ii 3arposu. 3 2014 poky i g0 choromHi kibepaTtaku Ha
JepKaBHI CTPYKTYpH, EHepreTHYHI KoMMaHii, 0aHku Ta iHQOopMaIiifHi pecypcH BiOYyBarOThCS
MOCTIHO, 3aBJJAaI0YH 3HAYHUX 30U TKIB 1 MiIpHUBalOYH HallioHANBHY Oe3mnexy. JIumie y 2023 porri
Oyno 3adikcoBano moHan 300 moTyXHMX KiOepaTak, IO CYHPOBOMKYBaIHUCA CHpodaMu
BUKpAJCHHA JaHUX, 0JIOKyBaHHS poOOTH iH(pOpMaIiitHIX cucTeM 1 MacTaOHOi 1e3iHdopmartii
HaceneHHs [3].

AHani3 ocraHHiX gochaigkeHb i myoaikamiii. IIpoGiemMu ¢GopMmyBaHHS CHCTEMH
kibepOesnexku Ta ponb HarioHanbHOT nominii y i 3a0e3neueH ] 3aIMIlaThes aKTyaJIbHUMM,
0c00JIMBO Micis BOEHHOI arpecii pd npotu Ykpainu. [Ipo e cBiguaTs HaykoBi npati (axiBIiiB
naHoi Tematuku. Ilpu oMy Mpo 3allydeHHs CYCIHUIbCTBA y MPOTUAII0 KiOep3lournHaM
CBIZIYATh €KCIIEPUMEHTAIbHI MPOEKTH B3a€MO/IIT 3 rpoMaichKicTio uepe3 Telegram-6oTu [1-2].
3anobiranHa ¥ mpoTuais Kibep3nouynHaM HEOAHOPAa30BO CTaBald MPUBOJOM Ui HAYKOBHX
nocmimpkens BueHux Masyp ., Jlosraus O., Jlutunosa JI., loporux C. [3, 7]. IIpobaemu
BHU3HAUEHHS JOITYCTUMOCTI 1 HAJIEKHOCTI HU(POBUX (EIEKTPOHHUX ) 10KA31B Y KpUMIHATBHOMY
npoiieci BUCBiTIeHO y mpaisix Metenesa O., lymuno M. [5]. Bukopucranus po3Bigganux, ix
aHaJIi3 Ta HOBITHIX TEXHOJIOT'1H, BKJIIIOYAIOYH PO3ITi3HABaHHs 00JIMY, JIeTaai30BaHO 1 JJOBEICHO
JI0 METOJIOJIOTIYHUX pekoMmeHaalliii y podorax ITammuesa /1., [lImatkoBa ., Konomiiinesa C.,
Mamnxas O., Hocosa B., Jlyuuka B., Cepatoka O. [11]. [IpoTe, He3Ba)katouu Ha 3HAYHHIA 00 CAT
nyOmiKamii 1 AOCIKEHb 3 JaHOi TeMH, B CY4aCHUX YMOBaX T'OCTpPOIO € moTpeda y po3pooii
HOBUX Ta YJOCKOHAQJEHHI BIJOMHMX MeToAiB Ooporsbu HamionanpHoi momimii 3
Ki0ep3JI0urHaMHU.

MeTtor0 cTaTTi € JIOCH/DKEHHS CyYaCHMX BUKIHMKIB KiOEp3JIOUMHHOCTI B yMOBax
nugpoBizalii Ta BOEHHOIO CTaHy B YKpaiHi, a Takox aHami3 poni HamionampHOi momirii
VYkpainu y iX momonanHi. 3aaisi JOCATHEHHS IMMOCTAaBJICHOT METHM BH3HAYEHO TaKi HAYKOBI
3aBJaHHS:

— PO3KPHUTH CYTHICTbH 1 TUHAMIKY PO3BUTKY KiOEp3JIOUMHHOCTI B yMOBaX BiHU;

— OXapaKTepH3yBaTH OCHOBHI (JOPMH Ta METOAU KiOEp3JOUMHHOI AiSUIBHOCTI, 30KpeMa
¢immHT, comianeHy iHmkeHepito, deepfake-TexHomnorii, aTaku Ha KPUTUYHY 1HPPACTPYKTYPY;

— TpoaHaji3yBaTh MisUIbHICTH KiOepmiapo3ainiBe HamionamsHol mominii YkpaiHu,
BukopucranHs iHcTpyMeHTIB OSINT, undposux niatdopm Ta MiKHAPOAHOI CIiBIpali y chepi
npoTUIii Kibep3arposzam;

— BUSABHUTH OCHOBHI mpobiiemMu y cdepi kibepOe3neku, 30kpemMa KaapoBUW aedilurT,
TEXHIYHY 3aCTapiIicTh 00JIaTHAHHS, BIICYTHICTh YHI(iKOBAaHMX METOAMK PO3CIIiIyBaHHS,

— BHU3HAYUTH MUBSIXM YAOCKOHAJIEHHS CHUCTEMH TMPOTHAII KiIOEpP3JOYUHHOCTI Ta
nigBUILeHHS eeKTUBHOCTI AisiapbHOCTI HamionansHoi momimii YKpainu y iboMy HampsiMi.

METOIUKA TOCJIIKEHHSA

MeTom0IOrIYHOK OCHOBOIO JOCHIIKEHHS € CHCTEMHHM, JIOTIYHMH 1 KOMIUIEKCHHUH
HIAXOAU, IO JO3BOJISIIOTH PO3MIIAAATH KIOEP3JIOUMHHICTH SIK OaraToBUMipHE COLIAIbHO-
paBoBe sABUIIE. Y POOOTI BUKOPUCTAHO METOAM aHaNi3y, CHHTE3Y, JOTTYHUM, MOPIBHIIBHO -
MPaBOBUM, CTATUCTUYHHIH, ICTOPUKO-TIPABOBUM, CTPYKTYPHO-(DYHKIIIOHATIbHUM METOIH.

[TopiBHSITBHO-TIPABOBUII  METO/A 3aCTOCOBAHO JJIi aHaNi3y HAI[lOHAIBHOrO Ta
MDKHApOJHOTO JOCBiNYy TPOTUAIl KiOEp3JTOYMHHOCTI; CTATUCTHYHUN MeTon — IS
y3arajibHEHHS TWHAMIKH 3pocTaHHs KiOep3nounHiB B Ykpaini y 20142024 pokax; iCTOpUKO-
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IPaBOBUN — I MPOCTEKEHHS €BOJIIOLII MiIXO0AIB 70 KidepOe3neku B yMOBax riOpuHOI
BIMHM; METOJ] CHCTEMHOIO aHali3y — JUJIs BUSBJICHHS B3a€MO3B 3Ky MK JISUIbHICTIO
HamionanpHoi mominii YkpaiHu, Jep)KaBHOIO MOJITHKOI KiOep3axucTy Ta MIKHApOJHUMHU
iHiIiaTHBamMu y cdepi mudpoBoi Oe3mexu.

3acTocyBaHHS KOMILIEKCHOTO MIAXOAY Jajio 3MOry o0’emHaTu 3i0paHuil Martepianl y
[UTICHY HAyKOBY CHUCTEMY, BHU3HAUUTH TEHJEHIII PO3BUTKY KiOEP3TOUMHHOCTI Ta MIJISIXU
MiABUIIEHHS €()EeKTUBHOCTI MPOTUIIT 1l y CydacHUX yMOBax.

PE3YJBTATHU JOCJIILIKEHHSA

OpnuM 13 HaWOUIBII NOWIMPEHUX 1 HEOE3MeUYHUX METOMIB KiOep3JI0YMHHOCTI
3aJMIIAIOTHCS  (DIIIMHIOBI aTakd Ta cCOLlaJlbHA 1H)KEHEpls, KOJIM Iaxpai CTBOPIOIOTH
migpo0ieHi caldTh abo PO3CUIIAIOTh JIMCTH, AKI IMITYIOTh O(illiiiHI pecypcu, abu OTpUMaTH
noctyn 1o KoHpigeHmiiHOi iH(opmarii abo 3MycHTH KOpPHCTyBadiB IepeiaaTH CBOi
MepCcoHalbHI JIaHi. B cydyacHHX ymMoBax I1i MeTOM HAOYJIM HOBOTO PiBHS CKJIAHOCTI 3aBISKH
aBTOMaTu3allii 1 BHUKOPUCTAHHIO IITYYHOIO IHTEJIEKTY, IO JO3BOJIIE CTBOPIOBATU
NepCOHAJII30BaH1 Ta OlJIbII MEPEKOHJIUBI (PIIIMHIOBI KaMIIaHIi.

[TommpeHuM sBUILEM TaKOXK CTaJd OpraHi30BaHI 3JOYMHHI IPYIH, SIKI 4epe3 CTBOPEHI
call-uentpu 3a momomoror VOIP-tenedonii i miapoOieHuX OaHKIBCHKHX 1I€HTHYHOCTEH
3MIMCHIOIOTH MacIITaOHI maxpakceki onepartii. [Ipuknanom € Bunagok y Kuesi 'y 2024 pori,
KOJIM KIOepHoJIillis MPUIMHKWIA JisSJIbHICTh 3JIOYMHHOI TpynH, Mo omykaiga moHan 300
rpoMajisH Ha cyMy noHaja 20 MiJibiloHIB rpUBEHb [2, 4].

Oco061MBO 3arpo3JIMBOIO ISl I€p>KaBH CTajla HOBa TEHJEHILIs KibepaTak Ha KpPUTUYHY
iHppacTpyKTYpy YKpaiHu, 1o nepedyBae mia NOCTIHHUM THCKOM B yMoBax BiiHHU. Lli ataku
MOXYTh TPHU3BOIUTH O TUMYACOBOTO a00 TPUBAJIOIO NMPUIHHEHHS POOOTH €HEepreTHYHUX
MepexX, TEIEKOMYHIKaIlill, TPAaHCIIOPTHUX CHCTEM, a TaKOX IMiAPUBATH POOOTY JAepKaBHUX
cIIy’)k0 1 pecypciB, M0 HEraTMBHO BIUIMBA€ Ha JKUTTS MUIbHOHIB rpomaasH. Yacto Taki mii
MOEAHYIOThCA 3 (PI3UYHUMHM yAapaMu, YTBOPIOIOYN KOMIUIEKCHUM (POHT TiOpuAHOI BiifHH, e
KiOepIpocCTip CTae apeHOK CTPATEriyHOro0 MPOTUCTOSHHS. Taki BUMAJAKH HEOAHOPA30BO
dikcyBamucs y 2023-2024 pokax, KOJM 3JOBMHUCHHUKH 3aCTOCOBYBAIM CKJIAJAHI METOAM
IIPOHUKHEHHS y 3aXMILEH] MEPEKI Ta BAKOPUCTOBYBAJIM Cy4acH1 IHCTPYMEHTH AJIs1 MACKyBaHHs
CBOIX Ai#i [3, 5].

i Buximku ¢GOpMyIOTh CKJaJHY, OaraTOBUMIpPHY CHCTEMY 3arpo3, L0 HOTpedye
KOMIUJIEKCHOI BIAIMOBiZI BiJ JEp)KaBHUX IHCTUTYIIH, CyCHiJIbCTBAa Ta Oi3Hecy. besmeuHuit
PO3BUTOK ITU(PPOBOT EKOHOMIKH 1 30€peKEHHS HAIliOHAIBHOI O€3MEKH 3aJIeKHUTh BiJl 31aTHOCTI
epEeKTHBHO TIPOTHAIATH KiOEP3JIOYMHHOCTI, a TaKOXX HEOOXIJHOCTI 3ampoBaKyBaTH
IHHOBAIIIMHI TEXHOJIOTIi 3aXMUCTy, MIABUILYBAaTH PiBeHb HU(GPOBOI IPAMOTHOCTI HACEJIEHHS 1
CTBOPIOBATU YMOBH JJI MIXKBIJJOMYOi Ta MDKHAapOJIHOI CIIBIpALl.

BiamoBine Ha BUKIMKHA KiOEP3TOUYMHHOCTI B YKpaiHi TICHO TOB’s3aHa 3 iSUTBHICTIO
HamionanpHoi nouinii, a 30kpema JlemapraMeHTy KiOeproJilii, IKUK Biirpae KJIr4YOBY POiIb
y 3a0e3neueHHi Oe3nekn y nudpoBoMy cepenoBuini. KiGepmoinis 37iHCHIOE TOCTIHHUI
MOHITOPUHT KiOep3arpos, 30upae iH(GOpMaIliF0 PO HOBITHI METOIU 3JIOYHUHIIIB, TPOBOANTH
PO3CIiAyBaHHS 11I0J]0 HECAHKIIIOHOBAHOI'O BTPYYaHHs B iHPOpMaIiliiHi CUCTEMHU, HE3aKOHHOT'O
300py 1 pO3MOBCIOKEHHS MEPCOHATBHUX JAaHUX, aTaK Ha JIEPKaBHI CEPBICH, TaKl SK MOPTAI
«dis1». BaximBuM acrmekToM poOOTH € BUKOPUCTAHHS MEPeaOBUX METOAMK, 30Kkpema OSINT
(BimkpuTi Kepena iHGopmariii), 10 103BOJISIE BUSBIISTH 3arpO3H 1€ HA TOYATKOBHX €Tarax, a
TakoX TicHa MibxHapoaHa criBmpais 3 INTERPOL, Europol Ta iHImMMH npaBOOXOPOHHUMHU
opranamu [2].
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3 MeTor TpOoTUIil BOPOXKiil KIOEPaKTUBHOCTI OCHOBHUMHU CYO’€KTaMu 3a0e3redeHHs
kibepOe3neku JepikaBH 3a NPOBIAHOI poni AamiHicTpauii Jlepkcnens3s’ 3Ky 311l cHIOBanacs
B3a€MOJIi LI0J0 KiOep3axucTy 3 Jep)KaBHUMM OpraHaMH Ta MpeICTaBHUKAMHM KPUTHUYHOL
1HPpaCTPYKTYpH, PO3pOOISLITHCS HEOOX1IHI IHCTPYKIIi A1 KOPUCTYBadiB 13 MOMEPEHKCHHS Ta
po3mi3HaBaHHS KibepaTak, a TaKOX 3aXUCTy Ta YCYHEHHS HAaCIiAKIB.

Takoxx VYkpaiHa TpOAOBXKYye TMOTJIMONIOBATH CIIBIpAIl0 3 TapTHepamu Yy cdepi
kibep3axucty. Amke nocBim Ykpainum B 00poThOi 3 KibepaTtakamu pOCIHCHKOro arpecopa
JorioMarae He TITbKM HaM, a ¥ HalIMM HapTHepaM y MoOyIoBi Ji€BUX HAIllOHATBHUX Ta
MDKHapOJHUX cucTeM Kibep3axucty. IIpo 3a3HaueHe CBITYUTH IHTEPEC MIKXHAPOAHOI
CHUTBHOTH 10 iHpopMaIii Big yKpaiHCBKMX (axiBI[iB Ha MDKHAPOJHHUX 3axomax i3
kibepOesnexu. [IpuknanaMu € HelaBHS MDKHapoAHa KOH(EpPEeHIis KOMaH] pearyBaHHs Ha
koM 'totepHi HaazBuuaiiHi noaii FIRST 1 mibkHaponna xoHdepenuis 3 kibepoesnexku Black
Hat-2022. VkpaiHa TOCTIHHO IIUTBCA 3 MapTHEpAMU JaHHUMH TIpo Kibep30poro, sKy
3aCTOCOBYIOTh POCIHCBHKI XaKepH. 3 IbOTr0 HAIIPSIMY B JIMIHI IOTOYHOr0 POKY OyJI0 MiJANHCaHO
«MeMoOpaHIyM I@IpO B3a€MOpPO3YMiHHS MK Jlepxcren3s’si3ky Ta YpsaaoBUM odicom
Pecniy6niku CnoBenis 3 iHpopmaniiiHoi Oe3nexku y cdepl kibep3axucTy» Ta BiJNOBIIHUN
JOKYMEHT WLI0J0 cHiBOpaui 3 AreHTcTBoM 3 KiOepOesmeku Ta Oesneku 1HQpacTpyKTypu
Jenapramenty HaunioHaibHOi Oe3neku Crnomydenux IlTtarie Amepuxu (Cybersecurity and
Infrastructure Security Agency). AHaJIOTiYHO B CepIiHI YKpaiHa ykjana «MeMopaHIyM Ipo
B3a€EMOPO3YMiHHs y cdepi Kibep3axucty» 3 PecryOikoro ITombia.

CyvacHui# KiOEpIpOCTip CTBOPIOE YHIKAJIbHE CEPEIOBUIIE, 1€ KPUMIHAIICTHYHI CIIIIN
MOKYyTb OYTH Ilepe/iaHi Ha BEJUKI BiICTaH1, 30epirarouuch B LH(PPOBOMY BUIJISA1 HEOOMEXKEHO
noBro. i 0oco0amMBoCTI 3MyCHIM KPUMIHAJIICTUKY BpaxoByBaTH crienuiky kideprpocropy. B
2005 pori ykpaiHChKe 3aKOHOAABCTBO paTHdikyBano KoOHBEHII0 Mpo KiOEp3JIOYMHHICTB,
3TiHO 3 KO0 KiOep3I0YHHH PO3ALISIOTHCS Ha YOTHPU BUIH.

[IpaBomnopymieHHs TPOTH KOH(IAEHIIIHHOCTI, MIICHOCTI Ta JOCTYIMHOCTI KOMIT FOTEPHHUX
JAHUX 1 CHCTEM — I1e TepIIHi BUI KiOep3mounHiB. [lo IIbOro TUITYy PaBOMOPYIIEHD BiTHOCSTH:
HE3aKOHHUH JTOCTYII, HEJIETallbHE MEPEXOIJICHHS, BTPYYaHHS Y JIaHi, BTpyYaHHs B CUCTEMY Ta
3JI0BJKUBAHHS MIPUCTPOSIMU [6, cTaTTi 2-6]

[IpaBomopyiieHHs, MOB'sI3aHi 3 MAXpaiicTBOM y cdepi BUKOPUCTAHHS KOMITTOTEPHUX
cucteM. Taki nii MalOThb Ha MeETI 3aBJaHHs MaTeplaJbHUX 30MTKIB 4Yepe3 MaHImyssmii 3
KOMI'FOTEPHUMH JaHUMH JJIsl HE3aKOHHOTO OTPHUMaHHsI €KOHOMI4YHOI BUTonu. [6, cratti 7-8]

[IpaBonopyiieHHsl, NOB'sI3aH1 31 3MICTOM (KOHTEHTOM), IO MOJAra€e y 3A1MCHEHHI
YMUCHMX HE3aKOHHUX M LI0A0 BUPOOJEHHS, NPONOHYBaHHSA a00 HaJaHHA JOCTYILY,
PO3MOBCIOJDKEHHSI NUTS4Y01 MopHorpadii, a TakoX BOJOMIHHS TakKUMHU (QaillaMu y CBOil
cucrtemi. [6, ctaTTs 9]

VYMucHI aii, NoB'sI3aH1 3 NOPYLIEHHSIM aBTOPChKUX Ta CYMDKHMX IIpaB, BIJIMOBIAHO 10
BuMor [lapusbkoro akty Bin 42 nunss 1971p, bepucpkoi KonBeH1ii mpo 3axuct nirepaTypHuX
1 XyZOXHIX TBOPIB, YTOQu MpPO TOProBENIbHI aCHEKTU IpPaB IHTEJIEKTYaJbHOI BJIACHOCTI Ta
Yrogu BOIB mpo aBTOpchKE MpaBO, a TaKOX HAIIOHAJBHOI'O 3aKOHOJABCTBA YKpaiHH,
MOJIATAIOTh Y HE3aKOHHOMY BIJITBOPEHHI, PO3IMOBCIO/PKCHHI, IMyOJIYHOMY IIOKa3i, HaJaHHI
JIOCTYITY J10 00’ €KTIB aBTOPCHKOTO MpaBa uepe3 KOMIT FOTEPHI MEpeKi ab0 B 1HIIHI criocio 0e3
3rOJIM MPABOBJIACHUKA 3 METOK OTPUMAaHHS MPUOYTKY UM 3aNOAISTHHS IIKOW BIACHHUKY TIPaB..
[6, ctarTs 10]

IcHyrOTh TakoX 1HIII KJacH ikalii Ki0ep3I04HHIB, MPOTE 3aIPONOHOBAHA KOHBEHIIIEIO €
HalOITeII momyisipHoro. B VYkpaini kiOepOe3neka KOOPAMHYETHCS HU3KOK AEPIKaBHUX
oprasiB, a came Ha Jlep>kaBHy ciy’k0y creniajgbHOro 3B'13Ky Ta 3axucTy iHpopmanii Ykpainu,
Hamionansay nominiro Ykpainu, Cinyx0y 6e3nekn Ykpainu, MiHicTepcTBO 000poHN YKpaiHH
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ta ['enepanbHuil mtad 30poiiHux Cun YkpaiHu, po3BigyBajibHI OpraHu. B koxHOMY 13
3a3HaUYEHUX OpraHiB AIIOTH BiAMOBiAHI migpo3naiau. [Ipore, 3axuct BracHoi kibepOe3neku €
BIJIMOBIIAJIFHICTIO KOKHOTO KOPUCTYBAaya.

Haii6inbin po3noBcromkeHi kibep3nounnu B Ykpaini 3a 2023-2024 poku HaBeACHO Ha
puc.l.

OcHoBHI TNV Kibep3nounHis B YKpaiHi (Ha ocHOBI naHux Kibepnoniuii Ta ouiHok, 2023-2024 pp.)
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Puc. 1. Hauibinow posnoscrooiceni xibepznouunu ¢ Yrpaini 3a 2023-2024 poxu
Licepeno: [7, c. 64]

Oxkpemy yBary KiOepmodmimisi NpuAUIsie TMPOTUIIl OPraHi30BaHOMY KiOEp3JI0UMHHOMY
Oi3Hecy, 10 BHKOPUCTOBYE TexHojorii VolP nias macoBoro oOMmaHy TI'poMajisH depes
nraxpaiiceki call-nentpu. IlpunuHeHHs qisIbHOCTI Takoi 37104nHHOI rpynu y Kuesi B 2024 poiri
€ SICKpaBUM TPUKIAJIOM ¢(EKTHBHOCTI IPABOOXOPOHHUX OPraHiB, ajie BOJHOYAC MiAKPECITIOE
Macmtabu ta raubuny npobsiemu. [{ns mokparieHHs epextuBHOCTI podotn HITY aktuBHO
BIIPOBAKYIOThCA HUQPOBI miuatdhopmu, 30kpeMa «Most kibepOe3neka», 110 CIPSIMOBaHI Ha
MiJBUIIEHHST 0013HAHOCTI HACEJCHHS MPO IMaXpachKi CXeMH B MECEH/Kepax, OaHKIBChKE
H1axpaicTBo Ta KibepBipycH.

ExcriepuMeHTanpHi MPOEKTH B3a€MOJIl 3 IpoMajchKicTio udepe3 Telegram-6otu s
CIOBIILEHHS MPO MIJO3PUIl peCypcH AEMOHCTPYIOTh HOBUH PIBEHb 3aJIy4EHHsI CyCIIUIbCTBA Y
npoTHaito Kibep3nouunawm [1, 2].

[Ipote, He3BaXkarOUM Ha aKTUBHI 3aXO/H, IsUTbHICTh KiOepHoJIilii yCKJIaHIOIOTh 3HAYH1
npobiemu. Ilo-mepmie, icHye KpuTH4YHa Hectadya KBamiikoBaHux QaxiBiiB y chepi
kibepOe3meku (puc. 2).

[nHamika BUNYCKHUKIB cneuianbHocTi 125 «Kibepbesneka Ta 3axucT iHdopmauii» (2020-2024, ouiHka)
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Puc.2. Jlunamixa eunycky gaxisyie 3 kibepoeznexu za 2020 — 2024 pp.
Torcepeno: [11-13]
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BucokoTexHosoriyHuil Xxapakrep Kibep3JI04MHHOCTI BUMArae mocTifHOro npogeciiftHoro
PO3BUTKY, ajie KaapoBuil nedinuT i BiaTik [T-cremianicTiB CyTTEBO 3HMKYIOTh ONEPATUBHICTD
1 gKicTh po3ciigyBaHb. [lo-npyre, TexHiuyHe 3a0e3MeueHHs 3aJUINAETHCS 3acTapuIUM 1 HE
BIJINIOBi/Iae PiBHIO Cy4acHHMX Kibep3arpos, IO YCKJIagHIoe (Qikcalilo Ta aHami3 nudpoBux
nokasiB. Ili ¢dakTopu pa3zoMm NpU3BOAATH JO TOrO, IO 3HAYHA YaCTUHA KPUMIHAIBHHX
npoBaKeHb 3a crarTsiMu 361-363 KpuminanbHOro kojekcy YKpaiHW HE JOXOOUTH 10
OOBHHYBAJIBbHUX BHPOKIB 4epe3 TPYAHOLI 13 30MpaHHSAM, 30€peKEeHHSIM Ta aJeKBaTHOIO
oIiHKO0 U pPoBUX JA0Ka3iB [3, 4].

[Ile oqHUM BUKIMKOM € HEOOX1IHICTh BJIOCKOHAJICHHS 3aKOHOaBYOi 0a3u Ta yHidikarii
CTaHJApTIB NPOBEAEHHS KiOEppo3caiayBaHb. BIICYTHICTh UITKUX 1 €JUHUX HOPM 30MpaHHS
JI0Ka31B y U (POBOMY CEPEIOBHUILI CTBOPIOE MPOrajJMHU Y KPUMIHAIBHOMY IIPOLIEC] 1 3HUXKYE
edeKTUBHICTh CyA0BOr0o po3risay. s momomanHs 1mux npobsem HamionaneHa modminis,
CHIBIOPALIOIOYM 3 HAYKOBUMH YCTaHOBAMHM, AaKTHBHO IMIpPAIlO€ HaJ pPO3POOKOI0 HOBHX
METOJIMYHUX PEKOMEHIAIId 1 CTaHAApTiB J0Ka30BOi 0a3W, IO BPaXxOBYKOTh OCOOJMBOCTI
kiOep3ounHiB [4].

BaxxnmuBoio CKIagoBOIO CHCTEMH MPOTUlI KiOEp3IOYMHHOCTI € Iu@poBa OCBiTa
HacesieHHs. [liaBuIIeHHs pi1BHSI 0013HaHOCTI TpoMaJisiH y cdepi KibepOe3neKku 103BOIs€ 3HAUHO
3HU3UTH PU3UKM MNOTPAIUIIHHA Yy macTku maxpais. Hamionampna momimis y 2023 poui
peanizyBajga MacmTaOHI iH(opMalliliHi KaMIaHii, copsMoBaHi Ha iH(GOPMYBaHHS HaCEJICHHS
PO THUIIOBI CXEMHU KiOCp3JIOUMHIIIB, TpaBuiIa OE3MEYHOi IOBEIIHKM B IHTEpHETI Ta
BUKOPHUCTAaHHSl CyYaCHUX 3aXHCHHX TexHojioriii. Oco0nMBO BaXXIMBOKW cTaja podoTra 3
Bpa3IMBUMHM KaTEropisMU HaceJIeHHs, K1 HailuacTille CTaloTh )KepTBaMu Ki0ep3s104nHiB [2].

Y wme:xkax nporpamu “Kibepririena” 3a mintpumku OBCE Buknanaui kadenpu
npoTHIT KiOep3IOUMHHOCTI XapKiBChKOTO HAIllOHAJbHOTO YHIBEPCUTETY BHYTPIIIHIX CIPaB
0epyThb aKTHBHY ydYacThb Yy MIATOTOBII TpeHepiB i3 mudpoBoi Oe3neku. [Ipoekt OyB
CIpSIMOBAaHUYM Ha MiIBHIIEHHS PiBHS 00I3HAHOCTI y cdepi KibepririeHu cepen KypcaHTiB i
CTYIEHTIB 3akiafiiB Buimoi ocBiTu cucreMu MBC. V¥V pamkax imimiatuBu mifg erinoro ObCE
Oyno miaroroiaeHo 0gu3bko 50 TpeHepiB 13 pI3HUX YHIBEPCHTETIB, po3pOOJIEHO HABYAIBHO -
METOJIMYHI MaTepiajy, a TAKOXK CTBOPEHO CITeIialli30BaHi HaBYaJIbHI KJIacH I MPOBEICHHS
3aHATH 13 KiOepririenn. 3okpema, Bukiagaui XHYBC npomyummucs n0 po3poOiieHHs
NpaKTUYHUX 3aHATh, IHTEPaKTHBHUX KeiiciB Ta HactiieHoi rpu  CyberAlias, mo
BUKOPHCTOBY€ETHCS Y HABYAJIBHOMY IPOIECi /Ui PO3BUTKY HAaBHUYOK O€3ME€YHOI MOBEHIHKH B
Mepexi.

TakuM 4YWUHOM, TMPOTHIIS KiOEP3JTOYMHHOCTI B YKpaiHi Mae OyTH HENepepBHO
KOMIUIEKCHOIO 1 BKIIOYaTH IIPAaBOOXOPOHHI 3aXOdu, TEXHIuHI 3aco0u, MDKHapoIHE
CHiBpOOITHHIITBO Ta TMPOCBITY CYyCHUIbCTBA. Bix ycmixy OopoThOM 3 KiOEp3JIOYMHHICTIO
3QJIKUTh MOXJIHMBICTE HamioHampHO! mOMimii 3rooM aJanTyBaTHCS 10 IIBHAKUX 3MiH
TEXHOJIOT'1H, 3a]Iy4aTH CIELIAJICTIB y rayry3i iH(opMaliiHUX TEXHOJOI'1H, CTBOPIOBATH THYYKI
MDKBIOMY1 MEXaHI3MH, @ TAKOX PO3BMBATH IPOAKTUBHI MIAX0AH 10 LU(POBOI Oe3MEKH.

HesBaxkatoun Ha 3HayHi ycmixu HamionanpHoi mominii Ykpainu y cdepi npoTtunmii
KiOep3JIOUMHHOCTI, AisIbHICTh i1 KiOepHiApO31iJiiB CYNPOBOKYETHCS HU3KOK CHCTEMHHX
po0JIeM, sIKi ICTOTHO OOMEXYIOTh €(pEeKTUBHICTH OOPOTHOU 3 HOBITHIMU BUKJIIMKamMu. OIHIEO
3 KJIFOUOBUX CKJIaJTHOCTEN € HecTaua KBaJlihiKOBaHUX KapiB. BUCOKOTEXHOIOTIUHUHN XapaKTep
Ki0ep3/10unHIB BUMarae ¢axiBIliB 13 TIMOOKMMHU 3HAHHSAMU B Taiy3i iH(opMaliifHoi 6e3mnexw,
nporpaMmyBaHHs, Kpunrorpadii, a Takok CydyacHUX METOMIB IU(poBOI KpuMiHANICTUKH. B
yMoBax BUCOKoro momuty Ha [T-cmemianicTiB y mpuBaTHOMY cekTopi, HarioHanbHa mOmitis
CTUKA€EThCA 13 MPOOJIEMOI0 YTpUMaHHS KBamipiKOBaHUX MPAIiBHHKIB, IO MPHU3BOIUTH /IO
nedinuTy nepcoHanty y KIFOUOBHX Hiaposainax [3, 4].
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[Ipobiiema kiGepOe3nekn 0co0IMBO aKTyalbHa B yMOBaX BIMHU, KOJIM BOPOXKI XaKEepPChKi
rpynu 3A1MCHIOITh Ki0epaTaku He JMILE Ha JAepKaBHI yCTaHOBU, a W Ha 3BUYAWHUX
KOpUCTYyBauiB. Y TaKii CUTyallil BAKJIMBO MAaTH aKTyaJlbH1 3HAHHS Ta IHCTPYMEHTH JIJISI 3aXUCTY
cebe Ta cBOiX OMM3bKHUX Y IU(POBOMY MPOCTOPI.

3 Meroro 3a0e3medeHHs HajiifHOro (QyHKIIOHYBaHHS KiOeprnpocropy B YKpaiHi
PO3p0o0IIeHO i 3aITPOBAKEHO KOMIUIEKC 3aKOHOJaBYMX aKTiB, CHPIMOBAHUX HA PETyTIOBAHHS
nuTaHb iHQopMmaliitHoi 0e3nexu. L{i HopMaTUBHO-TIPaBOBI JOKYMEHTH BU3HAYAIOTh SIK MIpaBa,
Tak 1 000B’S3KM TPOMAJISIH y BiAMOBIAHIN cdepi, CTBOPIOIOYH MPABOBY OCHOBY JUJISL 3aXHCTY
iH(pOpMaIITHUX CUCTEM, IEPCOHANBHUX JTAHUX Ta IHIINX KPUTHYHO BXIIMBUX pecypciB. Kpim
TOr'0, 3aKOHOJABCTBO Iepedauvae BIAMOBIIAJIBHICTh 3a MOPYIIEHHS BUMOI 1H(pOpMaIiiiHoi
Oe3nexu.

3akoH Ykpainu «Ilpo Hamionansny nouiniro» 2015 poky HajgaB IpaBOOXOPOHHUM
OpraHaM pO3IIUPEHI MOBHOBAXKEHHS AJISI CTBOPEHHS Ta BUKOPUCTAaHHA 1H(opMauiiHux 6a3
nanux. [Ipore, 3 orysimy Ha YHCIIEHHI NepeBaru IUX TEXHOJOTiH, Clifi BHU3HATH, LIO MpPU
HECaHKI[IOHOBAHOMY iX BUKOpPHCTaHHI (0€3 JOTpUMAaHHS BUMOT 3aKOHY), 1€ MOKE MPU3BECTU
JI0 CepilO3HUX HACIIJIKIB.

Joctyn 10 mepcoHabHUX AaHUX 0€3 HaJIeKHUX MOBHOBAXKEHb, 3aKOHHOI MIJICTaBH YU
OOIPYHTOBAHOI METH — MOLIMPEHOK € MPAKTUKA, KOJIM IMPALIBHUKM HIAPO3AUIIB IPOTHIIT
HapPKO3JOYMHHOCTI MAaCOBO BUTPEOOBYIOTh 3 MEIUYHUX 3aKjIaaiB iH(OpMaIlito mpo ocid, sKi
cToATh Ha 00JiiKy. CyCrmisIbCTBO A0CI HE OTPUMAJIO YITKOI BIAMOBIAI 1100 PABOBUX MiCTaB
JUTst 300py 1H(pOpPMAIIIT PO 310POB'S JIIOJIMHHU, IKa HE BUMHUIIA ITPABOIOPYIIICHb.

OO6pobka  Bimeo3zamwciB 13  HArpygIHUX KaMmep TMONIINEHChKUX Ta  CHUCTEM
BiJleOCIIOCTEpEKEHHA — 301p, mocTyn, (opmyBaHHS 0a3 Ta MOPAOOK 30epiraHHs TakKoi
iH(popMaIii 3aMMIIAIOTECA HEBPEryJboBaHMMH. YacTo Bifeo3amnucu 3 Kamep 3’ SBISIOThCS B
IaTepHeTi 6€3 TOTpUMaHHS 3aKOHOAABCTBA PO 3aXUCT MEPCOHATBHUX JaHUX.

BincyTHicTh HaneXHOI TONITUKA O€3MeKH TMEePCOHANbHUX JaHUX — Oarato
PO3MOPSITHUKIB JAHUX HE PO3POOIISIOTH Ta HE MPUHMAIOTh BHYTPIIIHIX HOPMATHBHO -ITPABOBHUX
aKTIB, III0 PEr'YITIOI0Th 3aXKUCT 310paHUX EPCOHATBHUX JaHUX.

HenoctatHbo mpo3ope ympaBiiHHS Y cepl 3aXUCTy AaHUX — MDKHApPOAH1 CTaHIApPTH
nependavyaroTh, 10 CYCHiJIHCTBO Ma€ MpaBO 3HATH, SIKI came JaHi 30MparoOThCsA, YMOBH iX
30epiraHHg Ta TOPSIOK 3HUIIEHHS. Y OumbmiocTi BUMankiB iHdopmaris, mo 30upaeTses i
BUKOPHUCTOBYEThCS MOJIILIEI0, HE apXIBYeThCs y (hopMaTax, sKl 3a0e3NeuyroTh HaJISKHUN
piBeHb Oe3MeKH Ta KOH(DIAEHIIIHOCTI, 1 He BEAEThCS HAJISKH UM 00JIIK.

Curtyaris i3 3aXMCTOM JaHHMX BHUMAarae BJOCKOHAJIEHHS MOJITUKH O€3MeKH Ta PO3BUTKY
3aKOHOJAaBYUX MEXaHI3MiB JJIs IPO30POro yIPaBiIiHHS NEPCOHAILHUMU TaHUMHU.

Otxe, cyuacHUil CBIT 3MiHIOETHCS. ILlOpOKY 3JI0BMUCHHKM BUTaAyIOTh HOBI, paHille
HEBIJIOM1 CIIOCOOM Ta CTpATerii JJIs1 CKOEHHS 3JI0YMHIB y cepi iHPOopMAIIHHIX TEXHOJIOTIH.
OCKUIBKH 11€ BIZHOCHO HOBA Tajy3b, YaCTO BUHUKAIOTh CHUTYaIlli, KOJM HOBI MOHATTSA, Mii B
IHTEpHET1 TOMIO 1€ HE MAalTh 3aKOHOAABYOTO MIAIPYHTA. MDKHApPOIHI KOHBEHIII]
HaMararThCs MaKCHMaJIbHO IIBHJIKO pearyBaTd Ha Il BHKJIMKH, MO0 yCi KpaiHu, M0
paTrdiKyBaiM Taki KOHBEHIIii, MaJX OCHOBY JJIsl CTBOPEHHsS BJIACHUX 3aKOHIB y I[ii HOBiH
cdepi. HesBaxkaroun Ha MOCTIiHI BUKIMKK Ta KidepaTtaku 3 OOKy Bopora, YKpaiHa akTHBHO
po3po0sie 3aKOHOAABYl aKTH (3aKOHHM, KOHBEHLII Touio) ans perymoBanHa [T-cdepw,
0CO0JMBO B yMOBaxX IIPAaBOBOT'O PEXKHUMY BOEHHOTO CTaHy. BaJIMBO BiI3HAYWTH, IO
pearyBaHHsI 4acTo BiJIOYBa€ThCS Maike MHUTTEBO, 3aBJISKH YOMY 3aKOHOZABEIb YCKJIAIHIOE
MOXJIUBICTh TOBTOPHOTO CKOEHHS 3JI0YMHY TUM CAMUM CII0COOOM.

s MOHITOpUHTY KiOepiHmuIeHTIB cTBopeHo muatdopmy Splunk Enterprise Security
(ES), sixa 3a0e3neuye meHTpaTi30BaHMA 301p, aHAII3 Ta KOPEJALII0 MOAId y pealbHOMY Yaci.
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BoHa BHKOpHCTOBYE INTYYHHH IHTEJIEKT Ta MallMHHE HAaBYaHHS /ISl BUSBJICHHS 3arpos,
aBTOMaTHu3allli pearyBaHHs Ta ymnpasiiHHSA pusukamu. Splunk ES iHTerpyetbhcs 3 pizHUMHU
JUKepesnaMu JTaHUX, TAKUMHU SIK MepexeBuil Tpadik, *KypHalu MoAill Ta MOBEAIHKOBHUI aHai3,
10 JT03BOJISIE MIBUAKO 1ICHTH(IKYBaTH aHOMAJIii, TOB'sA3aH1 3 KiOepaTakamMu, Ta TiepeIaBaTH ixX
710 BIATIOBIIHUX KOMaH/ pearyBaHHs.

[Ile onmHi€0 CEpHO3HOIO TMEPEIIKOIO € TexXHiuHe 3abe3meueHHs. Ha cborosmHi
oOJlaJlHaHHS Ta TMporpamMHe 3a0e3MevyeHHs, II0 BHKOPHUCTOBYEThCs B JlemapTameHTi
ki0eprominii, yacto 3acrapini abo He BIAMOBIIaI0OTh HOBITHIM cTaHAapTaM kibepoOesmeku. Lle
YCKJIaJHIOE OIepaTHBHE BUSBJICHHS Ta (ikcamiro MuGPOBUX [0Ka3iB, a TaKOXK 3HIDKYE
MIBUJKICTh pearyBaHHs Ha CKJIQJHI KiOepaTakH, sKi MOCTIHHO €BOJIOLIOHYIOTh 1 HAOMPAIOThH
HOBUX (popM. BiCyTHICTh Cy4acHHMX aHaJITUYHMX IHCTPYMEHTIB Ta CUCTEM aBTOMAaTHYHOI'O
BUSBIICHHSI KiOep3arpo3 0OMexXye MOKJIMBOCTI JIJIs1 CBOEYACHOI'O OJIOKYBaHHs aTak. [3]

KpiM 115010, OJTHUM 13 CYyTTEBUX BUKJIMKIB € HECTa4a YHi1(pIKOBAHUX CTAHIAPTIB 1 METOIUK
300py, 30epeKEHHS Ta aHATI3y HH(POBUX JOKA3IB, 1110 MPU3BOAUTH 10 MPOOJIEM i3 I0Ka30B OO
0a3010 y KpUMiHaJbHUX TpoBaDKeHHsX. CkimagHicTh KiOep3iaouwHiB 1 cnenudika
iH(pOpMaLIHHUX TEXHOJOri BHUMAararThb JETAJbHOTO 1 IMOCHIJOBHOTO MIAXOAY 10
nporecyanbHuX Aii. Ha mpakTuili, HeIOCKOHATIICTh 3aKOHOAABCTBA Ta BIJCYTHICTh €IMHHX
MPOTOKOJMIB YCKIQAHIOIOTH POOOTY CIIIUHX, Yepe3 1o 6arato mpoBaKeHb 3a CTaTTsAMU 361 —
363 KKY He goxomsaTh 10 OOBHHYBaJbHUX BHUPOKIB. lle migpuBae noBipy 10 CHCTEMHU
MPaBOCYIS 1 CTUMYJIIOE 3JIOYMHIIIB /10 HOBHX aTak [4].

Takox OoKpeMo HeOOXiIHO BUALIMTH BUKOpUCTaHHS [T TeXHOJOrH HApKO3JOYUHIISIMH.
CyuacHl TEXHOJOril J03BOJISIOTh HE3aKOHHO MpUAOAaTH HApPKOTHKU AMCTaHIIiHO. Pexmama
«HapKOMarasuHiB» IMONIMPIOETHCSA Ha CTiHAaX Oy/iBelb, 3yNUHKaX, 4epe3 1HTepHET-caiiTu Ta
mecenkepu (Telegram). Y mecenakepax CTBOPIOIOTHCS KaHAJU JIJIs TPOJAXKy HAPKOTHUKIB, J1€
nyOmiKyOThCs 1HGOpMALlis PO TOBap, IIiHW, a TaKOX BEAYThbCA YaTH IS CHUIKYyBaHHS
MOKYMI[IB 1 MpamiBHUKIB. [Ipu 1IbOMy KIII€HT Ta MpoJaBellb HE 3HAIOTh OJUH OJHOTO Ta HE
3yCTpivaloThCcsl 1100 TMepeaaTH TOBap Ta OTPUMATH 3a Hboro rpomi. [IpomaBens moxe
3HaXOAMTHCA B OAHIN KpaiHi UM perioHi, a 30yT BinOyBaTHCs B IHIIOMY.

OxpiM TOro, O B CydyacHHMX yMoOBaxX 30yT HAapKOTHKIB BiOyBaeTbca 0e3 (i3MUHOTO
KOHTaKTy MDK TIPOJABIEM Ta IIOKYIIEM, HApKO3JOBMHUCHHKH Ta iX «KJIIEHTH» TEX
BUKOPHUCTOBYIOTh P13HI Cy4acHI METO/IU IPUXOBYBAHHS IX IPUYETHOCTI 10 HE3aKOHHOI0 30yTy
HAapKOTHYHHX 32C001B, ICUXOTPONMHUX PEYOBHUH ab0 iX aHAJIOTIB uepe3 Mepexy [HTepHerT.

3 BIPOBAKEHHSIM LITYYHOT'O IHTEIEKTY y Pi3HI CHEpH KUTTS 3pOCTAIOTh 1 BUKIMKH JUIS
kibepOesneku. Y ¢axiBiiB 3 kibepOe3nekun BUHUKAE Jefami OiNibllle 3aHEMOKOEHB, II0JI0
MOKJIMBOCTI BUKOPUCTaHHS XaKEPCKUMHU YIPYIyBaHHSIMH MOTEHLIady IITYYHOTO 1HTENEKTY
JUIA TpoBeAeHHs Kibepatak. Xoya KpaiHM MOCTYNOBO PO3POOJSIOTH 3aKOHH, HEIIOAaBHI
1HIIATUBY, Takl K 3akoH €Bponeiicbkoro Coro3y Npo IITYYHHUH IHTEIEKT, CB1IYATh PO
3pocTaioue BU3HAHHS HEOOXITHOCTI PEryisaTOpPHOro Harjasay. TeMmIu TeXHOIOri4HOro
PO3BUTKY BHIIEPEIHKAIOTh PErYISTOPHI 3aX0H, 3MYIIYIOUH OpraHi3allii caMOCTIHHO O0poTHCS
3 pusukamu III.

HemronaBui araku Ha (piHAHCOBI YCTAaHOBH Ta BEJIMKI KOMIIAHIi MMOKa3ylOTh, M0 XaKepu
3aCTOCOBYIOTh TE€HEpPATUBHI MOJENI IS MAacOBOIO CTBOPCHHS IIKIJIJIMBUX CKPHIITIB,
ABTOMAaTH30BAaHOT'O BBEJCHHS KOMaHJ y CHCTEMH Ta HaBiTh U1 MiAPOOKH TrojocoBUX abo
B1JICOMOBITOMJICHb KEPIBHUKIB 3 METOIO MIaXpalChKUX TPaH3AKITIH.

Jlis mpaBOOXOPOHHUX OpPraHiB II€ CTBOPIOE MOJABIHHUN BUKIMK: 3 OJHOrO OOKY,
HEoOXimHO BrpoBamkyBaTH BiacHi IlI-cucremMu miiss mporHO3yBaHHS 3arpo3 1 MPOTUALL
KiO€P3JI0YMHHOCTI; 3 1HIIIOTO — BiJICYTHICTh YITKUX HOPM II0/10 300py, 00poOKH Ta 30epiraHHs
JAaHUX MOXKE IIPU3BECTH J10 MOPYIICHHS MPpaB TpoMasiH. Hanpukiaa, aBToOMaTH30BaHUN aHai3
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TpadiKy IHTEPHET-KOPUCTYBaviB 200 BiI€OCHOCTEpEKEHHS 0€3 HaJC)KHUX MPABOBUX IT1/ICTAB
MOJK€ CTaTH J)KEPEJIOM BUTOKIB a00 3JI0BKUBAHb.

Bapro 3a3naumTH, mo mpoOieMa KOOpAWHAII MIDKBIZOMYOI B3aEMOIIl TaKOX
3aNMIIAETHCS akTyanbHOW0. EdexkTnBHA mpoTuais kibep3arpo3aM BHMAara€ TiCHOI CHiBIpalli
MK TPaBOOXOPOHHHMH OpraHaMH, OpraHaMH Jep)KaBHOI BIaJW, NMPHUBATHHM CEKTOPOM i
MDKHApOJHUMU NapTHepaMu. HeBiamoBiiHICTh poiieAyp 0OMiHY 1H(POPMAIIIEO 1 3aTPUMKH Y
pearyBaHHI Ha KiOCpIHIIMACHTH MPU3BOMATH O BTPATH 4Yacy, IO MOXKE MaTH KPUTHYHI
HACJIIJIKK B yMOBaX 3arocTpeHHs Kidepsarpos [2, 3].

Hapemti, BUKITUKOM 3aJMIIAE€THCS HEAOCTATHS MOiH(OPMOBAHICTh HMIMPOKOTO 3araiy
HAaceJeHHs Npo OCHOBH KibepOesneku. be3 HamexHoi HUPPOBOI OCBITH T'pOMAITHH
3aJMIIAIOTHCS] BPA3JIMBUMH J10 YHCICHHUX IIAXPAHChKUX CXEM 1 aTak, IO aKTUBI3YIOTHCS y
Nepilod COLIaJIbHOI HAaNpyrd 4M BOEHHMX KOHQIKTIB. 3ycuiiss HamioHanbHOI mouimii 3
iHQOpMYyBaHHS HAcelleHHS € BaXKJIMBUMH, IPOTE€ BOHH MOTPEOYIOTh CHCTEMaTHYHOTO
PO3IIMPEHHS Ta MiATPUMKH Ha Jep)KaBHOMY piBHI [2].

[TydHuii 1HTENEKT CTaB II€ OJHHUM BaXXJIMBUM €JEMEHTOM KibepOe3meku,
3a6e3MedyI0un BUABJICHHS 3arPO3 y PEXKUMI PealbHOro yacy. Moro alropuT™Mu aHami3yloTh
MOBEAIHKY KOPHCTYBAadiB 1 MPHUCTPOiB, BU3HAYAIOTh aHOMAaJii y MepexeBoMmy Tpadiky Ta
1IeHTU (PIKYIOTh WIKIJJIMBE MporpaMue 3abe3nedenHs. Hai6uipm ninHoro € 3aatHicts LI no
ABTOMAaTUYHOI'0 pearyBaHHA — OJOKYBaHHSA 3arpo3 0Oe3 BTpydYaHHs JIIOJUWHU, HI0 3HAYHO
CKOpouye dYac pearyBaHHsS. MalMHHEe HaBYaHHS JO3BOJSE CHUCTEMaM  MOCTIHHO
BJIOCKOHATIOBATHCSI, aJaNTyIO4YHCh J0 HOBUX CIICHapiiB artak. Lle ocoOnuBO BakIMBO ISt
KPUTUYHOI iHQPACTPYKTYpH, A€ KOXKHA CEKYH/a 3aTPHUMKH Y BHSBIICHHI 3arpo3d MOXKE MAaTH
CEepiO3H1 HACITIIKH.

HonatkoBuM KommnoHeHToM Kibep3axucty € HaBuaHHd HATO Locked Shields —
HaWOLIbIIIE y CBITI MOJICITIOBAHHS KiOepaTak, 1110 npoBoauThcs B Ectonii. ITix yac 1iux HaBYaHb
MDKHApPOIHI KOMAaHIU BIANPAIbOBYIOTh 3aXHCT KPUTHUYHOI 1H(GPACTPYKTYPH Bil MaCOBAaHUX
aTak, CHUMYJIOIOYH CI[eHapii, MmoJiOHiI 10 pealbHUX 3arpo3. YYacHUKH MOBUHHI IIBHIKO
iIeHTu(iKyBaTH Ta HEWUTpali3yBaTh aTaKd Ha EHEProcucreMu, (piHaHCOBI YCTaHOBU Ta
tenekomyHikanii. Locked Shields Ttakox mokpamnlye KoOpIMHAII0O MK COIO3HUKAMU,
JTO3BOJISIIOYN OOMIHIOBATUCS HAMKpaIlMMU MpakTUKaMH Yy cdepi kibepOe3neku.

MikHapoaHi iHIIIaTHBU 3 MPOTHIIl Kideparakam BKIrouaroTh mporpamy CyberEast —
[Iporpama, mo peanizyeTbcsi Pamoro €Bpomwu, crpusie MOMIMIIEHHIO KiOEpCTIMKOCTI Ta
pearyBaHHs OpraHiB KpUMIHaJbHOro IpaBocyans B KpaiHax CxigHoro IlaptHepctBa Ta
30CcepePKeHa Ha JIBOX KIIIOYOBHX CKJanoBuX. [lepia — e po3poOka TeXHIYHUX MEXaHi3MIB Ta
MEXaHi3MiB CITiBITpalli, 110 MiABUIIYIOTh KiOepOe3neKky Ta TOTOBHICTh J0 KibepaTak, a Apyra —
MOBHE BIPOBA/KCHHS €EKTUBHOI CHCTEMH 00pOTHOU 3 KiOep3mouuHHicTIO. [5].

VYecini npobiemu cBiiyaTh NPo HEOOXIAHICTh KOMILIIEKCHOTIO peOpMyBaHHS MIJXO/1B 10
kiOepOe3nekn B YKpaiHi, 0 Ma€ BKJIIOYATH MOJEPHI3aIII0 TEXHIYHOI 0a3u, MiABUIICHHS
KBamidikamii KaJapiB, YJOCKOHAJICHHS 3aKOHOJABCTBA, a TAaKOX AaKTHBHE 3aJly4CHHS
I'POMaICBKOCTI 10 GOpMYBaHHS KyJbTypH HHPPoBOi Oe3meku. TiabKKW TaK MOXHA CTBOPHTH
eeKTHUBHY CHUCTEMY MPOTHAIl KiOEP3JIOYMHHOCTI, KA BIAMOBIIaTHME Cy4acCHUM 3arpo3am i
CHpUsITUME 3MIITHEHHIO HallioHaJbHOT Oe3neku [3, 4].

CyuacHa Ki0ep3/I04MHHICTh € HaJA3BUYalHO JTUHAMIYHUM 1 OaraTorpaHHUM SIBUIIEM, 110
CYTTEBO 3aroCTPIOETHCA MiJ BIUIMBOM SIK TE€XHOJIOTTYHOTO MPOrpecy, Tak 1 IeonoJiTHYHUX
BUKIJIMKIB, 30KpeMa BiifHU B Y KpaiHi. 37I04MHIII BCE YacTille BUKOPUCTOBYIOTh CKJIa/IHI METOAM,
30KpeMa (DIIIMHT, COIMialbHY IHXEHEpilo, MKIIMBE MporpamMHe 3a0e3MeueHHs 1 ITyYHUH
IHTENeKT, IS JOCATHEHHsS CBOIX I[iJIed, 110 HETaTHMBHO BIUIMBAae Ha OE3MEKy JepXaBH,
eKOHOMIKY Ta TIICHXOJOTiYHMHA cTaH cycniaberBa. Oco0iauBy HeEOE3MeKy CTaHOBISATH
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kibepaTaku Ha KpUTUYHY I1H(QPacTpyKTypy, fKi HiApuBaIOTh (yHIaMeHTanbHI chepu
KUTTEAISUIBHOCTI KpaiHM, a TaKoXX 3acTocyBaHHs TexHousoriii deepfake nns indopmaniiinoi
Biitnum [1, 3, 4].

Jns mpotumii muM 3arpo3am HarmionansHa momimis YKpainu, 30kpema JlemaprameHT
KiOepromimii, aKTHBHO 3aCTOCOBYE CyYacHI TEXHOJOTii MOHITOPUHTY, PO3CIiIyBaHHS Ta
MDKHApOIHOI CHiBOpalli. YCHIlIHI omnepamii 3 MPUIHHEHHS [isSJIBHOCTI OpraHi3oBaHUX
3JI0YMHHUX TpyI, BUKopuctanHs Meroais OSINT, BnpoBamkeHHs iHGOpMALIHHUX KaMIaHiH
Ta B3a€EMOJIi1 3 T'POMAJCHKICTIO udepe3 HUQPOBI MIarhopMu € HpuKiIagamMu e(peKTHUBHOT O
pearyBaHHs. [IpoTe iCHYIOTh CYTTEBI BUKJIHMKH, TMOB’s3aHI 3 aediluTOoM KBasigiKOoBaHUX
¢axiBIiB, 3aCTapiIUM TEXHIYHUM 3a0€3MEUCHHAM Ta HEAOCKOHAIIICTIO 3aKOHOIaBYO1 0a3u, 110
yCKIIaiHIOE (iKcallio Ta CyJJ0BE PO3IIIAaHHS KiOep3aounHiB [2-4].

JlenmapramMeHTOM KiOeproJilii 3apeecTpoBaHo 2,5 TUC. KIOEP3JI0UHHIB, IOB1IOMIIEHO ITPO
nigo3py 1,7 Tuc. ocobaMm y BUMHEHHI 3,5 THC. KpUMIHAJIBLHUX MPaBOIOPYIIEHb, 3aKiHUYECHO
JOoCyoBe po3ciinyBaHHs 1o 4,4 TUC. KpPUMiHAJIbHUM IPABOMOPYIIEHHSM, a CKEPOBAHO 10
Cyay 3 OOBHHYBAJIbHUM aKTOM MOHAJ 4 THC. cripaB. [loTepninum 3a0e3neueHo BiAIIKOyBaHHS
noHax 168,6 wiuH TpH, MmO CcTaHOBUTH 42,5% BiI 3aBHaHUX KpUMIHATBHUMHU
npaBoONOpYyIIEeHHAME 30U TKIB [9].

Crin 3ayBa)KuTH, 1110 3a 4yac J1i BOEHHOI'O CTaHY 3JIOBMHUCHUKH I1JUIAIITOBYBAIMCS I
TPEHIU CYCHIIbCTBA, TOMY HaOynM TMOIIMPEHHS 3aBOJOAIHHS KOIUTAMHU TPOMAISH IiJ
BHUIJISIZIOM HAJaHHS TOCIYT 3 O(QOpPMJICHHS JAOKYMEHTIB JJIsi YOJIOBIKIB IPU30BHOIO BIKY,
HE3aKOHHOI'0 TEPETUHY KOPJAOHY, IIaxpaicTBa, IOB’SA3aHI 13 TOPriBJIC0 BiCHBKOBOTO
CIIOPS/DKEHHS Ta HAJaHHSM BOJIOHTEPCHKOI JTOIOMOTH, OPEHAM KBAapPTHP Ui BHYTPIIIHHO
nepeMilieHnx ocio, ix mepeBe3eHb B O€3MeUH1 PerioHH.

3aranom, y 3a3HadeHidl cdepi, MOMIelchki OrojJoCHIn Ipo mifo3py Oumbiie Hibx 700
ocobaM, 620 mPaBOOXOPOHIII BPYYHIM OOBHHYBalbHI aKTH Y BUYMHEHHI KpUMiHAJIbHUX
npaBonopymieHs. Okpema yBara minpo3ainis JKII cnpsMoByBanvcs Ha MPOTUIII0 HAHOUTBII
MOLIMPEHUM Pi3HOBHIaM IIAXPaiCcTB — JA3BIHKAM BiJl iMEHI MpaIiBHUKIB OAaHKIBCHKUX YCTAaHOB
Ta QimuHTy. 3aBISKH MOCHIAOBHIN criBpani 3 gaxiBusamu HarionansHoro 0anky Ykpainu Ta
Hepxcrnen3s’sizky, y 2024 pori 0OMEXKEHO JOCTYN JO0 JTOMEHHHUX IMEH, SIKi 3JJOBMUCHUKH
MacoBO BHKOPHCTOBYBaJHM Yy WPOTHIIPABHIA IisSJIBHOCTI, Yy TOMY YHCHI JUIS CTBOPCHHS
(IIMHTOBUX MOCUJIAHb.

CrinbHO 3 1HO3EMHUMU KOJIEraMH YKpaiHChKI OJMILENChKI 1HIII0BAIN Ta 3a0e31e4nin
y4acTb y HpOBEACHHI 17 MDKHApOJHMX MONILNEHChbKUX omepauid. Y pesyapTaTi 0yIio
HeHTpani30BaHO 3arpo3y 3 OOKy KIIbKOX MOTYXHHUX XaKepCbKUX 00’€IHaHb, 3JTO0YHMHHA
TISTTBHICTB SIKMX OXOIUTIOBAJIa KpaiHU YChOTO CBITY.

OCHOBHI KUJIBKICHI TTOKa3HUKHU JIsJILHOCTI MiAPO31IiB KiOepmodimii YKkpaiHu, a Takox
JaHl O0JI0 MIaXpaiCcTBa, COPSIMOBAHOIO Ha JIEpKaBHI PECypcH B YMOBAaX BOEHHOI'O CTaHY
HaBeCHO y Tabu. 1-2.

Tabauys 1
OCHOBHI KiJIBKICHI NOKA3HMKM TisVIBHOCTI MiApo3aiiiB KidepnoJinii Ykpainu 3a 2023 —
2024 poku
IToxaznuk Kinbkicth
3apeecTpoBaHO KiOEp3IOUHHIB 2 500
[oBiOMIICHO TIPO MiN03py 0cobam 1700
KpuMiHabHHX ITPpaBOIIOpYIEHb (3a Mi103paMu) 3500
3akiHYeHO J0CYI0BE PO3CIIiTyBaHHS 4 400

318



KIBEPDB E3 [TEKA: OCBITa, Hayka, TexHika Ne 3 (31), 2025

CYBER;DSUCEA%H’SC!M :TECHMQUE ISSN 2663 ) 4023

CKepoBaHoO 110 Cyly 3 OOBUHYB&JIHHUM aKTOM (HE 4 000
MEHIIIE)
BinmkomoBaHo moTepriiiuM (MITH TPH) 168.6
Yacrka Bijg 3aranpHOi mkoaw (%) 42.5
OpieHtoBHa 3arajbHa IKoAa (MJIH  TpH, 396.7
PO3PaXyHOK)
Tabnuysa 2
IIlaxpaiicTBa, NOB'sI3aHi 3 BOECHHUM CTAHOM
[ToxazHuK KinbkicTh
OrononreHo npo migo3py (BOEHHUH CTaH, 700
I1axpancTBa)
Bpyueni 0OBUHYBaIbHI aKTH (BOEHHHI CTaH, 620
I1axpancTaa)

BUCHOBKHU TA IEPCIIEKTUBH ITOJAJBIINX JOCIIIKEHD

VY cydyacHHX yMOBax KiO€p3JOYMHHICTh CTaja OJHUM 13 HalHEOE3MEeUHIINX BUKIIHUKIB
HalllOHAJBHIN Oe3meni YKpaiHu. 3J0YMHIN Jenaii aKTUBHIIIE BUKOPHUCTOBYIOTH (DIIIMHT,
comianpHy iHxkeHepito, mkianmuse 13, VolP, deepfake-Texnonorii Ta mTydyHHii iIHTENEKT, 1110
MTOCHJTIOE MacITaOu aTak Ta ixHii BIumB. Oco0JMBO HEOE3IEUHUMH € Ki0epaTaku Ha KpUTHIHY
1H(PaCTPYKTYPY, AK1 y HO€JHAHHI 3 iHpOpMaILITHUMU BIUTUBAMH (OPMYIOTh MOpPHAHY 3arpo3y
B YMOBAaXx BilfHHU.

HamionanpHa momimist Ykpainu, 3okpema JlemapraMeHT Kibepromiilii, Bigirpae KiIr04oBy
ponb y cucremi kibep3axucty. Bukopucranus meronis OSINT, mikHapomna cmiBmparts,
1 poBi mIaThopMu I B3a€MO/IIT 3 HACEIIEHHSM 1 iHPOpMaIliiiHi KaMIaHii — BCe 11 CIpUsie
HiABUIICHHIO e(heKTUBHOCTI 00opoThOM 3 kiOepsnmoumHHicTIO. [IpoTe HasBHI mpobiiemMu —
nedinuT KaapiB, 3acrapija TEXHIKa, HEJOCKOHAJE 3aKOHOJABCTBO Ta cia0ka mudposa
00i3HaHICTh HACEJIEHHS — CTPUMYIOTh ofanbInuii nporpec [10].

Jnsa edexkTuBHOT MpoTHAll KiOEp3TOYMHHOCTI HEOOXITHO BIPOBAAUTH KOMILIEKCHHIM
Hi/IX1]1: MOJIEPHI3YBATH TEXHIUHY 0a3y KiOepHiapo31iiB, BIOCKOHAIUTH HOPMAaTUBHO -IIPAaBOBY
0a3y, yHi(piKyBaTH METOIMKU PO3CIiAyBaHb, MOKPALMTH MiATOTOBKY KaJpiB Ta PO3BUBATH
nu(poBy MPOCBITY HAcelIeHHs. BaxiuMBuUMHU 3ainMInaOTbCd MDKHApoOJHA CIIBOpals Ta
MDKBiJIOMYa KOOpJWHAaIlisg. PO3BUTOK TEXHOJIOTIH, mupoBi3allis CyCliIbcTBa Ta 3aJICKHICTh
Bi KiOepiH(ppacTpyKTypu CTBOPHJIM HOBI BUKIMKM I Oe3neku kpaiH. Kibepataku cramu
MOTYXHUM IHCTPYMEHTOM THCKY, caboTaxky Ta Jecradimizalii, 103BOJISI0YH BIUIMBATH HAa I
KpaiHu Oe3 mnepeTHHY (I3UYHMX KOPAOHIB. Y CBITI, A€ LM(POBa 3alEKHICTh 3pPOCTaE,
kibepOe3neka Mae CTaTH MPIOPUTETOM JUIsl KOKHOI KpaiHu. IlocuiieHHs iH(ppacTpyKTypH,
MDKHapoJHa criBopaus B cdepi kidep3axucTy Ta LuppoBa OCBITa TPOMaJIH JOIOMOXKYThb
3armo0irTy MaOyTHIM KaTacTpodam.

['onoBHUM BUKIMKOM JUIA Oyab-iKO1 KpaiHM € HE JIMIIEe pearyBaHHsS Ha aTakd, a i
CTBOPCHHSI CTIMKHMX CHCTeM KiOep3axucTy. VYKpaiHa, 3iTKHYBIIMCh 3 IOCTIHHUMH
KIOepIpPOTUCTOSIHHAMM, IMPOJEMOHCTPYBaja Ba}JIMBICTh MDKHApPOJIHOI MIATPUMKHA B LK
00poTh0i. Jlumie 3a yMOBU CKOOPAMHOBAHUX 3YCHJIb JAEp)KaBH, MPAaBOOXOPOHHUX OpPraHiB,
CyCHiJbCcTBa Ta Oi3HECY MO)KHA CTBOPUTH e(EeKTUBHY cuUcCTeMy KibepOesneku, 37aTHY
MPOTHCTOSATH Cy4acHUM LU(PPOBUM 3arpo3aM 1 3a0e3MeUuTH HaIliOHAIBHY CTIHKICTh Y
U (ppPOBOMY CEpPEIOBHIIIL.

[Momanpuii JoCHiDKEHHS MaloTh OyTH COpSIMOBaHI Ha PO3POOJIEHHS 1HTErPOBAHOI
CUCTEeMHU TpoTufii Kibep3arpo3aMm, sKa IIO€JHAE TPABOBi, OpraHizamiiHi Ta TEXHIYHI

319



KIBEPDB E3 [TEKA: OCBITa, Hayka, TexHika Ne 3 (31), 2025

CYBERSECURITY: ISSN 2663 - 4023

EDUCATION, SCIENCE, TECHNIQUE

iHCTpyMeHTH. [lepiioueproBuM 3aBAaHHSM € BJIOCKOHAJIEHHS HOPMaTUBHO-IIPaBOBOI 0a3u y
cdepi kibepbe3neku Ta po3poOJIeHHS €MHUX CTaHIaPTIB pearyBaHHs Ha KIOEpIHIUIEHTH, LI0
JTO3BOJIUTH 3a0€3MEeYUTH y3TOKEHICTh il MIXK Iep)KaBHUMH OpraHaMHU, IPaBOOXOPOHIISIMHU Ta
IPUBATHUM CEKTOPOM.

[lepcrieKTUBHUM HAINpsIMOM € BIIPOBA/DKCHHS 1HTENEKTyalbHUX TEXHOJIOTIH aHami3zy
naHux, mryqHoro intenekty ta OSINT-meToxiB muist paHHBOrO BUsIBIEHHS KiOep3arpos. Lle
JI03BOJIUTH TIEPEUTH BiJl pearyBaHHs 0 MPEBEHTHBHUX 3aX0/[iB, 30KpeMa MPOTHO3YBaHHS aTaK
Ha KpUTHYHY iHPpacTpykTypy. BogHodac morpedye yBaru miaroToBka BUCOKOKBaI(hiKOBAaHMX
KaJ[piB Ta CTBOPEHHS CUCTeMH Oe3nepepBHOI KibepocBiTu A4 ¢daxiBiiB HamioHanbHOT momimii.

MaiiGyTHi HayKOBi PO3BiIKM MOBHHHI OyTH CIPSMOBaHI Ha MOCHJICHHS M1XHAapOJIHOTO
criBpoOiTHULTBA Yy cdepl Kidep3axucTy, po3poOJIeHHS CHUIBHMX CTaHIapTiB OOMIHY
M(pPOBUMHU JJOKa3aMU Ta yJOCKOHAJIEHHS MEXaHI3MIB KOOpAMHALIl MIX IPaBOOXOPOHHUMHU
CTPYKTypaMH pi3HUX KpaiH. KoMIuiekcHa pearizaliis X HaIpsMiB CHPUATHME M1ABHILEHHIO
cTifikocTi YKpaiHu 10 CydacHUX Kibep3arpos.
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MODERN CHALLENGES OF CYBERCRIME AND THE ROLE OF THE
NATIONAL POLICE OF UKRAINE IN OVERCOMING THEM

Abstract. The article examines the modern challenges of cybercrime in the conditions of
digitalization and martial law in Ukraine. The main threats are identified, such as phishing, social
engineering, attacks on critical infrastructure, and deepfake technologies. The role of the
National Police of Ukraine in countering cyber threats is analyzed, including the work of cyber
units, the use of OSINT technologies, digital platforms, and information campaigns. The main
problems are defined: staff shortage, outdated technical equipment, and the lack of unified
methods. Finally, ways to improve the cybersecurity system are proposed. Additional challenges
faced by law enforcement officers are considered, as well as the modern methods used by
cybercriminals.

Keywords: cybercrime; National Police of Ukraine; phishing; OSINT; digital security; critical
infrastructure; deepfake.
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